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Source : ALCATEL

Title  : 3GPP GUP Terminology and Architecture

Document for : Contribution for TS 22.240 

Scope :

The aim of this document is to analyze the High level requirements in order to deduce an architecture and associated terminology  for the Generic User Profile 

As a first approach, this document focuses on the most structuring concepts and definitions in order to allow further construction of the Generic User Profile

Actors  requirements to be satisfied

Subscription at organization level

It shall be possible for a given organization, from the simplest one (a given person) to the most complex one (a big company), to establish contracts with Service Providers, in order to  offer access to services for its members.

All rights and specificities subscribed by the Subscriber are part of the Subscriber profile.

This requirement appears in 3GPP TS 32.140-v 1.0.0. 

« The subscriber may have contracts with multiple SPs and maintains these on behalf of one or more users »

Possible multiple Users under the subscription

The subscriber defines the users and their associated rights to use the subscribed services 

· When the organization is a simple person, the User may be either this person or another one defined by the subscriber

· When the organization is more complex, a family for instance, different members of the family may be considered as different users under the same family’s contract.

· When the organization is very complex, a big company for instance, members of the company may be considered as users. 

In this case, a user may be either a member or a set of members of the company.

All rights and specificities allowed by the subscriber to the User are part of the User-Profile

This requirement appears in 3GPP TS 32.140-v0.5.4 

« The subscriber informs the SP which services each user should have access to and may choose to set limits on how much a user can use a particular service »

Note : The capability to define groups of users is not presented in the GUP model, because this should be handled at the application level by the service providers.

The proposed GUP Model definition contains only the entities which must be identified and/or authenticated at registration and session setup time.

Other entities can be handled at the application level by AS’es. 

Possible multiple End-User under the same User

The User may define different End-Users as possible actors accessing the services he is allowed to use.

A End-user corresponds to a given role for a given person..

A given person may want to have different services capabilities depending on the role played when accessing the service

· Professional role profile

· Private role profile

· Specific role profile

· …

The person is identified by itself and each role is also identified separately for this person

This makes it possible to identify the person, globally for all roles he is able to play, or to identify separately each role.

All specificities defined by the user for each End-User and all preferences defined by each end-user for himself in the frame of the User’s rights are part of the End-User Profile

This initial requirement appears in 3GPP TS 23.228.v5.3.0 
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For a given Private User Identity (NAI), different public Identities may address either the same profile or a specific one.

Possible billing policies

· The subscriber shall be able to define the billing policy on a per User basis. This is done when the subscriber defines the allowed users :

· Billing at subscriber level

· Billing at User level.

· In the same way, the User shall be able to define the billing on the following basis (this is done when the user defines the allowed End-users) :

· Billing at User level

· Billing at person level or at role level

Induced terminology for actors

The following terminology is deduces from the preceding requirements description :

Subscriber

A business entity (an organization, a company, a family or even a person) that has a contractual relationship with a service retailer, and by which the subscriber is allowed to give to its organization access and use to the subscribed services.

A subscriber can represent a single user or a complex organization with many users.

Complex subscriber organizations may organize users within groups (and sub-groups) with distinct service access and usage rights (i.e. assign distinct sets of service profiles).

User

Entity of the subscriber’s organization, allowed by the subscriber to access the whole or a subset of the subscribed services

The User is uniquely identified by the NAI (private identity) provided by the service retailer, and is associated with one or several public identities. One public identity identifies the User, other public identities identifying the End Users

Person

Persons are allowed by the User to access subsets of services with specific rights

Persons are identified by themselves by one of the public identity associated to the user.  

End User (Role/)

The End User is an identified role for a given person .

The end user is always identified by one of the public identity associated to the user.

Examples

A complex company

Subscriber = Company  (Company-Contract-Id)
User i = member of the company having its own USIM (NAI-i / PublicId-i)

Person i-1 = Only one person using the USIM (PublicId-i-1)
End User i-1-1 = standard role for person 1 (PublicId-i-1-1)
(professional use, no other specific roles for this person)

User n = member of the company having its own USIM (NAI-n / PublicId-n)
Person n-1 = Only one person using the USIM (PublicId-n-1)
End User n-1-1 = specific role 1 for person n-1 (PublicId-n-1-1)
(professional usage)

….

End User n-1-m = specific role m for person n-1 (PublicId-n-1-m)
(private usage)

User p = department p (NAI-p / PublicId-p)
(group of persons  within the company sharing the same USIM)

Person p-1 = person 1 using the shared USIM p (PublicId-p-1)
End User p-1-1 = specific role 1 for person p-1 (PublicId-p-1-1)
(professional usage)

….

End User p-1-m = specific role m for person p-1 (PublicId-p-1-m)
(private usage)

…

Person p-q = person q using the shared USIM p (PublicId-p-q)
End User p-q-1 = specific role 1 for person p-q (PublicId-p-q-1)
(professional usage )

End User p-q-m = specific role m for person p-q (PublicId-p-q-m)
(specific usage )

A Family

Subscriber = Family  (Family-Contract-Id)
User 1 = Father of the family, having its own USIM (NAI-1 / FatherId)

Person 1-1 = Only one person using the USIM  (FatherAllRolesId)
End User 1-1-1 = professional role for Father (FatherProfId)

End User 1-1-2 = Private role for Father (FatherPrivateId)

User 2 = Mother and children (NAI-2 / MotherAndChildrenId)
(The mother and children share the same USIM)

Person 2-1 = Mother using the shared USIM 2 (MotherOnlyId)
End User 2-1-1 = Professional role 1 for mother (MotherProfId)
(professional usage)

End User 2-1-2 = Private role  for Mother (MotherPrivateId)
(private usage)

…

Person 2-2 = Eldest Child using the shared USIM 2 (EldestId)
End User 2-2-1 = Inside family use (EldestInsideId)
(Use inside the family paid at family level )

End User 2-2-2 = Outside family use (EldestOutsideId)

(Use outside the family paid at eldest child level)

Person 2-3 = second child using the shared USIM 2 (SecondChildId)
End User 2-3-1 = Inside family use (YoungId-1)
(Use only inside the family paid at family level )

Person 2-4 = Third Child using the shared USIM 2  (ThirdChildId)
End User 2-4-1 = Inside family use  (YoungId-2)
(Use only inside the family paid at family level )

A Single person (simplest case)

Subscriber = Person (Person-Contract-Id)
User 1 = Person having its own USIM (NAI-1 / PersonId)

Person 1-1 = This person using the USIM (PersonId)
End User 1-1-1 = single role (PersonId-1)

Induced architecure for the GUP datamodel
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Actors involved in functions

Actors

See proposed terminology above

· Subscriber

· User

· Person

· End User (Role for a given person)

Identifications

· Subscriber

Identified by its contract identification at CCBS level of the Service retailer

· User

Identified by its private identity (NAI) and one to n public identities .

These identities are stored on the USIM and allocated by the service retailer for each User defined within the subscription

· Person

 identified by itself with one to n public-Id’s defined by the User.

If the Person is alone in the user definition, the Person may be identified by the User’s public-Id 

· End-User

Each End-user defined by the user is identified by one to n public-identities (different from the one already associated to the user and to the Person. The user allocates the public-identities for each of his End-users. If there is just one end-user, then this end-user can be identified by the persons public identifiers.

Note: The need for several public identities for each actor comes from the aliasis requirement, where each actor can be identified via several PI’s.

Access to the Network

The accessing User is identified by the NAI and associated security data are retrieved from the USIM.

The accessing End-user is identified by its public Identity he has entered at Login on the terminal ( a PIN code should be defined for each End-User).

Authentication

Authentication concerns always the User, whatever the End-user accessing the system

Authentication is based on NAI and associated security data stored both on the USIM and in HSS

Registration of a User / End-User

The capability to register either as User or as Person, or as End-User can be used for instance 

· When a End User want to be reachable for himself only

· when a person wants to be reachable for all possible roles 

· when a user wants to be reachable for all End Users

· Registration of a User

If the Public-Identification provided at access time is the Public identification associated to the User (Memorized on the USIM), the registration concerns all End-Users defined by the User. This leads to automatically register all Public identities corresponding to all End-users associated to this user.

This allows to handle incoming and/or outgoing sessions for every End-user. Each End User has its own service profile activated.

· Registration of a Person

If the Public-Identification provided at access time is the Public identification associated to the Person, the registration concerns all roles of the person. This leads to automatically register all Public identities corresponding to all roles associated to this Person.

This allows to handle incoming and/or outgoing sessions for every Role of this Person. Each End User has its own service profile activated.

· Registration of a End-User

If the Public-Identification provided at access time is the Public identification corresponding to a given End-User (different from the User’s and Person’s Public Identities memorized on the USIM), the registration concerns only this End-User. This leads to register only the Public identity corresponding to this End-user associated to the user.

This allows to handle incoming and/or outgoing sessions only for the registered End-users. 

In session use of service profile

· The service profile used for service handling during a session is always the one associated to the End-user corresponding to the Public-identity of the party (calling or called).

· This End-User service profile is a refinement of the User service profile defining the specific rights allowed by the user for the End-User and the specific preferences defined by the End-User for himself.

· The User service profile itself is a refinement of the Subscriber service profile, defining the specific rights allowed by the subscriber to the User.

Charging and billing

In order to be able to apply the billing policies defined in the requirements, the following charging features shall be fulfilled :

· The User service profile contains the User billing policy (user level or subscription level)

· The End-User service profile contains the End User billing policy (End user level or Person level or User level)

· The generated Call details records shall contain 

· The NAI of the User

· The Public-Id of the End-User (Calling or Called party)
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