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Summary

This attached document proposing additional MMS Rel6 features to be dealt with by 3GPP TSG SA1 from T-Mobile with some additions by SerG.
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TSG-SA WG1 #17
Cc:
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1. Introduction:

SerG would like to thank T-Mobile for submitting their input paper on MMS WID to 3GPP SA1. SerG has had the opportunity to review this document and supports the proposal made by T-Mobile attached in section 3 of this paper and would like to make some additional proposals stated in section 2 of this paper.

2. Additional Proposals from SerG:

Security at the MMS Server-Relay  

MMS, as it stands today, is vulnerable to the possibilities of security breaches such as spamming. Security at the MMS Server-Relay to protect against the most fundamental security breaches should be available so that mobile operators can maintain network integrity. 

Possibility to Receive an MM during a data session

While in a WAP or another data session, a customer could also have the possibility to receive a MM. 

Read and Receipt Notification field for MMS and legacy phones

When a user wishes to send the MMS with a notification field (message read and/or message received), then the user should be able to receive a notification also in the following cases.

- The destination is a legacy phone

- The destination network does not support MMS, but proposes to deliver the message (e.g. by an SMS conversion…).

Note: this is not an error message but a delivery success notification.

3. Original Proposal from T-Mobile:
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Introduction

In order to progress the work on MMS for Release 6, T-Mobile would like to present the following items as possible candidates for inclusion in the work item description. A brief explanation on the reasons why such items are considered important to T-Mobile is also provided. The proposed functionalities are based on two aspects:

1. the commercial experience accrued by T-Mobile who launched a commercial MMS service in June 2002. 

2. document S1-021222 “MMS Release 6 WID”

This proposal is the result of a study of the shortcomings (under a commercial point of view) of MMS and do not necessarily address the future interworking of MMS with new service enablers developed in 3GPP (e.g. IMS). 

Proposed features

Some of the features will require additional work on the stage 1 description of MMS (TS 22.140) while others can be developed independently of SA1 requirements. 

Support of 3GPP DRM in MMS 

DRM will give the ability to securely manage (bill and charge) premium and/or copyrighted content originating from VASP, the operator (or the user). Ideally this feature shall allow to stop or restrict distribution (e.g. many recipients, to web album, to email) of content. Digital certificates, tokens on handset to retrieve content are possible solutions that are worth investigating.

Advice of charge

The knowledge of the costs of a message prior the submission is an important requisite for the successful deployment of MMS. Since the charging mechanism employed by operators may vary (e.g. pay by volume, event, recipient pays…), on the contract type (pre-pay, post-pay), other factors (time of day, roaming, available bearers), it is important that the terminal is capable of making available the necessary information on the MM which is going to be submitted. To respond to the operator specific charging mechanism this information may be delivered to a SIM-hosted or JAVA application configurable over the air.  

In the recipient pays scenario, the advice of charge should be contained in the notification as to avoid for example charging for unsolicited messages.

MMS OTA provisioning

It should be possible to configure the terminal with the operator specific parameters necessary to access the MMS, this will simplify the user experience when changing operator or terminal.  

Identification of recipient’s terminal capabilities at time of delivery

The MMS should be capable of detecting the capability of the terminal where the message is going to be delivered. This will avoid the delivery of a message that cannot be used by the particular terminal and possibly instruct the transcoder to transform the message in a format which is compatible with the terminal of the recipient or redirect the MM to a network based repository. 

WAP UAProf can be a good candidate to accomplish this, but maybe the identification of MMS capable terminals via the IMEI might be worth a study.

Support for minimum set of MMS media types/formats

In order to facilitate the interoperability between terminals it would be worthwhile to standardize a minimum set of media types/formats that should be supported by default by all the MMS terminals. This will also facilitate the design of the transcoding function and relax the requirement to detect the terminal capabilities of the recipient. The media type/format may be used as a fall back option in case one of the media of the MM is sent using a non supported type/format. 

Definition streaming – MMS interworking

In the future it is envisaged that streaming contents could be delivered through MMS (mainly from VASP). Alternatively pointers/redirects to a streaming server may be delivered over MMS.

Flow control of notification

Currently the notification of a MMS is delivered via a SMS. The SMS is used as an ancillary service and not all the aspects of the interworking have been clarified e.g. expiry of SMS notification. Other areas that require further standardization efforts may be: service behaviour when memory capacity is exceeded, notification that the MM has been transcoded, check on battery life of the terminal as appropriate. 

Enhancements to MM1

Even if the MMS is seen as the evolution of SMS, some of the basic functionalities of the latter are not currently available in MMS. This information include time stamp, acknowledgments, time zone, message digest. 

Legacy handset support

In the near term the MMS-enabled terminals will represent a minority of the terminals used in the operator’s network, for this reason it would be important to standardize the treatment of a MM which is sent to a non-MMS enabled terminal as well as define the interworking between MMS, EMS and SMS. 

Support of distribution lists over the MM7 interface

Filtering mechanisms

Filtering of MM may become useful in two instances:

· recipient pays. In this case the filtering parameters may be pre-configured so that messages of a certain size, of a certain type/format, from a certain address are automatically discarded

· MMS R/S filtering. The MMS R/S may use filtering to stop SPAM or to enforce operator specific policies. 

Standardized interface to external transcoding server

It is envisaged that the transcoding function will become more and more complex as the type/formats available increase and the terminal capabilities expand. In this case the transcoding may be performed by a specialized machine external to the MMS R/S. In this case it would be beneficial to standardize an interface that allows the MMS R/S to communicate with such external transcoder. 

Standardized interface to external digital sources

There are millions of people having digital cameras, CD players and other digital sources. There is no reason why there shouldn’t be standardized interfaces (USB, IrDA, Bluetooth etc.) between those devices and MMS terminals. In addition, appropriate functions to e.g. modify content delivered to MMS terminals such as reduced color depth, reduced number of pixels etc. should be specified.

Conclusion

It is proposed to add the above features to the MMS WID.

