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This contribution provides input for the discussion on SA3 liaison (S3-020166) that is in S1-020690.  Specifically, it provides input (italic, in red) for the questions and comments (listed below) that were raised by SA3 in their LS S3-020166.

SA3 thanks SA1 for their LS sent in S1-020300.

After discussion of the LS at S3#22, SA3 would like to forward the following questions and comments:

· SA1 states that it is expected that Stage 2 and Stage 3 work will be included in Release 5 “for certain scenarios”. SA3 feels that Stage 2 security work requires a more precise description of these scenarios. SA1 is kindly asked to point SA3 to the relevant documentation.

> 
The current version (V1.2.0) of the UE Functionality Split TR 22.944 describes the scenario to be supported in Release 5. This scenario involves a MT supporting multiple applications with a single subscriber identity (UICC).
· SA3 would like clarification if TS 27.060 applies to the IMS call control and if the call control will reside in the TE. SA3 assumes that the TE and the MT will be integrated for Release 5.

> 
It has not yet been determined how the AT command set as defined in TS 27.xxx may apply to the MT-TE interface for IMS, and SA1 regards this question to be out of its scope.

· If SA3’s assumption in the previous bullet is correct, this implies in SA3’s view that no work is needed in Release 5 on the protection of the TE – MT interface. Anyhow, as there have been no contributions to SA3 on this issue so far, SA3 feels that it would be unrealistic to expect stable results regarding this issue within the Release 5 time frame.

> 
SA1 agrees.

· SA3 thinks that SA1’s concerns regarding attacks from software IMS clients, which could be maliciously modified, are valid. SA3 feels, however, that it needs further study to what extent protection measures to mitigate these attacks should be standardised. Again, SA3 feels that it would be unrealistic to expect stable results regarding this issue within the Release 5 time frame.

> 
SA1 would like SA3 to undertake the effort to understand impacts on the IMS network due to the existence of faulty or maliciously modified IMS (SIP) clients. SA1 feels that this effort is basic to the security for Release 5 IMS regardless of what MT-TE configurations are deployed.

