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1. Introduction

This document contains a proposal to add requirements to TR22.940 Section 6.1

2. PROPOSED CHANGE

Here is section 6.1, including changes with change tracking on

6.1
General requirements

Network operators have different network configuration and commercial requirements. IMS messaging shall be supported in a manner that meets the operator’s requirements. Thus, an identified set of functionalities and formats shall be standardized to ensure interoperability across networks and terminals to support IMS messaging.

The following general requirements shall be supported.

Editor’s note: Discussion of content formats should be aligned with the terminology used in SA WG2. Further, content format related requirements might be more suitable in some other chapter than general requirements.

a)
Content;

i)
Content formats shall be independent of the messaging mechanism used to deliver it.

.

ii)
Content formats shall be defined so that they enable interworking with Internet messaging solutions, MMS and EMS.

iii)
Content formats shall support multimedia including e.g. text, images, audio, video clips.

iv) iv)
Content size shall not be limited. 

v) IMS messaging mechanisms shall provide the capability to support current and evolving multimedia messaging by re-using existing standards as far as possible and proposing extensions (as necessary) to existing standards.

vi) Regardless of the message type / format, IMS messaging shall be capable of supporting integration of all types of messaging (e.g. fax, SMS, Multimedia , voicemail, e-mail etc.) in a consistent manner.
vii) Definition of content of messages should enable:

· multiple media elements per single message

· individual handling of message elements

· different delivery methods for each message element
b)
There shall be a mechanism to differentiate messages received under different messaging types (e.g. it shall be possible to separate instant messages from messages received within a session).

c)
It shall be possible to use a single address to identify the recipient irrespective of message type.

d)
It shall be possible to block and unblock messages from defined senders.

Editor’s note: Anonymity in general requires more work. Some issues already discussed: different levels of anonymity, anonymity vs. nicknames, anonymity impacts e.g. to reply possibility.

e) e)
It shall be possible for the recipient to identify the sender of the message unless the sender has requested  anonymity. 

f) Within the capabilities of networks and terminals, the user shall be able to experience consistent access to IMS Messaging regardless of the access point.  For example the user should be capable of accessing her multimedia messages through a number of different access points, which should include 3GPP systems, fixed networks, the Internet, etc.

g) IMS Messaging shall support a minimum set of functionality and message formats to ensure interoperability. (e.g. deletion of message, identified standardised message notification, message media types and message content formats).

h) IMS Messaging shall provide a minimum set of supported formats to ensure full interoperability between different terminals and networks from the very beginning of service provisioning (e.g. JPEG for pictures, MP3 for audio, MPEG for motion pictures, etc.).

i) IMS Messaging shall support version management by indicating a version number in the message for interoperability purpose.

j) IMS messaging shall be able to support the capability for the terminal and network to take account of the capability of the user's terminal (e.g. deliver a message / notification in a manner compatible with the terminals capability).

k) IMS Messaging shall be able to support the capability of the  network to take account of the availability, changes of the state of availability of the terminal (e.g. store messages if the recipient is not available).

l) IMS Messaging shall be able to support a request from the operator to enable/disable message delivery and submission.

m) IMS Messaging shall be able to support a request from the user to enable/disable message delivery and submission.  This requirement shall be supported at the application layer in the terminal, and will not be further elaborated.

n) It shall be possible to store in the ISIM a number of sets of configuration information to allow access to IMS messaging services. One of these sets of configuration information is preset by the issuer of the ISIM. Such preset configuration information set shall only be configurable by issuer of the ISIM.   The preset configuration information is selected unless otherwise specified by the user.  It shall be possible to retain the configuration information when the UICC is used in different terminals.

o) IMS Messaging shall be able to support a request by the user to manage the Service Preferences of his User Service Profile related to IMS messaging(e.g. customise his messaging environment within the capabilities of the terminal, network and messaging application). This could be unconditional or conditional e.g. depending on roaming conditions or operator restrictions).

p) IMS Messaging shall utilize presence services as described in 3GPP 23.841.
q) IMS Messaging shall be able to support a request from the user to set a validity period for a sent message, after which it is dropped if not delivered

r) It shall be possible for the user to request delivery notification (success/failure) for a message

s) The user may opt to have messages pushed to it automatically when they arrive, or only have notifications pushed when a message arrives, deferring message download to a later time.

t) 
IMS Messaging shall allow an IMS Messaging service provider to configure IMS Messaging in such a way that one, several or all incoming IMS Messaging of a particular user be stored persistently in a network based repository 

u) IMS Messaging shall allow an IMS Messaging service provider to configure IMS Messaging in such a way that one, several or all submitted IMS Messaging of a particular user be stored persistently in a network based repository 

v) IMS Messaging shall be able to support a request from a sender to persistently store a sent MM in a network based repository at the time of sending

w) IMS Messaging shall be able to support a request from a user to persistently store a MM for which he received a notification in a network based repository 

x) IMS Messaging shall be able to support a request from a user to upload one or more IMS Messaging into a network based repository for persistent storage

y) IMS Messaging shall be able to support a request from a user to retrieve one or more IMS Messaging that are stored in a network based repository

z) IMS Messaging shall be able to support a request from a user to delete one or more IMS Messaging that are stored in a network based repository 
aa) IMS Messaging shall be able to support a request from a user to forward one or more IMS Messaging that are stored in a network based repository to another destination without being delivered first to that user.

ab) IMS Messaging shall be able to support a request from a user to view the list of IMS Messaging and message related attributes, such as sender, recipient, subject and date/time, in a network based repository 

3. rECOMMENDATION

It is recommended that the proposed changes are considered and added to the draft TR22.940.

