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1. Introduction

The draft Push stage 1 had a large amount of use cases and background material contributed at Kobe, with additional contributions at Phoenix. With this work, the normative text has been significantly improved. Concepts, which had been in the annex, were refined and moved to the body of the TS. This reduces the need for explanatory material in the annexes.

The revised annex A “Push Service Background” is attached as part of this document

2. Changes suggested

2.1 Elimination of use cases

We note that section 4 “Overview” and figure 1 were the topic of much discussion in Phoenix. This section includes some use cases and includes a suggested use case where the push recipient is a machine (unattended). This, together with the introduction, should permit removal of the use cases from annex A.

2.2 Elimination of priority and delivery classes

These requirements have been discussed and revised at Phoenix. They have been included in the normative text, eliminating their benefit as part of the annex.

2.3 Reorganization of material

The remaining material has been reorganized, to provide:

“Push service assumptions and background material used in the definition of the stage 1”

It is intended to provide informative text on SA1’s assumptions and goals in the definition of push service. 

The material has been organized with the section headings:

A.1
Push basic principles

A.2
User and organization-user capabilities

     A.2.1
General capabilities

     A.2.2
Range of security and privacy requirements

With the change proposed in the content of the annex, the title of Annex A would be changed from:


Push Service Use Cases

to:

\
Push Service Background,

which better describes the material.

3. Recommendation

It is recommended that the changes to Annex A text be agreed and included in the draft Push stage 1  TS 22.174.

The intent is provision of a brief, informative background and description of the push service.
Annex A (informative): Push Service Background


.

This annex provides push service assumptions and background material used in the definition of the stage 1.
A.1 Push basic principles
Push capabilities may be defined and profiled in various ways, including types of service entities, types of information and delivery characteristics.

The basic principles, which apply, include:

· A mobile may have many services

· Each service may have its own requirements for provisioning, service delivery and support

· Service delivery architecture shall accommodate and efficiently support this diverse range of services

· The functionality required to support various business models shall be provided

· No single entity has complete control of the subscriber
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A.2.  User and organization-user capabilities
The user (and the user’s organisation) or organization-user shall have the capability to configure services for their specific needs. The delivery network and the operator provide the tools, which enable this. In particular governmental or private situations, the organization-user needs may require restrictions on the general capabilities listed, in order to provide the desired privacy and security. This will be accomplished through suitable arrangements with operators.
A.2.1.  General capabilities
The user shall be able to subscribe to multiple Push Initiators at the same time.

It shall be possible for a user to convey their unique address to the Push Initiator when subscribing to a new service.

The user shall be able to cancel a particular push service from their mobile terminal.

The user shall be able to discover and subscribe to new push services from their mobile terminal.

The user shall be able to easily determine their current subscription list for push services from their mobile terminal.

The push initiator for third party services (e.g., private or corporate services, public safety services and government services) shall have flexible interfacing with operator administrative services including service provisioning, user profiles, service management, and charging.

A.2.2.  Range of security and privacy requirements
A wide range of cases may be described. This list is intended to illustrate some of the corporate, financial and government cases in addition to those which are in the information, entertainment, advertising and Internet areas. 

One set of categories, which may be used to describe the range of push use cases, would be:

Corporate security and privacy – suggests a closed user group, non-public services and selected public services

M-commerce security and privacy – closed user group, public (may require pre-arrangement) and non-public services

Internet-type security and privacy – open user group, public services (“internet”-type services)

There will be a “continuum” of both security and privacy, and a full spectrum of combinations.
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