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This document makes a first attempt to define stakeholder requirements (Chapter 5) for GUP.

The contribution is based on version 0.6.0 of 22.240 as contained in Tdoc S1-020661, the output document of the Saalfelden-meeting.

5. Stakeholder requirements


These requirements are given from the perspective of the key stakeholders.

5.1 Subscriber Requirements

· The subscriber shall be able to manipulate (i.e. modify and set access rights) the parts of the GUP he owns. 
Note 1: Ownership of parts of the GUP will in general be granted by the operator as part of the Subscription.
Note 2: Usually Subscriber-owned parts of the GUP will concern Common user data and Application specific user data as described in chapter 4.2. Unless the subscriber is identical to the user he may wish to allow the user to interrogate and/or modify a subset of the subscriber-owned parts of the GUP by setting corresponding access rights.
Example: A company (the subscriber) may wish to set certain call forwarding restrictions for it’s employees (the users). This should not be changeable by the users. 
5.1.1 User Requirements

· The user shall be able to interrogate and/or modify the parts of the GUP he has been granted access rights to. 

Note: The user may have been granted such access rights by the subscriber, the home operator and by VASPs.

· The user shall be able to manipulate (i.e. modify and set access rights) the parts of the GUP he owns. 

Note: Unless the user is identical to the subscriber this concerns data of services he has subscribed to independently of the subscription of the subscriber.

· The user shall be able to save the terminal – located parts (ME and UICC) of  his GUP in the network for later retrieval on the same or different terminal (e.g. in the case of loss or damage to the terminal).

· The user shall be able to copy the ME – located parts of  his GUP to a different ME (e.g. in the case the user changes his terminal terminal).

Note: For this purpose besides a “persistent” storage also a “temporary” storage in the network may be considered.



5.2 Service Provider Requirements


5.2.1 Requirements to GUP by VASPs in the Home Network
The User’s Home operator may offer to his customers standardised or non-standardised value added services, which are provided by value added service providers (VASPs). Applications executing these services shall – via mechanisms of the GUP – be able to:

· Identify the service and the user in any GUP related operation

· Check a user’s subscription information for the service.

· Provide access to a user’s service specific GUP data stored by the application (according to the access rights set by the user).
· Access other GUP data of the user subject to limitations of access rights
5.2.2 Requirements to GUP by VASPs in other operator’s Network
VASPs providing services in other operator’s networks (e.g. the roamed-to network) may wish to provide (local) services to the user (e.g. location based services). These kind of services possibly will need to access GUP data of the user (e.g. privacy settings) from the Home network.
Applications executing VASP provided services in an other operator’s network shall – via mechanisms of the GUP – be able to:

· Identify the network, the service and the user in any GUP related operation

· Access GUP data of the user in his Home Network subject to limitations of access rights.
5.2.3 Requirements to GUP by VASPs outside the 3GPP domain
VASPs providing services outside the 3GPP domain may communicate with the 3GPP system via an operator’s OSA interface in a secure and safe manner.

· It shall be possible to enable VASP services outside the 3GPP domain  to perform GUP operations (read, write and set access rights) via the OSA interface.

Note: This does not put requirements for additional access rights checking on the OSA interface. Once an application is authenticated by OSA it may access the GUP as if were  a VASP application within the home operator’s network.
5.3 Home Network Operator Requirements

A major problem operators face nowadays is the exploding amount of user data and the difficulty to handle them. Therefore the Home operator may wish to use the data and mechanisms offered by GUP for multiple purposes.
· The GUP shall be useable for multiple purposes (e.g. Subscription management, Customer Care, Service administration, terminal administration).
· The GUP shall allow for a mechanism to synchronise data as specified by the operator. (e.g. to change multiple occurrences of a datum in one go).
5.5 Roamed-to Network Operator Requirements

· The 3GPP Generic User Profile shall be available globally when roaming.

5.6 Regulatory Requirements

Editor’ note There are some regulatory considerations under 8 Privacy, does something else need to be considered here?
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