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Introduction:

Further to GSM Association’s WLAN Task Force Liaison Statement to the 3GPP SA1 WLAN Sub working group meeting in Saalfelden, Austria,  11-15th Feb 2002, we have produced a revised contribution for the section entitled Definitions, symbols and abbreviations in TR.22.

Contact Marcus Taylor of the GSM Association (mtaylor@gsm.org) for any further information.

3
Definitions, symbols and abbreviations

3.1
Definitions

WLAN coverage: an area where wireless local area network access services are provided for interworking by an entity in accordance with WLAN standards.

Abbreviations & Acronyms

	802.11b
	802.11b is a standard developed by IEEE for Wireless Networking. It offers a range of data speeds up to 11 Mbit/s. Typical operating range is of the order of a hundred metres. The technology can be used for network access, as well as setting up adhoc peer to peer networks. 802.11b operates in the 2.4GHz unlicensed frequency bands (2400-2483.5 MHz). The air interface uses Direct Sequence Code Division Multiple Access (DS-CDMA).  Link encryption is provided by the WEP protocol (Wired Equivalent Privacy) using up to 128 bit keys, however critical data should be protected by end-to-end security. The WiFi group provides information on certification and interoperability of 802.11b products. Typical examples of products are PCMCIA cards for laptop computers, PCI cards for desktop computers and Access Points. Access Points can often support many wireless connections and provide switch/router functionality and Wide Area Network access (e.g. ISDN/ADSL/E1). 802.11b products are becoming widespread both in corporate applications as well as in SOHO use. 

	AAA
	· Authentication (determines who is allowed to access a resource and almost always comes first)

· Authorization (determines what the authenticated user may do)

· Accounting (logging the actions taken / resources used by the user)

	AP
	Access Point. WLAN Access Points act as the “Base Stations”

	Carrier
	Equivalent to Operator

	Corporation
	Business whose primary activity is not offering telecommunications services

	DHCP
	Dynamic Host Configuration Protocol

	DNS
	Domain Name Server.

	EAP
	Extensible Authentication Protocol.

	Foreign Hotspot
	A hotspot provided by another operator. (Note we need to consider whether we can use GSM terminology i.e. “Visited” rather than “Foreign”).

	GPRS
	General Packet Radio Service

	GSM
	The Global System for Mobile communications. In this document, the most relevant GSM standards are GPRS, EDGE and 3GPP FDD and TDD mode. See the Project Management pack for the WLAN & Bluetooth Task Force for further definition.

	GSM/WLAN
	Used generically to refer to roaming services between the GSM Platform and the WLAN family of standards.

	Guest Service
	Corporations may segment their WLANs in order to provide one range of services for their own employees (for example access to the corporate intranet), and a reduced set of services for visitors to the premises (for example simple access to the public internet).

	HIPERLAN/1
	HIPERLAN/1 (High Performance Radio Local Area Network / 1) was designed to provide short range wireless communications, with user date rates up to around 20 Mbit/s. It was designed to operate in the 5150-5350 MHz band in Europe. Up to 5 carriers could be accommodated in this band. HIPERLAN/1.

Was designed to provide coverage beyond the range of a single hop by using multi-hop relaying and also supported node mobility. The radio interface used FSK modulation. The standard used an advanced multiple access protocol known as “Elimination Yield Non Pre-emptive priority Multiple Access” (EY-NPMA), which was primarily designed to support multimedia applications.  HIPERLAN/1 is specified in the European Norm EN 300 652. Not widely adopted and superseded by HIPERLAN/2.

	HIPERLAN/2
	HIPERLAN/2 is designed to provide higher speed connections than HIPERLAN/1, with speeds of up to 54 Mbit/s. It is designed to operate in the 5150-5350 MHz band in Europe. Use of this band, which is shared with satellite systems, requires advanced interference mitigation techniques such as Dynamic Frequency Selection (DFS) and Transmitter Power Control (TPC). From the outset the standard has been designed to inter-work with existing networking standards & protocols such as IP, Ethernet, PPP, ATM, IEEE 1394. HIPERLAN/2 extends the concepts of mobility in the WLAN environment with cellular based networking concepts such as mobility and radio resource management.  In the US the IEEE 802.11a standard operates in the same frequency band, however in the US this band is not shared with satellite systems and as a result 802.11a does not include the same level of interference mitigation measures that are provided by HIPERLAN/2.

	Home Hotspot
	A hotspot provided by an Operator with whom the customer has a relationship (typically a subscription or other contract).

	Hotspot
	Limited WLAN coverage area comprising one or more Access Points.

	HPLMN
	Home Public Land Mobile Network

	IPv4
	Internet Protocol version 4.

	IPv6
	Internet Protocol version 6.

	LAN
	Local Area Network. For example IEEE 802.3 Ethernet.

	NAT
	Network Address Translation.

	Operator
	Company that provides and supports telecommunications services and typically holds any licences that are required to provide service. This document focuses on GSM and WLAN Public operators.

	Public Place Provider
	(subset of Public Wireless LAN):  A hot spot provider that is a “serve-only” entity and does not own the billing relationship with users accessing the services. It provides external access only through agreements with Public Wireless LAN operators or through third party billing services.

	Private WLAN
	Privately operated WLANs reserved primarily for a closed, authenticated population. Guest (reserved) services are offered, where appropriate, to non-authenticated visitors and usually on a no-charge basis. These are typically used as an extension of wired LANs in corporate buildings.

	Public WLAN
	A subscription-based network where access is provided and Call Detail Records are generated. Public Wireless LAN can be operated by a mobile operator. Public WLAN provides a range of services that may include local services and corporate access. Internet access shall be provided in accordance with the user’s subscription through the corporate access or by the WLAN operator network.

	RADIUS
	Remote Access Dial-in User Server. Used to authenticate dial-in IP users.

	SSID
	Service Set Identifier (802.11b) or Service Set Identification (IEEE 802.11 wireless networks)

	VLAN
	Virtual LAN. A method of segmenting a physical LAN in such a way that different groups of users can maintain privacy and have differentiated services.

	VPLMN
	Visited Public Land Mobile Network

	WAN
	Wide Area Network. Networks typically used to provide interconnection between remote LANs. Often provided by Telcos (e.g. E1s, Sonet..)

	WLAN
	Wireless Local Area Network. The most relevant standards in relation to this document are IEEE 802.11b, 802.11a, the remainder of the wireless 802.11.x standards, along with ETSI Hiperlan/2.

	WWAN
	Wireless Wide Area Network. For example GPRS.


3.2
Symbols

To be defined

3.3
Abbreviations

To be defined
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