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3
Definitions and Abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions defined in 3GPP TR 21.905 [2] and 3GPP TS 22.140 [1] and the following apply:

Abstract message: information which is transferred between two MMS entities used to convey an MM and/or associated control information between these two entities

NOTE 1:
The application protocol framework and technical realisation of MMS service features is described in terms of abstract messages in the present document.

Delivery Report: feedback information provided to an originator MMS User Agent by an MMS Relay/Server about the status of the delivery of an MM

External Server: network entity/application of an external system such as Internet email, unified messaging system or facsimile to which MMs may be sent to and/or from which MMs may be received by an MMS User Agent via an MMS service provider

NOTE 2:
An External Server is connected to that MMS Service Provider via non-MMS-specific protocols. 

Forwarding MMS User Agent: MMS User Agent that is the intended recipient of an MM, that requests forwarding of the MM for delivery to other recipient(s) without having to first download the MM

Forwarded MM: MM originally sent from a sender to an intended recipient which is then forwarded to other recipient(s) and to which a delivery report and/or read-reply report may refer and which may be subject to further forwarding

MM Delivery: act of a recipient MMS Relay/Server delivering an MM to a recipient MMS User Agent

MM Submission: act of an originator MMS User Agent submitting an MM to the originator MMS Relay/Server

MMSNA: Multimedia Messaging Service Network Architecture encompasses all the various elements that provide a complete MMS to a user
MMSE: collection of MMS-specific network elements under the control of a single administration

MMS Relay/Server: MMS-specific network entity/application that is under the control of an MMS service provider

NOTE 3:
An MMS Relay/Server transfers messages, provides operations of the MMS that are specific to or required by the mobile environment and provides (temporary and/or persistent) storage services to the MMS.

MMS User Agent: application residing on a UE, an MS or an external device that performs MMS-specific operations on a user's behalf

NOTE 4:
An MMS User Agent is not considered part of an MMSE.

MMS VAS Applications: Applications providing Value Added Services (e.g. news service or weather forecasts) to MMS users.

Original MM: (initial) MM sent from a sender to a recipient and to which a delivery report and/or a read-reply report and/or a reply-MM may refer and/or which may be subject to being forwarded

Originator MMSE: MMSE associated with the sender of an MM

Originator MMS Relay/Server: MMS Relay/Server associated with the sender of an MM

Originator MMS User Agent: MMS User Agent associated with the sender of an MM

Read-Reply Report: feedback information to an originator MMS User Agent by a recipient MMS User Agent about the status of handling/rendering of an original MM in a recipient MMS User Agent

Recipient MMSE: MMSE associated with the recipient of an MM

Recipient MMS Relay/Server: MMS Relay/Server associated with the recipient of an MM

Recipient MMS User Agent: MMS User Agent associated with the recipient of an MM

Reply-MM: the first reply accepted by the recipient MMS Relay/Server (after checking the reply charging limitations, such as the latest time of submission) in case of reply-charging 
Short code: Service provider specific address which is a string of alphanumeric characters.
Transaction: message pair sent between an MMS User Agent and MMS Relay/Server, or between MMS Relay/Servers

…

4.3
Addressing

MMS shall support the use of E-Mail addresses (RFC 822) [5] or MSISDN (E.164) or both to address the recipient of an MM. MMS may support the use of service provider specific addresses to address the recipient of an MM. In the case of E-Mail addresses standard internet message routing should be used. MMS may support short codes to address Value Added Services. 

Note: The length of short codes shall be defined by the service provider and will not be specified for this release.
The usage of MSISDN for addressing a recipient in a different MMS service provider's domain shall be possible. For that the need of MSISDN translation to a routable address has been identified. Service provider specific addresses may be used to e.g. deliver messages to MMS VAS Application within one MMSE. 

MMS connectivity across different networks (MMSEs) is provided based on Internet protocols. According to this approach, each MMSE should be assigned a unique domain name (e.g. mms.operatora.net). 

MMS recipient addresses provided by an MMS User Agent may be in a format of an RFC 822 routable address, e.g. E-Mail address, or other formats, such as E.164 or service provider specific addresses. In those cases where a non-routable address is used to specify a recipient and the recipient belongs to another MMSE or the recipient is outside of any MMSE, it is required to translate the address to an RFC 822 routable address format. It is the sender MMS Relay/Server's responsibility to make this mapping before routing forward the message to the recipient's MMS Relay/Server. 

The mapping to the correct recipient's MMS Relay/Server domain name is left for standardisation in future releases. It is expected that ENUM (an IETF global numbering proposal) will be used in future releases as the mechanism to map MSISDN numbers to RFC 822 routable addresses. In the mean time, it is expected that MMS service providers or network operators may use solutions for their particular needs which may include static tables or other look-up methods.

MMS shall support address hiding i.e. anonymous messages where the sender's address is not shown to the recipient MMS User Agent. If the peer entity is not known to be an MMS Relay/Server the originator MMS Relay/Server shall not provide the originator address. If the peer entity is known to be an MMS Relay/Server, both the originator address and request of address hiding shall be forwarded to the recipient MMS Relay/Server. The recipient MMS Relay/Server is responsible not to show the originator address to the recipient MMS User Agent.

…

7.1.9
Address Hiding in MMS

An originator MMS User Agent may support a request for the sender's address to be hidden from the recipient(s). An MMSE may support such a request, i.e., it may allow address hiding. In any case, a recipient MMSE shall ensure that a sender's address is hidden from the recipient MMS User Agent when address hiding is requested for an MM.

If the originator's MMS Relay/Server does not allow address hiding (anonymous messages) (e.g. legislation does not permit anonymous messages) a message containing a request for address hiding shall be rejected upon submission and the originator's MMS Relay/Server shall return an error information to the originator MMS User Agent. 

In the case of originator's MMS Relay/Server rejects the message because it does not allow address hiding the rejection information shall be delivered in a submit response together with optional status text. 

In case the recipient MMS Relay/Server rejects the message because it does not allow address hiding and the originator MMS User Agent has requested a delivery report, then the recipient MMS Relay/Server shall inform the originator of the message rejection within the delivery report. 

In case the recipient MMS Relay/Server rejects the message because it does not allow address hiding and the originator MMS User Agent has not requested a delivery report, then the originator MMS Relay/Server may inform the MM originator by generating a new MM which is sent back to the MM originator.

Independent of whether or not the originator's address is shown or hidden to the recipient, the originator may be able to ask for a delivery report to an MM and also receive the delivery report according to the normal behaviour of the MMS framework.

If the originator MMS User Agent has requested both its address to be hidden and a read-reply report the originator MMS User Agent might not receive the read-reply report.

If the recipient forwards the MM outside the MMSE and the peer entity is unknown to the forwarding MMS Relay/Server the recipient MMS Relay/Server shall not transfer the originator's address but replace it with either appropriate coded address or leave the originator address field blank.
If the originator MMS User Agent has requested its address to be hidden and MM is targeted to the VASP/VAS, MMS Relay/Server shall send originator address to the VASP/VAS but not the request of address hiding. If the originator has requested address hiding the originator MMS Relay/Server may replace the originator address with an appropriate coded address, leave the originator address empty, or send the originator address unaltered to the VASP. If the VASP/VAS targeted is not allowed to receive originator address information, e.g. due to privacy issues, the MMS Relay/Server may replace the originator address with an appropriate coded address or leave the originator address empty.
…

7.2
MMSE Addressing responsibilities

Address parsing:

MMS Relay/Server should parse the recipient address field provided by the originator MMS User Agent upon MM submission. If an error is found in the address format, an error indication should be sent back to the MMS User Agent in the submit response.

Locating the recipient:

For each recipient that appears in an MM, the MMS Relay/Server shall be able to resolve whether the recipient belongs to the same MMSE, another MMSE or is not known to belong to any MMSE or the recipient is VASP. If the recipient belongs to the same MMSE, the MMS Relay/Server shall notify the recipient of the new MM as described in clause 7.1.2. If the recipient appears to belong to another MMSE, the MMS Relay/Server has to locate the external recipient's MMSE domain. If the recipient is not known to belong to any MMSE, the MMS Relay/Server shall perform the necessary conversion and route forward the message to the recipient. If the recipient is VASP, the MMS Relay/Server shall deliver MM to the VASP according to the recipient address in MM.
7.2.1
Address Formats on MM4

Resolving the recipient's MMSE IP address:

For those recipients that appear in an MM and belong to an external MMSE, the originator MMS Relay/Server has to send the message to the recipient's MMS Relay/Server using the protocol described in clause 7.7. The MMS Relay/Server has to resolve the recipient's MMS Relay/Server domain name to an IP address, e.g. using DNS, based on the recipient's address. The mapping for the recipient's address to the recipient's MMS Relay/Server if the MM recipient belongs to another MMSE is left for standardisation in future releases. It is expected that ENUM mechanism will be used for this resolution. In the mean time, MMS service providers or network operators may use solutions for their particular needs, which may include static tables or other look-up methods.

Re-formatting the sender's and recipient's address to FQDN format

When delivering a message from an MMSE to another MMSE, both the sender and the recipient addresses shall be extended to include the FQDN to enable transport over SMTP. This FQDN format shall be used in the MM4 reference point. It is required that FQDN format address is used in "MAIL FROM: " and "RCPT TO: " commands in SMTP, it is not necessary that the originator's and recipient's addresses in RFC 822 "From: " or "To"–fields are re-formatted to FQDN format.


The encoding of FQDN addressing is defined in Clause 8.4.5.1.

7.2.2
Address Formats on MM1

The MMS addressing model on MM1 contains three addresses: the address of the MMS Relay/Server, the address of the recipient and the address of the originator. The address of the MMS Relay/Server shall be the URI of the MMS Relay/Server given by the MMS service provider. Thus, the URI needs to be configurable in the MMS User Agent.

The originator's and the recipient's address could be either a user's address or a user's terminal address. For this release the user's terminal addresses (e.g. terminal IP addresses) are not supported. The MMS User Agent's responsibility is to format these addresses before it submits the message to the originator MMS Relay/Server.

The reference point MM1 should support E.164 (MSISDN) and/or RFC822 addressing, and it should support a way to indicate the used address type to enable future extension. The encoding of the addressing is up to the corresponding implementation.

E.g. the originator MMS User Agent may specify each of the address fields in one of the following formats:

1) RFC 822 address (FQDN) ["/TYPE= rfc822"]
2) +E.164 ["/TYPE= PLMN"] as [[CC] + NC] + SN
3) Other "/TYPE= "
The "/TYPE= " field specifies the address type. When E.164 or RFC822 formats are used the type is optional. The "/TYPE= " convention provides flexibility for future enhancements.

7.2.3
Address Formats on MM7

The MMS addressing model on MM7 contains two addresses: The address of the originator MMS User Agent or VAS/VASP and the address(es) of the recipient MMS User Agent(s) or VAS/VASP.

The reference point MM7 shall support E.164 (MSISDN) addresses and e-mail addresses (RFC2822). In addition Short Codes should be supported.

In the case of a multimedia message terminated at the VAS/VASP, the recipient(s)' address(es) may be the VAS/VASP address or the intended recipient(s)’ address and the originator's address shall be user's address (e.g. MSISDN address) or a user's terminal address. For this release the user's terminal addresses (e.g. terminal IP addresses) are not supported.

In the case of a multimedia message originated from the VAS/VASP, the originator's address may be the VAS/VASP address and the recipient(s)' address(es) shall be either a user's address or a user's terminal address. For this release the user's terminal addresses (e.g. terminal IP addresses) are not supported. The VASP's responsibility is to format these addresses before it submits the message to the MMS Relay/Server. The user’s address shall be E.164 (MSISDN) address or e-mail address (RFC2822).

The reference point MM7 defines also other addressing like information elements: VASP ID, VAS ID and MMS Relay/Server ID. These fields are used only to identify VASP, VAS and MMS Relay/Server and are not used for addressing purpose.
Note: 
The users’ addresses refered to above may be replaced by appropriate coded addresses in order not to harm the users’ privacy.
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