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This document makes a first attempt to define stakeholder requirements (Chapter 5) for GUP.

The contribution is based on version 0.6.0 of 22.240 as contained in Tdoc S1-020661, the output document of the Saalfelden-meeting.

5. Stakeholder requirements


These requirements are given from the perspective of the key stakeholders.

5.1 Subscriber Requirements

For a subscriber’s services, that support and are supported by GUP:
· The subscriber shall be able to customise her services and interrogate customisation settings, subject to limitations by the Home operator and/or service provider. The user interface for customisation/interrogation is service specific and out of scope of this specification.

· 


5.1.1 User Requirements

For a user’s services, that support and are supported by GUP:

· The user shall be able to customise her services and interrogate customisation settings, subject to limitations by the Home operator and/or service provider and/or subscriber. The user interface for customisation/interrogation is service specific and out of scope of this specification.

· The user shall be able to request securing of her terminal settings and service customisation for terminal-based services, subject to limitations by the Home operator and/or service provider and/or subscriber. The user interface for securing is service specific and out of scope of this specification. 
Securing may be used for later retrieval on the same or different terminal (e.g. in the case of loss or damage to the terminal).
· 

· 

· 
· 



5.2 Service Provider Requirements


5.2.1 

VASP services, i.e. services provided by value added service providers (VASP), shall – via mechanisms of the GUP – be able to:

· Identify the network, the service and the user in any GUP related operation

· Check a user’s subscription information for the service.

· Provide access to a user’s service specific GUP data stored by the application (according to the access rights set by the user).
· Access other GUP data of the user subject to limitations of access rights
VASP services – standardised and non-standardised – may be part of the 3GPP system (as operator supplied services in the home-network or in a different 3GPP network) or may reside outside the 3GPP system.
It shall be possible for VASP services outside the 3GPP domain to access GUP only via a secure interface to the 3GPP system.

5.2.2 


· 
· 


· 

5.3 Home Network Operator Requirements

5.5 Roamed-to Network Operator Requirements

5.6 Regulatory Requirements

Editor’ note There are some regulatory considerations under 8 Privacy, does something else need to be considered here?
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