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Introduction:

Further to GSM Association’s WLAN Task Force Liaison Statement to the 3GPP SA1 WLAN Sub working group meeting in Saalfelden, Austria,  11-15th Feb 2002 and  Sophia Antipolis, France, 8-12 April 2002, we have produced a revised contribution for Section 4.2.1 Network Coverage Areas

Contact Marcus Taylor of the GSM Association (mtaylor@gsm.org) for any further information.

4.2.1 Network Coverage Areas

The figure below illustrates a range of overlapping coverage areas. Different user states can be identified by different trajectories through the coverage areas.   Table 1 describes a number of coverage areas that are derived from the Figure below.
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Figure 1.  User States

Assumptions: WLAN1(s) interworked with  3GPP-H (HPLMN); WLAN2(s) interworked with  3GPP-V(VPLMN); WLAN3(s) not interworked

	State
	Description
	WLAN Coverage
	3GPP PLMN Coverage

	1
	Switch on
	No coverage
	No coverage

	2
	Single network WLAN coverage 
	Coverage only available from WLAN1(s)
	No coverage

	3
	Overlapping 3GPP & WLAN coverage
	Single network coverage
	Home network coverage

	4
	Single network 3GPP-H coverage (HPLMN)
	No coverage
	Home network coverage

	5
	Multiple networks 3GPP coverage
	  “          “
	Coverage from home network and other operator(s)

	6
	Network(s) 3GPP-V coverage (VPLMN)
	“          “
	Coverage from visited network(s) only

	7
	Overlapping 3GPP & WLAN coverage
	Coverage only available from WLAN2(s)
	Coverage from visited network only

	8
	Multiple 3GPP & Multiple WLANs
	WLAN1(s) & WLAN2(s) 

Note: May also include WLAN 3 (Not Illustrated)
	Coverage from Home and Visited Networks

	9
	Multiple  WLAN coverage
	Coverage available from WLAN1(s) & WLAN2(s)
	No coverage

	10
	Single WLAN network coverage
	Coverage only available from

WLAN2(s)
	No coverage

	11
	Multiple WLAN coverage
	Coverage available from WLAN1 & WLAN3
	No coverage

	12
	WLAN(s) coverage not interworked 
	Coverage only available from WLAN3(s)
	No coverage


Table 1 - Description of User States

4.3

Environments

There are number of different possible operating environments where interworking of the 3GPP and the WLAN systems may be desired.  The 3GPP operates universally in Public, Corporate, or Residential environments.  WLANs may also be deployed in any of these environments and it would be advantageous if the standards for 3GPP - WLAN interworking could accommodate all of these environments.  Such capability would further enhance the ease of use for the mobile system user and virtually extend the effective coverage areas of each system.  

The different environments may involve different administrative domains and wide diversity of WLAN technical capabilities.  As an example, the security capabilities and policies may differ between public, corporate and residential WLANs.  These differences may lead to different interworking methods between 3GPP and WLANs.  Hence, it is to be recognised that 3GPP - WLAN interworking may not be possible in all cases for both technical and non-technical considerations.    

The environments and some of their characteristics may be summarised as follows:

The “Public” environment includes all areas where there is unrestricted public presence, including outdoor areas, streets, transportation centres, retail stores, hotels, restaurants and public spaces and lobbies in major civic buildings.  Here, for example, the WLAN operator is expecting general access and will likely have a system policies and equipment suitable for 3GPP – WLAN interworking.  

The “Corporate” environment includes offices and factories where the users are restricted to employees of the business.  Restricted visitor access may also be accommodated in this environment.  The Corporate WLAN operator is providing service primarily for internal uses, and access to other networks may be screened (i.e. with a “firewall”).  There may be several WLANs deployed within the corporation, not all of which are to be interworked with 3GPP. Thus, interworking between Corporate WLAN and 3GPP may involve some different policies and techniques than for other environments.

The “Residential” environment includes individual homes and apartments where the users are restricted to the residents and their guests.  Here, the WLAN owner and user are most likely the same.  However, in a multi-tenant building, there may be a single WLAN (i.e. owned by the landlord) serving many users.  The interworking of residential WLAN with 3GPP may involve some different policies that for other environments.

4.4
User  Access to Services

In terms of the user’s access to services, it is envisaged that the user will have access to the same set of services, irrespective of the access system (i.e. 3GPP UTRAN or WLAN). This may include access to a range of different services, including:

· Access to corporate Intranet services;

· Access to operator local services; and

· Access to the public Internet.

Access to Interworked WLAN systems using 3GPP defined authentication means does not preclude a customer from accessing non Interworked WLAN systems via other authentication means..

4.5 Target User Experience

In each of these user/network states, the target user experience is the same whether the user transitions to the new state from a previous state or whether he turns on his WLAN enabled client device in a particular state. These user experiences are summarised in the following table and assumes the user is primarily seeking data connectivity.  Two modes of human computer interaction are described for each situation; manual mode is when the user is given complete discretion to choose, whereas  automatic mode (note: these are not the same “automatic” and “manual” PLMN selection modes described in section 6.3.1.1) is when the UE is more “intelligent” using proximity or context triggers to changes to the bearer, application or service.

	State
	Description
	User Interface
	Comments

	1
	No coverage
	Dial-up networking client (or equivalent), shows “no network connection”
	

	2
	Single network WLAN coverage 
	In manual mode, equipment notifies the user via the icon that network connectivity may be possible 

In automatic mode,  equipment automatically attempts registration / authentication / encryption, and updates network connectivity icon appropriately. 


	In manual mode, icon/gui may regularly update to show whether network connectivity may be available

Security icon may be displayed , for example a “padlock” 

	3
	Overlapping 3GPP & WLAN coverage
	In manual mode, user should be made aware that several radio technologies are now available. 

In automatic mode 3GPP and/or WLAN is selected based on predetermined choices, (set by UE, the user, network, location or context). 
	Consideration needs to be given to interaction of Circuit Switched services (voice and data) with the packet side of the user equipment. For example for devices that cannot support voice at the same time as WLAN packet access.

	4
	Single network 3GPP coverage (HPLMN)
	In automatic mode, user equipment, changes to 3GPP air interface. Registration / authentication / encryption are performed as required.

Update of Security icon if security level is modified.

Update of Charging policy if modified
	State changes based on of “network connectivity icon” to indicate a change in data rates

Review Network Connectivity / Security / Charging policy “status” and consider means of notification, which could be via icons. Users could specify which status indicators they are interested in, and how they would like them to be displayed

	5
	Multiple networks 3GPP coverage
	Network selection is covered by 3GPP standards
	

	6
	Single network 3GPP coverage (VPLMN)
	Network selection is covered by 3GPP standards
	

	7
	Overlapping 3GPP & WLAN coverage
	Same as (3) with notification of WLAN roaming
	A Method should be provided to allow the operator to provide the user with preferred bearer service depending on the context of use, including device, application, bearer, QoS amongst others 

	8
	Multiple 3GPP & Multiple WLANs
	In manual mode, user should be made aware that several radio technologies are now available. 

In automatic mode 3GPP and/or WLAN is selected based on predetermined choices, (set by UE, the user, network, location or context).
	Note: May also include WLAN(s) not interworked

	9
	Multiple networks WLAN coverage
	In manual mode user is notified of available networks

Not covered by standards; In automatic mode, connectivity is established via preferred network settings 
	

	10
	Single network coverage from WLAN interworking with VPLMN
	In manual mode, equipment notifies the user via the icon(s) that network connectivity may be possible via a Visited network.

In automatic mode, equipment automatically attempts registration / authentication /encryption, and updates network connectivity icon appropriately, indicating the use of Visited network (that is, Roaming situation). 

	Same as in

State 2.



	11
	Multiple networks WLAN coverage
	Same as (2)
	

	12
	Not interworked WLAN3
	User is notified of available coverage; experience dependent on relationship between WLAN3 and 3GPP HPLMN
	


Table 2 - Target User Experience
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