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1. Overall Description:

TSG SA2 wishes to thank TSG CN5 for highlighting an apparent deficiency in the alignment of TS 22.127 and TS 23.127 with respect to the VHE requirements that appear in the latter specification.  

TSG SA2 anticipates that TSG SA1 would have seen the liaison statement from TSG CN5 (N5-020110) entitled “Clarification of VHE Requirements”. 

Currently in order to be notified about events (such as call related events), an application has to explicitly subscribe to event notifications. One of the parameters associated with the request is the identity of the user to which the notification applies. When a particular event occurs, this leads to the initial invocation of the OSA application within the context of a call or session. In the CS domain, such an event is tightly linked to a CAMEL trigger (i.e. CAMEL Subscription Information). In the IMS, it will be closely related to filtering criteria. The implicit assumption with this approach is that the 3rd party service provider influences CAMEL triggers and IMS filtering criteria as it actually requests their setting or activation within the network. The OSA API therefore assumes that somehow the triggers will be set in the network (HLR/HSS). This approach is mainly geared towards the case where the user directly subscribes to the service with the 3rd party service provider. 

For each subscriber that subscribes to a particular service offered by an OSA application, it is necessary for the said application to arm the same event(s) for each of the subscribers. Consequently, when a subscriber un-subscribes to a service, the said application needs to disarm the event(s). In the case where the user subscribes to a service with the network operator’s domain, the latter may know which users are subscribed to OSA based applications. Therefore it would be more efficient for an application to use an approach based on the semantics of: 


Notify me when there is an incoming call attempt for any subscribed user

When the OSA SCS notifies the application, it is important that the notification information includes the identity of the subscribed user. This principle can be extended to beyond call control capabilities. 

At the time this principle was discussed and agreed in SA2 (SA2#20, Kobe, 29th October – 2nd November 2001), SA2 did not believe that there was any impact on TS 22.127, as this was chiefly a refinement impacting the APIs.  SA2 stress that this in an enhancement to the existing event notifications and not intended to replace the current mechanisms. TSG CN5 have identified that such an enhancement may need to be reflected in 22.127 and SA2 kindly asks the opinion of SA1 on this matter. 

2. Action:

To SA1 :
SA2 kindly asks SA1 to determine whether the above mentioned enhancement needs to be reflected into the service requirements, namely TS 22.127.

3. Dates of Next SA2 Meetings:

SA2#24

22-26 April 2002
Madrid, Spain

SA2#25

24-28 June 2002
Naantali, Finland

