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*** First modified section ***

4.3
Quality of Service

4.3.1
Horizontal Accuracy

The accuracy that can be provided with various positioning technologies depends on a number of factors, many of which are dynamic in nature. As such the accuracy that will be realistically achievable in an operational system will vary due to such factors as the dynamically varying radio environments (considering signal attenuation and multipath propagation), network topography in terms of base station density and geography, and positioning equipment available.  

The accuracy for location services can be expressed in terms of a range of values that reflect the general accuracy level needed for the application.  Different services require different levels of positioning accuracy. The range may vary from tens of meters (navigation services) to perhaps kilometers (fleet management).

The majority of attractive value added location services are enabled when location accuracies of between 25m and 200m can be provided.

Based on decreasing accuracy requirement some examples of location services are provided in table 4.1: 

	·
Location-independent
	Most existing cellular services, Stock prices, sports reports

	·
PLMN or country
	Services that are restricted to one country or one PLMN 

	·
Regional (up to 200km)
	Weather reports, localized weather warnings, traffic information (pre-trip)

	·
District (up to 20km)
	Local news, traffic reports

	·
Up to 1 km
	Vehicle asset management, targeted congestion avoidance advice

	·
500m to 1km
	Rural and suburban emergency services, manpower planning, information services (where are?)

	·
100m (67%)

·
300m (95%)
	U.S. FCC mandate (99-245) for wireless emergency calls using network based positioning methods

	·
75m-125m
	Urban SOS, localized advertising, home zone pricing, network maintenance, network demand monitoring, asset tracking, information services (where is the nearest?)

	·
50m (67%)

·
150m (95%)
	U.S. FCC mandate (99-245) for wireless emergency calls using handset based positioning methods

	·
10m-50m
	Asset Location, route guidance, navigation


Table 4.1; Example of location services with decreasing accuracy requirement

[No further changes in chapter 4.3]

*** Next modified section ***

4.8
Privacy

Specific local, national, and regional privacy regulations must be complied with, and multiple layers of permissions may be required.

Location information must always be available to the network service provider. 

Means shall be provided for the UE subscriber to control privacy for value added services. 

The user shall be able to change the setting of the Privacy exception list at any time.

Unless required by local regulatory requirements, or overridden by the target UE User, the target UE may be positioned only if allowed in the UE subscription profile.  In general, for valued added location services, the target UE being positioned should be afforded the maximum possible privacy, and should not be positioned unless the positioning attempt is explicitly authorized.  In the absence of specific permission to position the target UE, the target UE should not be positioned.  

It may also be possible for a target UE to authorize positioning attempts after the target UE is notified of a positioning request and the target UE grants permission for positioning This notification condition (notification with privacy verification) shall be specified in the Target UE Subscription Profile. (See the subsequent "target subscriber notification" section of this document for charging and billing aspects.) 

The privacy of an inanimate asset for an embedded target UE may be completely defined by the UE subscriber. 

Additionally, specific privacy exceptions may exist for compliance with mandated location based services (such as for emergency services or lawful intercept) which are required by national or local regulatory requirements. 

For Value Added Services, the following is applicable:

The Target UE Subscriber shall be able to restrict access to the Location Information (permanently or on a per attempt basis). The LCS Client access shall be restricted unless otherwise stated in the Target UE Subscription Profile.  The home network shall have the capability of defining the default circumstances in which the Target UE’s  Location Information is allowed to be provided - as required by various administrations and/or network requirements. 

It shall be possible for location services to support conditional positioning.  Under these conditions, an application that is granted conditional positioning authorization must notify and obtain positioning authorization from the user of the target UE prior to performing the positioning process.  Thus the user of the target UE shall be able to accept or reject the positioning attempt.

The default treatment, which is applicable in the absence of a response from the Target UE, shall be specified in the Target UE Subscription Profile.  Thus for some location services the default treatment may be to accept the positioning request, whereas for other location services the default treatment may be to reject the positioning attempt.  

However, considering that in general, users shall be afforded the maximum possible privacy, and shall not be positioned unless the target subscriber authorizes the requesting location application to perform positioning, the default condition shall normally be to deny the positioning attempt.

For PLMN operator services, the target UE subscriber may be able to restrict access to location information used to enhance or support particular types of service. The LCS client access shall be restricted unless stated otherwise in the Target UE subscription profile. The target UE user shall not be notified of any authorized location attempt.

For Emergency Services (where required by local regulatory requirements) Target UEs making an emergency call may be positioned regardless of the privacy attribute value of the subscriber associated with the Target UE (or ME) making the call.

For Lawful Interception Services (where required by local regulatory requirements), target UEs may be positioned under all circumstances required by local regulatory requirements. The target UE user shall not be notified of any location attempt. 

4.8.1 Service Type Privacy

The user may wish to differentiate between privacy requirements even with one LCS Client, depending on which service the user requests from this LCS client or which service the LCS client offers to the user.

The users shall be able to allow or deny their location information to be given to LCS clients providing an indicated type of service. The user could e.g. allow all dating type services to get location information but decline other types of services to get the user’s location. The location request message issued by the LCS client may include a service identity, and the LCS Server may interpret that the indicated service belong to a certain Service Type. The subscriber shall be able to define and set privacy rules based on service type, so that services belonging to that service type shall be handled according to the corresponding service type privacy setting.  

It shall be possible to verify that the service type indicated by the LCS client is correct. The service type privacy check may be done by the LCS server or by the user of the target mobile.

The LCS Server shall be aware of what service types a certain LCS Client supports. The LCS Server shall map the service identity given by the LCS client to a service type, as described below. The PLMN operator defines to what service type the given service identity belongs to.

4.8.1.1 Standardized Service Types

Annex C lists the attributes of specific location based services as determined by the GSM Alliance Services Working Group. The standardized Service Types to be used in privacy checking are listed in table 4.2 and are based on the services listed in Annex C. It is noted that not all services listed in Annex C need belong to a standardized service type.
It should be noted that only the names and identities (number) of the Service Types are standardized. 

It shall be possible for the network operator/service provider to define additional, non-standardised service types that need not be globally unique.
	Location based services categories
	Standardized 
Service Types

	Public Safety Services
	Emergency Services  


	
	Emergency Alert Services

	Location Sensitive Charging
	

	Tracking Services
	Person Tracking

	
	Fleet Management.

	
	Asset Management

	
	

	Traffic Monitoring
	Traffic Congestion Reporting

	
	

	Enhanced Call Routing
	Roadside Assistance

	
	Routing to Nearest Commercial Enterprise

	Location Based 
Information Services
	Navigation

	
	City Sightseeing

	
	Localized Advertising

	
	Mobile Yellow Pages

	Service Provider 
Specific Services
	

	
	


Note:  
It should not be possible for the target UE subscriber to block the emergency services Service Type, so maybe this Service Type is not needed, this is FFS.

Table 4.2, Standardized Service Types


*** Next modified section ***

6.4
Target UE Subscription

6.4.1
Privacy Subscription Options

It shall be possible for a Target UE Subscriber to subscribe to various types of privacy classes. The default treatment in the absence of the information to the contrary in the Target UE Subscription Profile shall be to assume that access is restricted to all LCS Clients (unless using privacy overriding, or otherwise overridden by local regulatory requirements). 

Privacy Attributes consist of:

Privacy Exception List: determines which LCS Clients and classes of LCS Clients may position a Target UE; 

Service Type Privacy: determines whether the service type allows the LCS Clients to get the position of a Target UE;
Privacy Override Indicator: determines applicability of the Privacy Exception List.

*** Next modified section ***

7.2.3
User Control

The user shall be able to change the following settings in the privacy exception list.

· the LCS Client and/or group of LCS Clients list
· the service types

· the target subscriber notification setting (with/without notification)
· the default treatment, which is applicable in the absence of a response from the Target UE for each LCS Client identifiers
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