3GPP TSG SA1 WLAN SWG



S1-020387 

Title: 

WLAN Interworking Scenarios


Source:
Motorola India Electronics Pvt Ltd


Document for: 
Approval

1 Introduction

This contribution discusses the importance of security and Quality of Service in interworking between UMTS and WLAN networks. The requirement for security in different deployment scenarios is elaborated.

Based on the discussion it is proposed to add the identified capability with the reasoning to the UMTS-WLAN interworking TR.

2 Secure access to 3GPP system

Interworking between WLAN and 3GPP system leads to different usage scenarios.  Many of these leads to secure networks being accessed by users from WLAN. Typical example would be a corporate network being accessed from a WLAN through a 3GPP infrastructure. 

Following are some of the requirements regarding security for UMTS-WLAN interworking:

1. The user shall be assured of the confidentiality of user traffic.

2. The system shall protect the confidentiality of the user-related data stored in the network.

3. It shall be possible to authenticate users any time.

4. It shall be possible to generate security audit logs anytime.

3 Quality of Service in UMTS-WLAN Interworking

Quality of Service will be an important parameter for the end-user during many of the interworking scenarios. 

Some of the requirements for QoS shall be:

1. QoS provisioning should be based on user’s subscription.

2. QoS Monitoring and Policing should be possible.

3. Differential charging based on the QoS should be possible.

4. QoS specifications and renegotiations shall be possible during mobility between WLAN and  3GPP.

3      Proposal

It is proposed to add these modifications be added to sections 5 and 6 of the technical report.

