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Introduction

In Kobe, Fujitsu submitted a Change Request to TS 22.141 (S1-010989) regarding an existing requirement that “it shall be possible for the watcher and/or presentity to withhold their identifier”. Following concerns expressed by some companies, this CR was not accepted, and Fujitsu is proposing hereby new changes to this requirement. This document is explaining the rationale behind the new proposed CR (S1-020381).

Questions

The meaning of the requirements in the current TS is unclear for the following reasons:

· When can the identifier be withheld (during the publication, notification … procedures)?

· From whom shall the identifier be hidden (the presence service, the watcher, the presentity…)? For example the presence service always needs to have access to this identifier to be able to route messages.

· What are the use cases requiring the ability to withhold identifiers?

….

These are some of the questions justifying the need to clarify the current requirement. 

Below is some “historical” background to explain why this requirement is in the current TS: 

· In the first draft TS, the ability for presentities and watchers to hide their address was required. This was a correct requirement

· In the Seattle meeting, several changes were proposed and, especially to replace address by identifier. At this time there was confusion between contact address and identifier. The requirement then became confusing from our point of view.

· Clarifications on the “address vs. identifier” were provided in the Dallas meeting. Basically, the contact address would be a MSISDN and the identifier something like username@operator.com, which would identify the presentity uniquely in the Presence Server. However the requirement was not updated accordingly.

Proposal

It is proposed to remove the current unclear requirement, and to clarify some aspects of the specifications.

As it stands, the current requirement may be trying to capture the following aspects:

· The contact address (e.g. MSISDN) of the presentities shall not necessarily be revealed to watchers. This aspect is covered by the access rules requirements, insofar as the contact address is one of the attributes.

Watchers can be anonymous. This aspect is only mentioned once as an example in the management requirements section: “The presentity shall have the ability to accept or reject a request for presence information on a per watcher basis, with the option: once only per watcher (e.g. set up access rules for known watcher, groups of watchers, anonymous watcher-subscriptions, etc.)”. Therefore it is proposed to clarify what is meant by anonymous in the same section.

Conclusion

This document is intended to raise discussion on an inaccurate requirement. The proposed CR tries to clarify this requirement, but does not pretend to cover all aspects. If some aspects are missing in this CR (e.g. anonymity for presentities), interested companies are invited to provide comments and alternative proposal on this issue.
