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Introduction

During previous GUP meetings we tried to create consistent requirements to the 3GPP Generic User Profile. The present contribution tries to explain the Siemens view on that subject. 
In the second part of the document according changes on chapter 5 (requirement section) of GUP stage 1 are proposed

Discussion

Structure of the GUP:

· For each user (i.e. a 3GPP subscriber, characterised by an IMSI or IMS PID) one User Profile exists which contains one or more Service Profiles (e.g. for “business use”, “private”, “gone fishing” ...).
Note: this coincides with the terminology of SA2!
Management of this User Profile including Service Profiles lies in the responsibility of the operator.

· The mandatory part of the GUP is maintained by the operator (maybe in the HSS) and shall at least contain 

· general subscription information of the user (identities (e.g. IMSI), addresses (e.g. MSISDNs)

· a list of authorized services that the subscriber may subscribe 

· a list of the subscribed services (which can be used for subscription check)  (this are the services the subscriber actually has subscribed, a subset of the list of authorized services) 

· User data of services running on application servers (standardised or non-standardised) may be kept locally on these servers. The applications may want to make parts of these data available – e.g. for feature interworking purposes – to other applications.
For this purpose the GUP shall define a Data Description scheme and a mechanism that allows services running on application servers to make (parts of) their User data available as external components of the GUP in a standardised way. 

· While external components of the GUP are maintained by the services to which they belong, access to these components shall be controlled by the operator. (This is due to the trust relationship user – operator !) However the GUP shall allow for a mechanism, that requires explicit user confirmation to grant access to these external components of the GUP. Also a user shall be able to revoke a granted access or generally deny access.

· The GUP shall establish a standardised mechanism that allows applications to locate any (also external) components of the GUP. This standardised mechanism shall be uniform (HTTP or SOAP, for example) and under the control of the operator. [For example, the HSS could keep the data itself or URL-Pointers to the servers the data are kept or the data on the servers itself.] 

Classification of GUP data and Confidentiality:

· Some User data are more confidential than others. Confidentiality refers to the User, the operator or a third party. Accordingly GUP data should be classified and GUP access mechanisms should take this into account.

GUP - Terminal related issues:

· Applications in the terminal shall care for their own user data (no centralised repository in the terminal)

· For recovery purposes GUP shall support a mechanism to allow applications in the terminal to keep a backup copy of parts of these user data in the network. However it shall be under the control of the user if such a backup copy is created. Synchronisation with the backup copy shall be initiated by the user (and not automatically, to avoid unnecessary traffic).

· It would make sense to use the UICC (or USIM) as an intermediate repository in this backup chain. This could be useful to transport service customisation parameters from one terminal of a user to the other, without the need to create traffic over the air.

GUP Information may be used for terminal management, but the scope of GUP does not encompass terminal management

Other results:

· No reason could be found why the GUP should contain data, that  a visited network may have gathered about a user. (These are considered transient data, which are not part of GUP) 

· Siemes prefers a recommended uniform data format (e.g. XML) and recommended data format desription (e.g. XML-Schema) based on existing W3C standards; no new 3GPP format.

Siemens opinion on 3GPP work schedule:

· Work in T2, S2 should only commence, when S1 work is sufficiently stable.
This probably means, that it is necessary to shift the whole Workitem to Release 6 !

Proposed changes in chapter 5

5 High level requirements

The 3GPP Generic User Profile shall provide a consistent and extensible framework to permit the secure, authorised access of user related data by the user, the HE-Network, HE-VASPs and the services in the users terminal(s).
The 3GPP Generic User Profile may need to be accessed by:

· The network entities that perform call/session control 

· The operator for OA&M administration

· Applications for operator specific services

· OSA to provide  secure access mechanism for services

5.1 Requirements to support the User


Requirement for one or more Service Profiles

The 3GPP Generic User Profile shall allow an individual user to differentiate the behaviour of the services she is provisioned with by the HE-Operator and/or HE-VASPs in terms of  one or more "Service Profiles". Different Service Profiles of a user may represent different communication needs of that user. 

Note: In GSM as similar concept had been developed through the "Multiple Subscriber Profile" (MSP) feature [3].

Example: One Service Profile of a user might be useful when the user is "at work", implying high priority for calls within the company, while another Service Profile might be a "family" profile where all calls from the office are forwarded to an answering machine.

Through an appropriate, non-standardised interface (e.g. a Web page) the Home Environment may enable a user to administer her Service Profiles. The following actions on Service Profiles shall be supported by GUP:

· create and delete Service Profiles of a user
· select a particular Service Profile as the active Service Profile for a user
Requirement for Service Independent Preferences

The GUP shall provide a set of  Service Independent Preferences for each user. Service Independent Preferences of a user are data like preferred language or personal UE interface preferences, that can be used by any application to personalise services.
Through an appropriate, non-standardised interface (e.g. a Web page) the Home Environment may enable a user to administer her Service Independent Preferences
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5.5 UE requirements

· Services may be provided to the user by applications that are executed in the UE.  Applications in the terminal shall care for their own user data (no centralised repository in the terminal) However, applications in the terminal may wish to keep a backup copy of parts of these user data in the HE-network. 
 These applications shall be able to:

· Employ a GUP mechanism to supply sufficient information to the HE-network to allow re-installation or re-personalisation of the application in case of a necessary recovery of the UE or to allow installation or personalisation of the application on a different UE.

· Initiate data synchronisation with the HE-network on request of the user.  It shall be possible for the user to pre-define when synchronisation should take place (e.g. when services data is modified)
Note : GUP Information may be used for terminal management, but the scope of GUP does not encompass terminal management
Editor’s Note: It would make sense to use the UICC (or USIM) as an intermediate repository in this backup process. This could be useful to transport service customisation parameters from one terminal of a user to the other, without the need to create traffic over the air.

5.6 Home Environment requirements



5.6.1 
The HE-Network shall be able to control and administer the following parts of the 3GPP Generic User Profile of her users:

· Network access and Mobility data of the user (e.g. identities (IMSI) and addresses (MSISDNs)).

· a list of authorised services that the subscriber may subscribe 

· a list of the subscribed services (which can be used for subscription check)  
Note: this are the services the subscriber actually has subscribed, a subset of the list of authorised services 

· 

· 
· Service Profiles

· backup data for her users that are necessary for recovery of the UE-based parts of the 3GPP Generic User Profile. 
· 
· 
A common access mechanism to all data sources of the HE-Network, that are within the 3GPP scope, shall be standardised. The HE-Network shall be able to grant access to some parts of the GUP, that are under HE-Network’s control, according to the following principles:

· This access mechanism shall allow an application to create, modify and delete data of those parts of the GUP, for which the necessary access rights had been granted by the HE-Network.

· The access mechanism shall be extensible so that non standardised data sources and future 3GPP data sources are capable to implement this access mechanism. In particular the access mechanism shall be independent of the semantics of the GUP data.

· The access mechanism shall check access rights of an application before the application may access GUP data. These access rights shall be based on:

· The identity of the user

· The identity of the application

· The part of the GUP that is accessed

· The intended access method (create, modify, delete)

· 
· External parts of the GUP are those parts of the GUP, that are under HE-VASP’s control and for which the HE-VASP has granted access via the common access mechanism  While external components of the GUP are maintained by the services to which they belong, access to these components shall be controlled by the HE-network. However the GUP shall allow for a mechanism, that requires explicit user confirmation to grant access to these external components of the GUP. Also a user shall be able to revoke a granted access or generally deny access.
5.7 Requirements of HE-VASPs 
For the users, to whom he provides services, and subject to access right restrictions set by the HE-Network the HE-VASP shall be able to access GUP data from the HE-Network via the common access mechanism. 

Note: E.g. data like Service Provisioning data of services, that are offered by the HE-VASP will need to be accessed by the HE-VASP.

The GUP shall establish a standardised mechanism that allows applications to locate any (also external) components of the GUP. This standardised mechanism shall be uniform and under the control of the operator. 

The HE-VASP shall be able to grant access to some parts of the GUP, that are under HE-VASP’s control, via the common access mechanism.
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