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Introduction

The ninth meeting on Open Service Access was held on 15 – 16 of October , 2001 in Loipersdorf, Austria and was hosted by Siemens. The main objective of the meeting was to continue OSA requirements for 3GPP Release 5. The OSA adhoc was chaired by Manfred Leitgeb, Siemens AG. This report has been prepared by Manfred Leitgeb.

Executive Summary

All Change Request submitted to SA#13 were approved. Latest version of 22.127 is v 5.1.1.

The meeting continued the work on 3G TS 22.127 for Release 5.

For Release 5 the meeting agreed on 8 Change Requests to 22.127.

For Release 4 a single CR was agreed to remove the OSA function to retrieve Terminal Capabilities.

It was agreed to send a LS to ETSI SPAN 14 for closer cooperation.

Summary of Change Requests and decisions reached

Following Changes were agreed to introduce to OSA R5:

· Clarification on the support for Presence Service,

· Clarifications on the support for IP Multimedia Call Control,

· Clarification on User Data Management Modifications

· Clarification on User Data Security Management Modifications

· editorial corrections on the support of presence related capability functions

· High level requirements concerning OSA impacts on SCFs

· Clarification on MM call control

· Requirements for backward compatibility

Following Changes were agreed to introduce to OSA R4:

· Removal of Terminal Capability Retrieval.

Proposed next meeting:

During the SA1 adhoc week, 14th – 18th of January 2002

· Flow of documents handled:

Document Number
Title
Source
Result/

Revised to

S1O01070
Adding IM Call Control functions 
Nortel Networks
S1O01114

S1O01072
High level OSA Requirements
Nortel Networks
S1O01102 and

S1O01103

S1O01086
CR to 22.127 Additional support for OSA control over IP Multi media
Lucent Technologies
S1O01114

S1O01087
User Data Management Modifications
Nokia
S1O01104

S1O01088
User Data Management Security Modifications
Nokia
S1O01105

S1O01090
Minutes from OSA#8
Siemens
Agreed

S1O01092
Support for Presence
Lucent Technologies
noted

S1O01093
Support for Presence
Lucent Technologies
S1O01107

S1O01094
Support for Presence Watcher information
Fujitsu
S1O01106

S1O01095
OSA information Service Modification
Nokia
Agreed

S1O01096
Proposed LS to ETSI SPAN 14
Siemens
Email discussion

S1O01097
Agenda OSA#9
chair
agreed

S1O01098
Impact of OSA requirements on other TSGn
Siemens
S1O01101

S1O01099
Introducing backwards compatibility requirements in OSA API
Lucent Technologies
S1O01117

S1O01100
Removal of Terminal Capability from OSA R4
Nokia
Agreed

S1O01101
Impact of OSA requirements on the work of other TSG for Release 5
Siemens
To be added to the minutes

S1O01102
Annex A on Use Cases
Nortel Networks
S1O01111

S1O01103
On content based charging
Nortel Networks
Email discussion

S1O01104
User Data Management Modifications
Nokia
AGREED

S1O01105
User Data Management Security Modifications
Nokia
AGREED

S1O01106
OSA support for watcher information
Fujitsu
S1O01109

S1O01107
presence contribution based on v 5.1.1
OSA group
S1O01116

S1O01108
editorial corrections on the support of presence related capability functions
Siemens
S1O01110

S1O01109
OSA support for watcher information,
Fujitsu
S1O01116

S1O01110
editorial corrections on the support of presence related capability functions
Siemens
AGREED

S1O01111
Annex A on Use Cases
Nortel
Email discussion

S1O01112
CR to high level requirements concerning OSA impacts on SCFs
Siemens
S1O01118

S1O01113
definition of session
Openwave &  Lucent
Email discussion

S1O01114
Merged contribution on Multimedia and session control, will go to the original chapter for  IMS CC
Nortel & Lucent
S1O01115

S1O01115
Merged contribution on Multimedia and session control, will go to the original chapter for  IMS CC
SA1 OSA adhoc
Email approval

S1O01116
Support for Presence
SA1 OSA adhoc
Email approval

S1O01117
Introducing backwards compatibility requirements in OSA API
Lucent Technologies
Email approval

S1O01118
CR to high level requirements concerning OSA impacts on SCFs
Siemens
Agreed






· Agreed means: Document will be sent to SA1#14 for approval.

· Email Approval means: Document was seen in the pre-final version. Minor changes needed. Final version will be sent to the SA1_OSA@list.etsi.fr email exploder.

· Email Approval Procedure: Documents will be sent out Friday the 19th of October at latest.  Comments are requested at latest till Wednesday the 24th of October.  Summery of all comments together with a recommendation action how to treat them will be distributed by the 22.127 Editor on 25th of October. Controversial items have to be solved by Monday the 29th of October. Agreed documents will be sent by Manfred Leitgeb to MCC for SA1#14 at latest on 30th of October. Anything not agreed on the 30th of  October will not be sent to SA1#14 from the OSA adhoc group.  

· Email discussion means: Document was available at OSA#9 but not discussed.  Discussion will be started by email. 

· Email discussion Procedure: Documents will be sent out Friday the 19th of October on the SA1_OSA@list.etsi.fr email exploder at latest.  Editor of document is supposed to put on the email list. Discussion may start immediately.  Summery of the discussion will  be distributed by the 22.127 Editor on 25th of October. Controversial items have to be solved by Monday the 29th of October. Agreed documents will be sent by Manfred Leitgeb to MCC for SA1#14 at latest on 30th of October. Anything not agreed on the 30th of  October will not be sent to SA1#14 from the OSA adhoc group.  

Detailed Report

· Agenda in S1O01097 was agreed.

· Report from OSA#8 meeting in S1O01090 was presented and agreed unchanged

1 Change Requests for Release 4 OSA

S1O01100, CR 22.127, Removal of Terminal Capability Retrieval, Nokia

The CR proposes to remove the OSA function to enable OSA applications the retrieval of terminal capabilities since this was not implemented from 3GPP TSG CN5 in Release 4. The meeting was reluctant to agree to the change since the original requirement was seen as a very important one. However the proposed change mirrors facts and was agreed.

S1O01100 will be submitted to SA1#14 for approval.

2 LIAISON STATEMENTS

S1O01096, proposed LS on the co-operation with the ETSI SPAN, Siemens

LS is sent for email discussion.

3 Multimedia Call Control Function

S1O01070, CR 22.127, Adding IM Call Control functions, Nortel Neworks

S1O01086, CR 22.127, Additional support for OSA control over IP Multi-media, Lucent

Both CRs add IP Multimedia Call Control Functions to 22.127 for Release. The contributions were presented and merged to S1O01114. It was agreed to put the Multimedia requirements under the reserved chapter for IMS call control and to differentiate on the requirements for session and media control. The OSA shall enable applications to:

· Create and release a Multimedia session,

· Relinquish control over a multimedia session,

· Get informed when a party leave or join a conference,

· Control media channels created by a user,

· Request notification on specific events

· Monitor media channels

· Free or reserve conference resources.

To make clear what is meant with multimedia session and multimedia call, Openwave and Lucent volunteered to draft an according CR to 22.127, S1O01113.

S1O01113, CR 22.127, Definition of multimedia session and multimedia call, Openwave and Lucent

This CR will define MM session and MM call as used within 22.127. It is a precondition to S1O01115. It will be sent out on the SA1_OSA@list.etsi.fr mail exploder for email discussion and approval before it will be submitted to SA1#14.

S1O01114, CR 22.127, Additional support for OSA control over IP Multi-media, SA1 OSA adhoc group

S1O01115, CR 22.127, Additional support for OSA control over IP Multi-media, SA1 OSA adhoc group

The final agreed document is given in S1O01115 and will be agreed by email This CR comprise the result of IMS call control requirements and will be sent out on the SA1_OSA@list.etsi.fr mail exploder for email approval before it will be submitted to SA1#14.

4 User Data Management

S1O01087, CR 22.127, User Data Management, Nokia

S1O01104, CR 22.127, User Data Management, Nokia

The entity User Profile Access Manager is replaced by User Profile Management, thus the latter term is now used in line with the other features.

UPM functions to check for access rigths were detailed. Minor changes are needed. 

The agreed CR is given in S1O01104 and will be submitted to SA1#14 for approval.

S1O01088, CR 22.127, User Data Management Security, Nokia

S1O01105, CR 22.127, User Data Management Security, Nokia

The entity User Profile Access Manager is removed because it seems to overlap in great deal with the OSA SCS for User Profile Management, thus the latter term is now used in line with the other features. A Minor change is needed. 

The agreed CR is given in S1O01105 and will be submitted to SA1#14 for approval.

5 Support for Presence Service

S1O01092, CR 22.127, Clarification on the support of presence related capability functions, Lucent Technologies

S1O01093, CR 22.127, Clarification on the support of presence related capability functions, Lucent Technologies

S1O01107, CR 22.127, Clarification on the support of presence related capability functions, SA1 OSA adhoc group

The current description of the capabilities offered through the OSA interface are not sufficiently clear. Presence related functions include presence information as defined by the presence service and may include user’s availability. An OSA application may be a requester of presence information (watcher) as well as a provider of presence information (presentity). In addition, the OSA interface shall allow an application to read and/or modify any properties of presentites or watchers that fall within the presence service but is not part of presence information (eg access rules). 
As a result, the OSA interface must be able to :

· allow an application to request presence related information (including periodic notifications or changes)

· allow an application to update presence related information

· register as a presentity as well as a watcher (the latter is FFS as this is not yet covered in TS 22.141),

· allow an application to modify or query presence related data

S1O01092 is a result from the previous OSA meeting #8, S1O01093 is the clean version but based on an older version of 22.127 and S1O01107 has to same content but based on version 5.1.1.

S1O01094, CR 22.127, OSA support of Watcher Information used for the Presence Service, Fujitsu

S1O01106, CR 22.127, OSA support of Watcher Information used for the Presence Service, Fujitsu

S1O01109, CR 22.127, OSA support of Watcher Information used for the Presence Service, Fujitsu

This CR introduce sufficient support for OSA application to retrieve Watcher Information as used within the Presence Service. It was agreed to clarify the authorisation aspect when watcher information are requested. The revised version was given in S1O01106 which was further improved to S1O01109.

S1O01116, CR 22.127, OSA support for the Presence Service, SA1 OSA adhoc group

Since S1O01107 and S1O01109 both modify the same original text but are not controversial, it was agreed to merge them to S1O01116 and agree by email approval procedure.

S1O01108, CR 22.127, editorial corrections on the support of presence related capability functions, Siemens

S1O01110, CR 22.127, editorial corrections on the support of presence related capability functions, Siemens

The CR clarifies the nature of a presentity.

The agreed CR is given in S1O01110 and will be submitted to SA1#14 for approval.

6 Miscellaneous

S1O01072, CR 22.127, High Level OSA requirements, Nortel Neworks

This contribution summaries high level multimedia call control function. It was proposed to add requirements to chapter 6 which was not endorsed. Instead the following was decide:

· Examples shall go to an informative Annex in form of Use cases,

· Content based charging requirements shall go to the relevant charging chapters and

· Multimedia call control requirements will beadded to MM CC requirements.

Nortel volunteered to draft S1O01102 on Use cases and S1O01103 for content based charging.

S1O01102, CR 22.127, Introduction of Uses Cases, Nortel Neworks

S1O01111, CR 22.127, Introduction of Uses Cases, Nortel Neworks

A new Annex is created to summaries OSA client application Use Cases. It was agreed to create a living document, S1O01111 where uses cases shall be shown. All delegations are encouraged to contribute with proper Uses cases. Document will be handled by email discussion and the result shall be made availabel to the next OSA adhoc meeting. The Annex shall be become an informative part of TS when it is mature enough. Nortel volunteered to create S1O01111 and will send it too the email reflector.

S1O01103, CR 22.127, Introduction of Uses Cases, Nortel Neworks

This CR adds new requirements for the Content based charging in TS 22.127. It was agreed to use this contribution to start an email discussion on the subject.

S1O01099, CR 22.127, Introduction of backward compatibility requirements, Lucent Technologies

S1O01117, CR 22.127, Introduction of backward compatibility requirements, Lucent Technologies

This CR proposes a temporarily backward compatibility of  consecutive OSA releases. The principles are supported but the proposed text has to reworded.

S1O01117 comprise the result of the backward compatibility requirements and will be sent out on the SA1_OSA@list.etsi.fr mail exploder for email approval before it will be submitted to SA1#14.

S1O01095, CR 22.127, OSA information service modification, Nokia, Siemens

The requirement on Service Information is made clear herein. It shall be possible for OSA application to supply to and retrieve from the HE service information. The HE is not requested to broadcast this service information to anyone. Service information shall clearly indicate a category they belong to and shall be limited in their size.

The CR is agreed and will be submitted to SA1#14 for approval.

S1O01112, CR 22.127, High level requirements concerning OSA impacts on standardised and non-standardised Service Capability Functions, Siemens

S1O01118, CR 22.127, High level requirements concerning OSA impacts on standardised and non-standardised Service Capability Functions, Siemens

TS 22.127 is unclear about whether OSA requires that the Service Capability Features, to which OSA provides access, need to be 3GPP standardised entities or not. 

This CR clarifies that OSA does not require that all SCFs, to which OSA provides an API interface, need to be 3GPP standardised entities, nor that the existence of a standardised interface / protocol to communicate with that SFC is required.

Thus it is permissible to e.g. build a OSA API function into a WAP gateway to retrieve terminal capabilities from terminal supporting the WAP protocol.

If, on the other hand, the SCF is a 3GPP standardised entity and if a standardised interface / protocol to communicate with that SFC exists it is recommended to define a mapping of the OSA API functions to that interface / protocol.

The agreed version of the CR is given in S1O01118 and will be submitted to SA1#14 for approval.

S1O01098, Impact from OSA stage 1 CR´s to the work of other TSG groups, Siemens

S1O01101, , Impact from OSA stage 1 CR´s to the work of other TSG groups, Siemens

This contribution tries to identify the impact from late Release 5 OSA stage 1 Change Requests on the work of other TSG groups, e.g. TSG SA2 and TSG CN5. It was agreed to attach the contribution to the minutes and receive comments by email.

Summary of Output documents

Documents agreed by the Ad Hoc and to be presented to SA1#14 for approval

S1O01090
Minutes from OSA#8



S1O01095
CR to TS 22.127 v 5.1.1, Cat F
R5
OSA Information Service Modification

S1O01100
CR to TS 22.127 v 5.1.1, Cat F
R4
Removal of Terminal Capability

S1O01104
CR to TS 22.127 v 5.1.1, Cat C
R5
User Data Management Modifications

S1O01105
CR to TS 22.127 v 5.1.1, Cat C
R5
User Data Management Security Modifications

S1O01110
CR to TS 22.127 v 5.1.1, Cat D
R5
Editorial corrections for the Support of Presence Service

S1O01118
CR to TS 22.127 v 5.1.1, Cat F
R5
High Level requirements concerning OSA impact on SCF´s

Documents to be sent on the email reflector for approval


New doc #

S1O01115
CR 22.127 on MM call control, Cat B
R5
-

S1O01116
CR 22.127 on the support for Presence, Cat C
R5
S1O01119

S1O01117
CR 22.17 on backward compatibility requirements, Cat C
R5
S1O01120

Summary of email approval:

On S1O01115, Question and comments  from Ericsson:
·     Create Multi-media Sessions

"An application may add additional sessions with certain media capabilities between any parties already involved in an ongoing session."

It is not clear here if what you mean is that some participants may be involved in more than one session or if it is possible to add media channels to an existing session. Can you clarify.

·     Party join/leave control

"The application shall be capable to be informed when a new call party wants to join/leave the conference. It shall be possible for the application to allow or reject the inclusion of the new party to a conference." 

In the above section, can we replace conference with session as this is more general? This comment may be applicable to other parts of the text.

PROPOSAL:
to the first bullet point: the understanding is to add an additional media session to an existing call/session. It is proposed to stay with original text, no change needed.

to the second bullet point: this paragraph talks about conference where several parties are involved. The requirement is to inform an application to when a new party joins the conference or an existing party leaves the conference. For this purpose the text seams reasonable. No change needed..

On S1O01116, Comments from Fujitsu:
1.) Fujitsu suggest to restructuring the preamble part in 13.5. as follows: insert the new sentence on authorisation after the 4th sentence ("...may be offered to OSA applications") and for readability reasons insert carriage returns after the second sentence, after the sentence on authorisation, and before the last sentence.

2.) Under the "supply presence related information to the network" bullet, we should remove the sentence "An application may only supply presence information about presentities for which it is allowed to do so.", insofar as this is not a requirement for the OSA Framework and as this is covered by the preamble.

3.) same comment for the bullet "request the querying and/or modification of presence related data". We should remove "An application may only request the querying or modification of such information for watchers and/or presentities for which it is allowed to do so."

4.) And a minor one: replace "watcher information retrieval" by "retrieve Watcher Information"

PROPOSAL:
Comments from Fujitsu sounds reasonable. All comments will go to a new CR, S1O01119 and will be submitted to SA1#14.

On S1O01117, Question from Ericsson:
Do we drop from the requirement the fact that we consider only one upgrade

and that the requirement is not applicable over multiple upgrades? Or do you

consider that the manageable time frame is enough to resolve this issue?

Currently the proposed sentence reads: 

-
it shall be possible for an OSA application to continue to be able to operate following upgrade of the underlying OSA capabilities. This ability to operate may be limited to a specific time period which is managed by the network operator.

PROPOSAL:
To cope with Ericssons concern, it is proposed to change from "following" to "consecutive" which would read: 

-
it shall be possible for an OSA application to continue operation in case of  a consecutive upgrade of the underlying OSA capabilities. This ability to operate may be limited to a specific time period which is managed by the network operator.
The new proposal will be given in S1O01120 and will be submitted to SA1#14 for approval.

Documents to be sent on the email reflector for discussion
Doc#
subject
Send OUT

Comments received
New doc #

S1O01096
LS to ETSI SPAN
YES
Manfred Leitgeb
Yes
S1O01121

S1O01103
content based charging
NO
Amar Deol
-
-

S1O01111
Proposed Use Cases
YES
Amar Deol
No
-

S1O01113
clarify session and call
NO
Mark Cataldo
-
-

On S1O01096, comment from Fujitsu:
The LS currently is addressed to ETSI SPAN. Fujitsu encouraged to send it to ETSI SPAN 14 only. This was agreed and the new LS is given in S1O01121.

On S1O01111, distributed by Nortel Networks:

available, no comments were received, will be handled at the next OSA adhoc earliest.

On S1O01113, promised by Openwave:
The contribution will be available during the SA1#14 as earliest. If available, i would like to handle it otherwise it will go to the next OSA adhoc.

After the email approval procedure, OSA group finally agreed for this set of documents to submit to  SA1#14:

S1O01090
Minutes from OSA#8



S1O01095
CR to TS 22.127 v 5.1.1, Cat F
R5
OSA Information Service Modification

S1O01100
CR to TS 22.127 v 5.1.1, Cat F
R4
Removal of Terminal Capability

S1O01104
CR to TS 22.127 v 5.1.1, Cat C
R5
User Data Management Modifications

S1O01105
CR to TS 22.127 v 5.1.1, Cat C
R5
User Data Management Security Modifications

S1O01110
CR to TS 22.127 v 5.1.1, Cat D
R5
Editorial corrections for the Support of Presence Service

S1O01115
CR to TS 22.127 v 5.1.1, Cat F
R5
MM call control

S1O01118
CR to TS 22.127 v 5.1.1, Cat F
R5
High Level requirements concerning OSA impact on SCF´s

S1O01119
CR to TS 22.127 v 5.1.1, Cat C
R5
Support for presence

S1O01120
CR to TS 22.127 v 5.1.1, Cat C
R5
Backward Compatibility

S1O01121
LS to ETSI SPAN 14
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