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We propose to include the following text in chapter 5 of the Technical report.

5  Main Concepts

In this chapter a possible roadmap for a general approach towards a flexible, general, scalable and future proof UMTS and WLAN interworking is described. The approach is flexible and scalable in the sense that it can be implemented in steps from a quite simple interworking to a fully integrated system. The type of WLAN is not defined, there is no principal limitations to what WLAN system can be applied, this makes also the system future safe in the sense that it ensures interworking with current and future WLAN systems as well as UMTS releases. Defining different levels of interworking gives also an indicative roadmap in addition to the level of interworking.

We assume there will be enhancements in both the WLAN and UMTS standards, these improvements should happen with a minimum of coordination of the different standards concerned.

5.1
Interworking Scenarios

In this chapter five interworking scenarios are described. Each scenario realises an additional step in integrating WLAN in the UMTS service offering and naturally includes the previous level of integration of the previous scenario. Below is given a table that defines the sservice and operational capabilities of each level.

	Scenarios:

Service and operational Capabilities:
	Scenario 1: Common Billing and Customer Care
	Scenario 2: Common Access Control and Charging
	Scenario 3: Access to all UMTS PS based services
	Scenario 4: Service continuity
	Scenario 5: Complete integration

	Capabilities to merge the bills of the user’s UMTS and WLAN usage into one invoice
	X
	X
	X
	X
	X

	One entry for accessing the customer care of both UMTS and WLAN
	X
	X
	X
	X
	X

	Common Access Control

	
	X
	X
	X
	X

	UMTS tariffing capabilities

	
	X
	X
	X
	X

	UMTS level of security applied to WLAN

	
	X
	X
	X
	X

	Access to UMTS PS domain based services from WLAN
	
	
	X
	X
	X

	User control of access technology selection

	
	
	X
	X
	X

	Session Continuity

	
	
	
	X
	X

	Access to CS domain services replicas

	
	
	
	
	X

	Session continuity with strong real-time requirements
	
	
	
	
	X


Service and operational Capabilities:

Capabilities to merge the bills of the user’s UMTS and WLAN usage into one invoice: The user will receive his bill for his services consumption on either platform in a well-coordinated way. However, it does not include any requirement to harmonize the tariff structure or level of services on the two platforms.

One entry for accessing the customer care of both UMTS and WLAN: The user will not have to bother about which platform that might have caused his need to consult the customer care.

Common Access Control: The user faces control procedures similar for WLAN as within the UMTS domain. For the sake of cost efficiency, reuse of HSS may be considered as a substantial benefit.

UMTS tariffing capabilities: The operator possesses capabilities to design his billing and charging of WLAN based service access and consumption in a way that enables him to align pricing of those to the one of the corresponding UMTS services.

UMTS level of security applied to WLAN: The user is offered the same level of security when accessing services over the WLAN platform as over the UMTS platform. 

Access to UMTS PS domain based services from WLAN: The user is offered access to the very same PS based services over WLAN as he may access in normal UMTS mode.

User control of access technology selection: The user may himself choose which platform to communicate over when being in coverage of both at the time of connection set-up.

Session continuity: Transfer of a session (due to the user moving from one access technology to another) by maintaining the application and shifting over to the new access technology automatically. A noticeable interruption is tolerated.

Access to CS domain services replicas: The user is offered access to the very same services – both CS and PS based - over WLAN as he may access in normal UMTS mode.

Editor’s note: The feasibility of provisioning CS domain services is for further study
Session Continuity with strong real-time requirements: Same as for ‘Access to CS domain services replicas’, but with the important extension that seamless handover applies between the two platforms.

Editor’s note: The aspects of lawful interception within the Service and operational Capability ‘Common Access Control’ have to be analysed carefully.

Scenario 1 - Common Billing and Customer Care

This is the simplest scheme of interworking. The connection between WLAN and UMTS is that there is a single customer relationship. The customer receives one bill from the mobile operator for the usage of both UMTS and WLAN access services. Integrated Customer Care allows for simplified service offering from both operator and subscriber’s perspective. The security level of the two systems may be independent.

Editor’s note: Few or no actions taken by 3GPP are required to specify this scenario. 

Scenario 2 - Common Access Control and Charging

This is the level where a platform for authentication, authorization and accounting has been established for the WLAN part in such a way that those functions for UMTS and WLAN are as similar as possible. This ensures that the user does not see significant difference in the way he is granted access. This may also provide means for operator to charge access in a consistent manner over the two platforms. 

Reusing the UMTS access control principles allows for additional benefits seen from a user and UMTS operator standpoint. First of all the UMTS operator may easily convert the subscribers within his existing UMTS customer base to becoming WLAN-UMTS subscribers with a minimum effort both for the subscriber and the operator. In addition the maintenance of the subscriber may also be simplified. 

No requirements are put upon the set of services to be offered in the WLAN part beyond those inherently offered by being addressable in an IP network. Finally, the security level applied to WLAN is in line with that of UMTS.

Scenario 3: Access to all UMTS PS based services 

In this scenario, the operator grants access to all UMTS PS based services through the WLAN platform. These services include IMS, location based services, instant messaging, presence services, MBMS and any service that is built upon the combination of several of these service components. However, session handover between the UMTS part and the WLAN part is not required.

In addition the user is in control of which network to use for getting access to her services. However, in both of the Scenarios 2 and 3, one has to decide upon some basic questions concerning how to alternate between the two platforms. 

Editor’s note: 

One should consider whether the user may access both platforms at the same time, or if he is required to access only one at a time. If the user may access both platforms at the same time, a question arises whether one single identifier may identify the user irrespective of which platform to use, or if two identifiers shall identify the user when he uses both platforms at the same time. In the former case a question arises of which preference should be given to each one of the two platforms e.g. by a push service entity in the service network.

The above should give rise to a discussion on whether all these possibilities should be defined as inside the scope of the TR and thus to be thoroughly dealt with, or if one already at this stage can choose one option alone to represent Scenario 2 and 3.

Scenario 4: Service Continuity

This scenario contains the same requirements as does Scenario 3, but in addition active services – e.g. ongoing sessions - delivered to the user will survive the process of change of access network technology as well as change of network conditions (change of QoS).

Scenario 4 also requires that the user is identified by one identifier and that there is a functionality to always decide which of the two platforms to use. (Dependent on the coverage, radio parameters etc)

Service continuity between WLAN access and UMTS access is one of the enablers that would ensure that WLAN access is seen as an integral part of UMTS.  Service degradation may however be a consequence of mobility between accesses, due to varying capabilities and characteristics of access networks. The possibility to move sessions from one terminal to another is for further study

Scenario 5: Complete integration

This scenario represents the ultimate integration of UMTS and WLAN, in that all UMTS services – both CS and PS based – have their replicas on the WLAN platform, and that seamless handover between the two platforms exist for all services.

In Scenario 5, WLAN is an integral part of UMTS. From a service perspective there is no difference between WLAN and other Radio access networks. Thus all services accessible through UMTS radio access networks are accessible through WLAN.

5.2
Phased Approach

As may be seen, the level structure envisaged above is well suited for an operator who wants to progress his UMTS-WLAN interworking in certain steps, where each step is realised by a platform that is suitable for commercial operations. 

When producing the specifications for UMTS-WLAN interworking, work on the different levels should go in parallel to secure that the definition of the upper levels (level 1, 2) do not represent a detour to the lower levels (level.3, 4, 5). This should however not prolong finalising the lower levels, since time-to-market for UMTS-WLAN interworking services is crucial. 

