TSG-SA WG 1 (Services) meeting #15
S1-020361

Saalfelden, Austria, 11-15th February 2002
Agenda Item: 10.1

Title:
Proposed change to TR 23.871; No standardization of non-standardized service types

Source:
Ericsson

Contact:
Olle Eriksson
Tel. +46 8 757 0088
E-mail. olle.eriksson@era.ericsson.se
1.
Introduction

The concept of service type privacy was added to TR 23.871 at the LCS SWG meeting in Phoenix, 13th – 18th January 2002. This was an enhancement with the potential of making location based services possibly more usable to end users. 

The service type privacy is based on standardizing a number of service types and giving users the possibility to specify personal privacy settings against those service types, and the standardization of this implies those service types are recognized between networks which implies, in turn, that users may benefit from these personal privacy settings also when roaming in other networks. 

In addition to the standardized services types operators may specify their own, non-standardized service types. By doing so operators have the freedom to create, change or delete their own service types at their own wish. 

In addition to stating the above, the current version of TR 23.871 also states examples of such non-standardized service types and states where (in the home PLMN) such non-standardized service types are allowed be used. 

We believe that neither shall such non-standardized service types be standardized, nor shall it be standardized where they are allowed to be used. Instead it shall just be noted that “Operators may also use non-standardized service types but this is out of scope of 3GPP standards.”

2.
Proposal

We therefore propose that the text specifying examples of non-standardized service types and specifying where they may be used is replaced with a note as above. 

The proposed changed sections 5.1 and 5.2 of TR 23.871 v1.1.0 (S1-020314) are attached. 

5.
Service Requirements (this chapter should be handled by SA1)

5.1
Service Type Privacy

The user may wish to differentiate between privacy requirements even with one LCS Client, depending on which service is requested by the user from this LCS client or which service is offered to the user by this LCS Client.

The LCS client requests location information for a target UE from GMLC. Currently the location request contains only the identity of the LCS client and the identity of the target UE. The LCS client request is screened by GMLC using the identity of the LCS client. The screening mechanism is enough for the basic type of location requests, but there is a need to enhance the functionality of the mechanism because one single LCS client may offer or support several or a multitude of different services. It is clear that the target UE user will have different privacy demands for different services even when only one LCS client offers the services. 

The enhanced mechanism should enable the users to allow their location information to be given to all LCS clients providing an indicated type of service. The user could e.g. allow all dating type services to get location information. The location request message issued by the LCS client to GMLC could be enhanced to include a service identity, which would then be interpreted by GMLC to indicate what services belong to a certain Service Type category. The subscriber should be able to define and set privacy rules based on service type, so that services under that service type can be handled according to the corresponding service type privacy setting.  

The service type functionality would allow subscribers to use location services more easily while roaming.  
The service type could be seen as an attribute of the LCS client and the LCS client name could contain the service type. The service type shall be defined in a useful way and it shall be possible to verify that the service type indicated by the LCS client is correct.

Note: 
There are opposite views regarding whether the service type check may be done in the network or only by the target user 

Service type checking by the target would be a “looser” way of defining services, and allowing users and client more freedom in defining services, while service type checking by the network would require some standardization, but would allow the network to control “spamming” towards the target.

Service type checking on application level avoids unnecessary signaling in core network, i.e. filters out the Location requests that anyway are going to be rejected. 
In addition application/content providers can start offering (if not already done?) this kind of service without waiting for Rel5 of 3GPP.

It is emphasized that the service types offered by a certain LCS Client is to be part of the LCS Client service profile, which shall be known by the GMLC. An LCS client is hence not able to claim to offer services that are not included in its profile. The service type can also only be conveyed between PLMNs with valid roaming agreements.

The LCS Server (PLMN) shall map the service identity given by the LCS client to a service type, as described below. The operator defines to what service type the given service identity belongs to.

For the benefit of roaming users it is vital to standardize a set of service types that can be used globally in all PLMNs. 
Annex C of the LCS stage 1 specification 22.071 lists the attributes of specific location based services as determined by the GSM Alliance Services Working Group. The standardized Service Types to be used in privacy checking are listed in table 5.1 and are based on the services listed in 22.071, Annex C. 

It should be noted that only the name and identity (number) of the Service Types is standardized. 


Note:
Operators may also use non-standardized service types but this is out of scope of 3GPP standards. 


5.1.1 Standardized Service Types

Location based services categories
Standardized 
Service Types


Public Safety Services
Emergency Services  
*) See Note 1



Emergency Alert Services


Location Sensitive Charging



Tracking Services
Person Tracking



Fleet Management.



Asset Management






Traffic Monitoring
Traffic Congestion Reporting






Enhanced Call Routing
Roadside Assistance



Routing to Nearest Commercial Enterprise


Location Based 
Information Services
Navigation



City Sightseeing



Localized Advertising



Mobile Yellow Pages


Service Provider 
Specific Services







Note 1:  
It should not be possible for the target UE subscriber to block the emergency services Service Type, so maybe this Service Type is not needed, this is FFS.

Table 5.1, Standardized Service Types










