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Introduction

At the Presence ad-hoc meeting in Loipersdorf Nortel Networks and Nokia took an assignment on clarifying the requirement regarding the publication of different presence information to different watchers. This contribution seeks to provide that clarification and proposes a modified text.

Proposed Changes

6.2
Access rules

The principal that controls the presentity shall be able to define access rules, in order to control how the presentity’s presence information is made available for watchers.

These access rules shall define:

· a watcher or groups  of watchers allowed access to the presentity’s presence information. For example: watchers x and y are allowed, or only  watchers  in group z are allowed, or all watchers and groups are allowed…

· the validity of the access authorisation granted for a given watcher or groups of watchers. The access to the presentity’s presence information can be restricted for a certain period (i.e. time or number of requests), or during specific periods of the day.

· the attributes of the presentity’s presence information that can be made available to a given watcher or groups of watchers.

· the ability to provide different presence information (i.e. both number of attributes and values of attributes) based on the watcher, and principal's preferences (e.g. its availability). For example: watcher x receives 'Online/Instant Messaging/im:a@there.com', while group y receives 'Offline/Instant Messaging/im:a@there.com'.

A set of default access rules shall be defined by the principal.

The Home Environment shall be able to override the privacy requirements if needed. (c.f. legal interception requirement in clause 5.3) 

