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Introduction: 

This paper, demonstrates the overlapping requirements of Push and MMS, by comparing the stage 1 documents of the two services. 

The assumption beyond this comparison is that if the requirements are equal, the solution / architecture might be similar too. This may result in duplication of efforts, which contradicts 3GPP spirit, and the needs and wishes of operators and customers for efficient and resources-frugal network.

The attached proposed stage 1 for Push services is the original draft document from SA1 last meeting (Lake Tahoe), excluding the overlapping requirements with MMS stage 1.

The omissions can be divided into two categories that are fully covered by MMS:

· User profile / QoS / Provisioning / Terminal capability check

· Storage / reliability

In addition, our view is that security and charging, which are both expensive mechanisms, can be shared with the existing MMS mechanisms, and therefore can be considered as optional in the Push stage 1.

The unique requirements of Push services which can not be met by any MMS requirement, are not included in this table, as they are detailed in the proposed stage 1 Push document. 

Overlapping requirements in MMS and PPG stage 1 documents

	MMS stage 1 – 22.140-410
	PPG draft stage 1

	Forward compatible multimedia messaging


Multimedia messaging mechanisms shall provide the capability to support current and evolving multimedia messaging by re-using existing standards as far as possible and proposing extensions (as necessary) to existing standards  (i.e. the multimedia messaging service shall support the evolution of multimedia messaging technologies).


	

	Consistent messaging


Regardless of the message type / format, MMS shall be capable of supporting integration of all types of messaging (e.g. fax, SMS, Multimedia , voicemail, e-mail etc.) in a consistent manner.


	

	Universal messaging access


Within the capabilities of networks and terminals, the user shall be able to experience consistent access to the MMS regardless of the access point.


For example the user should be capable of accessing her multimedia messages through a number of different access points, which should include 3G and 2G networks, fixed networks, the Internet, etc.


	· It shall be possible to provide push services over a variety of access networks.

	Interoperability

The MMS shall support a minimum set of functionality and message formats to ensure interoperability. (e.g. deletion of MM, identified standardised message notification, message media types and message content formats).


The MMS shall provide a minimum set of supported formats to ensure full interoperability between different terminals and networks from the very beginning of service provisioning (e.g. JPEG for pictures, MP3 for audio, MPEG for motion pictures, etc.).


The MMS shall support version management by indicating a version number in the MM for interoperability purpose.


	

	The MMS shall comply with the Virtual Home Environment specified in 22.121[2]


The non-real-time multimedia messaging service shall be supported using the standardised set of service capabilities features.


	

	Terminal-sensitive MM management

The MMS shall be able to support the capability for the terminal and network to take account of the capability of the user's terminal (e.g. deliver a MM / notification in a manner compatible with the terminals capability).
	· The Push service delivery may be rejected if the UE is not able to accept the content.

· Push service shall optionally support a UE capability negotiation mechanism to allow the  Push initiator and/or the network to determine the characteristics of the UE (e.g. supported content types, languages, character sets, content encoding, as well as device characteristics).



	Terminal status-sensitive MM Management

The MMS shall be able to support the capability of the  network to take account of the availability, changes of the state of availability of the terminal (e.g. store messages if the recipient is not available).
	· Push services shall be able to access the user profile, presence information and location information when available, subject to the user’s privacy requirements.

· 

	MMS Control by the operator


The MMS shall be able to support a request from the operator to enable/disable MM delivery and submission.


	

	MMS Control by the user


The MMS shall be able to support a request from the user to enable/disable MM delivery and submission.

This requirement shall be supported at the application layer in the terminal, and will not be further elaborated.
	

	Personalise multimedia messaging


The MMS shall be able to support a request by the user to manage the Service Preferences of his User Service Profile related to this MMS [2](e.g. customise his MM environment within the capabilities of the terminal, network and MM application. This could be unconditional or conditional e.g. depending on roaming conditions or operator restrictions).


	· Subject to settings in the User Profile, if appropriate, it shall be possible to provide the Push service without any user intervention.
· Push services shall be able to access the user profile, presence information and location information when available, subject to the user’s privacy requirements.



	MM creation


The MMS shall be able to support the request to create a MM by the user or an application.


This requirement shall be supported at the application layer in the terminal, and will not be further elaborated.


	

	MM Time Stamping


The MMS shall be able to support the request to include a reliable time value in an MM, a notification and an acknowledgement as appropriate.


	

	Multiple Media


Multimedia messages may be composed of either a single medium (e.g. voice) or multi-media (e.g. Voice and video). The MMS shall be able to support a request for media synchronisation / sequencing.


	· Push services shall support the ability to push any content type (e.g. MIME types and subtypes).

	Media Type Conversion


The MMS shall be able to support a request to convert between  media types (e.g. Fax to image).

This requirement shall be supported at the application layer in the network, and will not be further elaborated
	

	Media Format Conversion 


The MMS shall be able to support a request by the user or the application to  convert between MM media formats (e.g. JPEG to GIF).


This requirement shall be supported at the application layer in the terminal and/or in the network, and will not be further elaborated.


	

	Message forwarding


The MMS shall be able to support a request to forward multimedia messages or multimedia message elements without having to first download the MM to the terminal.


	

	Storage of Multi-Media Messages


The MMS shall be able to support a request for multimedia messages or message elements to be stored until delivered to the recipient’s terminal, until they expire, or until they are deleted by the user (unless configured differently). The MMS shall be able to support a request to store and manage all MMs in a network based repository rather than on the mobile terminal.


This requirement shall be supported at the application layer in the network, and will not be further elaborated.


	· Push services shall optionally provide a more reliable delivery mechanism, e.g. by use of a retry mechanism.
· Push services shall provide for both confirmed and unconfirmed delivery.


	Prioritisation of Messages


The MMS shall be able to support a request for MM prioritisation subject to the capabilities of the network (e.g. the sender of the MM may request to prioritise the importance of the multimedia messages).


	· The Push service must be able to negotiate Quality of Service. This shall include support for the following,

· requested delivery priority (different priorities dependent on for example originator).

· Push service shall support multiple delivery classes as initiated by either the Push initiator or the Push application:

· Immediate (e.g. within 10 seconds)

· Time sensitive (within a specified time)

· Low priority (e.g. Batch, off-peak).



	Message qualification


The MMS shall be able to support a request for MM qualification (e.g. subject) for the purpose of advanced user experience and awareness. 


	

	Screening of Messages


The MMS shall be able to support a request for MM screening subject to the capabilities of the network (e.g. automatically delete “junk mail”, anonymous messages without delivery to the recipient’s terminal).


This requirement shall be supported at the application layer in the terminal an/or in the network, and will not be further elaborated.


	· The Push service delivery will be rejected if the User declines the service

· Push service shall protect the end user and the network against unsolicited push delivery of information.



	Validity Period


The MMS shall be able to support a request by the originator of a message to define validity periods (earliest and latest desired time) for message delivery (e.g. if a message can not be delivered within a certain time it will be automatically deleted). The MMS service provider shall be able to set the MAXIMUM allowable validity period for any message.


	· The Push service must be able to negotiate Quality of Service. This shall include support for the following,

· time-to-live for Push requests (undelivered content, how long it will reside in the Push network)



	Submission mechanism


The MMS shall support multimedia messages or messages elements to be submitted to the recipient’s terminal.


	

	Push Mechanism


The MMS shall be able to support a request for multimedia messages or messages elements to be automatically delivered to the recipient's terminal.
	· It shall be possible to push multimedia information to the user.

· Subject to settings in the User Profile, if appropriate, it shall be possible to provide the Push service without any user intervention.


	Pull Mechanism


The MMS shall be able to support a request for multimedia messages or messages elements to be delivered to the recipient’s terminal on request by the recipient.


	

	Concurrency


The MMS shall be able to support MM delivery to and from the user’s terminal not be restricted during other active services (subject to the capabilities of the terminal and the network).


	

	Streaming


The MMS shall be able to support streaming for MM delivery from the MMS system to the terminal.


Support for streaming for MM upload from the terminal to the MMS system will be considered for future releases.


	

	Notification and Acknowledgement

The MMS shall be able to support a request to send generic notification and acknowledgement capability to inform the user in an appropriate manner of MMS events. Examples may include:

-
notify the recipient about received  messages (including a description of the message, e.g. content, size, type).

-
notify the recipient about actions taken by the MMS, (e.g. due to profile settings like automatic MM forwarding, deletion, etc.).

-
acknowledge the sender about successful or failed MM or storage of a MM.

-
acknowledge the sender about successful or failed MM submission.

-
acknowledge the sender about successful or failed MM delivery to the recipient terminal (subject to the recipient permitting such an acknowledgement).

-
acknowledge the sender about the MM being read/handled at the recipient terminal (subject to the recipient permitting such an acknowledgement). 

-
acknowledge the sender about successful or failed MM deletion.

-
acknowledge the sender, upon request, about the status of a submitted MM (i.e. delivered / not delivered).
	· Push services shall provide for both confirmed and unconfirmed delivery.


	Addressing

The MMS shall support different addressing formats to identify the sender and recipient as specified in 22.975 [4] where applicable. It shall be possible to submit one message to multiple recipients.

The MMS shall be able to support the request to hide the sender’s address from the recipient. 

	· It shall be possible to uniquely identify push service recipients.



	User Profile

The MMS shall be able to support the ability to create, update, store, transfer, interrogate, manage and retrieve  a user’s multimedia messaging profiles.
The multimedia messaging profiles shall allow a user to configure and personalise his multimedia messaging environment with the multimedia messaging profiles (e.g. which media types and notifications that shall be delivered to the recipient , such as voice only or text only).

The multimedia messaging profiles shall form part of the user's virtual home environment. 


	· The user shall be able to manage the Push service according to his/her preferences and reconfigure his QoS requirements.

· The Push service delivery may be rejected if the UE is not able to accept the content.

· The Push service delivery will be rejected if the User declines the service

· Services based on Push shall be able to determine the user's privacy requirements.



	Security

The user shall be able to use and access MM in a secure manner. It shall be possible for the contents of MMs to be read only by the intended recipient(s). A recipient shall be informed of the reliability of the identity of the sender in case the sender has authorised his identity to be transmitted.

The integrity of MMs during transit shall be assured to extent of the network capabilities.

The MMS shall be intrinsically resistant to attempts of malicious or fraudulent use.

The "Security Threats and Requirements" specified in 21.133 [3] shall not be compromised.


	· The user shall be able to use the Push service in a secure manner. Mechanisms shall be provided to ensure that the Push message only is sent to and accessed by the intended end-user(s). 

The “Security Threats and Requirements” specified in 22.133 [1] shall not be compromised.

The Push service shall include an optional mechanism to indicate authorized push content.

It shall be possible to deny an unauthorized push message. An authorization may be based on the following,

· identity of the push initiator

· the destination user, device or user agent

· push related attributes such as priority and content type



	Charging

The MMS shall be able to support various charging mechanisms. The following charging characteristics may be considered:

-
message types, length, storage time in the network, etc,

-
delivering time, upload / download method,

-
MM-sender / -recipient,

-
number of messages sent,

-
number of messages received,

-
roaming conditions,

-
location conditions,

-
Indication of charging,

The MMS indicates to the recipient prior to the recipient downloading a multi media message whether the sender has paid or the recipient is expected to pay for the message.

-
Prepaid subscriptions.


	· Push services shall support various charging mechanisms (e.g. reverse, prepaid and reply charging etc.).

The following charging scenarios shall be supported:

1. Charging for push services can be subscription based.

2. Charging for push services can be based on the content, the resources used and time needed to carry out the push service.

3. Charging for push services can be based on the number of messages pushed to a receiver.

4. It should be possible to charge the receiver only, the push initiator only, or both the receiver and the push initiator.

5. It shall also be possible to mix and match the various different charging scenarios outlined above.

· It shall be possible to include the following data in the CDRs as charging information if available:

1. message types, length, storage time in the network, etc

2. delivering time, upload / download method,

3. Push service sender / -recipient 

4. number of Push messages sent

5. number of Push messages received.

6. roaming conditions (e.g. in a visited network)

7. location conditions

8. media.



	External Interface

External interfaces for controlling and delivering MM between the terminal and an external device e.g. portable computer should be supported.


	

	Interworking

The standard shall permit interworking with other or existing messaging technologies, messaging services, intelligent network services and  supplementary services, either located within or outside a mobile network.


	

	Roaming

Roaming between network operators shall be supported.


	· Push services shall be available globally when roaming.





Proposal:
Comverse proposes to:

· Temporarily approve the attached stage 1 requirements until a joint meeting with SA2 (Push) and T2 (MMS) will be held.

· Hold a joint meeting with SA2 and T2, in order to evaluate and solve additional unnoticed overlapping.
· Comverse is willing to take the responsibility of preparing the aforementioned specifications – “lean PPG”, on a timely manner that will comply with SA2 needs.
Proposed timetable:

· Interim editorial work (by Comverse and/or others) on the stage 2 and WAP specs
· SA1#14 Kobe, Japan, 5-9/Nov/01

Temporarily approve for stage 1

· SA2, T2, Cancun, Mexico, 26-30/Nov/01
Joint meeting for evaluation of stage 1,2

· SA#14, Kyoto, Japan, 17-20/Dec/01

Present progress to SA, if needed

· SA1#15, Phoenix, U.S.A, 14-18/Jan/02
SA1 stage 1 approval
· SA2#22, Las Vegas, U.S.A, 14-18/Jan/02
Evaluate and improve the interim work

done so far

· SA2#23, TBD, 18-22/Feb/02


SA2 Approval of stage 2
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