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Introduction:

The following text is proposed after the accepted changes in Tdoc 79 had removed all references to VHE due to unclear requirements in section 6 (User Requirements).

It is considered important that 22.141 describes how the presence service is embedded in the concept of VHE. According to VHE the presence service needs to be regarded as a Home Environment service or a Home Environment – Value Added Service Provider (HE-VASP) service. This is to emphasise that the 3GPP presence service cannot be run by a Value Added Service Provider (VASP), who has no relationship with any Home-environment.

Proposed text changes

5
High level requirements

5.1
Home Environment requirements

The presence service shall provide the ability for the home environment to manage the presence information of users' devices, services and service media, even when roaming.  The home environment shall be able to be both the supplier of presence information (i.e. presentities), as well as the requesters of presence information (i.e. watchers).
The presence service supports the concept of VHE [2]. According to this concept the presence service can be regarded as a Home Environment service or a Home Environment – Value Added Service Provider (HE-VASP) service. 
The home environment requirements for the support of the presence service are defined in 5.3 General requirements, and the applicable requirements in 5.4 Management requirements and 5.5 Notification and acknowledgement requirements.

....

5.4
Management requirements

The following high level presence service requirements shall be supported:-

a)
Access to the presence service

The presentity shall have the ability to accept or reject a request for presence information on a per watcher basis, with the option:-

i)
once only per watcher (e.g. set up access rules for known watcher, groups of watchers, anonymous subscriptions, etc.), 

ii)
for each presence information request (e.g. for watchers that are unknown or not set up in the current access rules).

iii)
it shall be possible for the presence service to make access control decisions on behalf of the presentity (e.g. when the presentity is out of contact) subject to the presentity's privacy

b)
Subscribing to a presentity's presence information

i)
An entity shall be able subscribe to the presence service at any time, i.e. to request notification from the presence service of (future) changes in a presentity's presence information, subject to the presentity's privacy. Note, that by this subscription the entity becomes a subscribed-watcher.

ii)
the subscribed-watcher shall be able to cancel his  subscription to a presentity's presence information at any time.  Whenever a subscribed-watcher withdraws its subscription from a presentity’s presence information, the subscribed-watcher shall no longer be receiving notifications regarding the presentity’s presence information.

c)
Supplying data to, and requesting data from, the presence information

It shall be possible to request the current value of presence information data on demand at any time or on a periodic basis subject to presentity privacy, or to be notified of subsequent changes in presence information data (except when such notification is prevented by access rules), and:-

i)
it shall be possible to inform the presentity of subscription requests

ii)
it shall be possible to report existing subscriptions to the presentity (on request or periodically)

iii)
the subscribed-watcher shall be able to determine the status of his subscription to that presentity's presence information, at any time.  

iv)
it shall be possible for the presentity to request the watcher information

v) 
it shall be possible for the watcher and/or presentity to withhold their identity

vi) if the subscribed-watcher so chooses, the subscribed-watcher's subscription to a presentity's presence information shall not be revealed to others.

Editor's note: do we really need this requirement?

vii) It shall be possible for a watcher to define which parts of a presentity's presence information it receives, subject to the presentity's privacy requirements.

Note: this may be a new requirement which should perhaps be added to the CPIM recommendation

d)
User availability and mobility

The presence service shall take into account changes in the availability of users (e.g. the user is out of contact or not reachable, despite having activated his presence) or his mobility (e.g. wherever he may be in his home environment or in a visited network).

Editor's note: the above requirement requires clarification

e)
Registration to the presence service

i)
It shall be possible for a presentity to establish a registration to the presence service

ii)
It shall be possible for a presentity to cancel its registration to the presence service

f)
Principals, which are 3GPP Subscribers
If a 3GPP subscriber is a principal to one or more Presentities and/or Watchers her preferences, settings and personalisation data which are not part of the presence information shall be part of her VHE User Profiles [2]. 
The following high level presence service requirements may be supported:-

a)
Location information

Integration of location information, and provide notifications based on changes in location as requested by a watcher.































