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1. Overall Description:

Following the joint SA1/SA2/T2 ad-hoc meeting on the Push Service (5-6 July 2001), SA1 has discussed further the requirements for the Push Service at SA1#13.

SA1 has produced a draft Stage 1 for the Push Service, which is attached.  This stage 1 is an early draft, which will be used by SA1 as a basis for further work.  However, SA1 feels it would be useful to get some feedback from SA2 on these requirements.

The attached draft Push Service Stage 1 has been produced from several earlier documents on Push.

2. Actions:


TSG SA1 asks SA2 and T2 to review the attached draft stage 1 and provide comments to SA1.  In particular, SA1 asks SA2 and T2 to:

1. Detail which of these requirements can be completed in Release 5 and those which are not likely to be completed in Release 5, and

2. Indicate where further clarification of the requirements is needed.

3. Date of Next SA1 Meetings:

SA1#14
5-9 November 2001
Japan, hosted by NTT DoCoMo

SA1#15 
14-18 Jan 2002, 
host offered: AWS Las Vegas

SA1#16 
8-12 Apr 2002, 
no host

SA1#17 
8-12 July 2002,
host offered: SBC (North America)

SA1#18 
23-27 Sep 2002,
no host

4. Attachments:

S1-010808 Draft Push Stage 1 TS 22.xxx v0.2.0.
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Foreword


This Technical Specification has been produced by the 3GPP.


The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of this TR, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:


Version x.y.z


where:


x
the first digit:


1
presented to TSG for information;


2
presented to TSG for approval;


3 or greater
indicates TSG approved document under change control.


y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.


z
the third digit is incremented when editorial only changes have been incorporated in the specification.


Introduction


The Push service introduces means to transmit information to a device without a previous user action. In the normal client/server model, a client requests a service or information from a server, which then responds in transmitting information to the client. This is known as the “pull” technology, the client pulls information from the server. The World Wide Web is a typical example of pull technology, where a user enters a URL (the request) which is sent to a server and the server answers by sending a Web page (the response) to the user.


In contrast to this there is also the “push” technology, which is also based on the client/server model, but where there is no explicit request from the client before the server initiates an information transfer to a client.


Another way of saying this is that whereas “pull” transaction of information are always initiated from the client, “push” transactions are server initiated.


1 The Push service will provide ability for the network to initiate the transmission of data to a terminal. The push request may contain a notification with the possibility for the end user to acknowledge the transmission (e.g. Instant video replay of sport highlights, delivery of new e-mails, stock quotes etc.), or without need for acknowledge in e.g. situation where an unmanned terminal is used (e.g. polling of power meters, download of software upgrades etc).  A possible message scenario might look like this. The Push service initiates a session towards the UE. An application in the UE takes responsibility for the push message and the end user is notified. The end user receives the notification and decides whether or not to retrieve the new message now or wait until a later occasion.


2 Scope


This Technical Specification defines the stage one description of the Push Service. Stage one is the set of requirements that shall be supported for the provision of push service, seen primarily from the subscriber’s and service providers’ points of view.


This TS includes information applicable to network operators, service providers, terminal and network manufacturers.


This TS contains the core requirements for the Push Service, which are sufficient to provide a complete service.


3 References


The following documents contain provisions which, through reference in this text, constitute provisions of the present document.


-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.


-
For a specific reference, subsequent revisions do not apply.


-
For a non-specific reference, the latest version applies.


-
A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same number.


[1]
3G TS 21.133: "3G Security; Security Threats and Requirements"


4 [2]
3G TS 21.905: “Vocabulary for 3GPP Specifications”


5 Definitions and abbreviations


Definitions and abbreviations used in the present document are listed in TR 21.905 [2]. For the purposes of this document the following definitions and abbreviations apply:


5.1 Definitions


Application: A value-added service provided to the Push client. The application may utilise both push and pull data transfer to deliver content.


Client: in the content of Push service the client is a device (or service) that is the subject to receive push content from a server.


End user: a person who interacts with a user agent to view, hear or otherwise use a rendered content.


Push framework: The entire Push system. The Push framework encompasses the protocols, service interfaces and software entities that provide the means to push data to user agents in the client.


Push initiator: the entity that originates push content and submits it to the push service for delivery to a user agent on a client.


Push service: service which delivers information (data/multimedia) initiated from a network application (which may be external to the PLMN) to the UE.

Server: a device (or service) that passively waits for connection requests from one or more clients. A server may accept or reject a connection to a client as part of a service (push)


User agent: is any software or device that interprets resources. This may include textual browsers, voice browsers, search engines etc.


5.2 Abbreviations


For the purposes of this document the following abbreviations apply:



URL – Uniform Resource Locator.


6 Requirements


The following list gives the high level requirements for the Push service:


6.1 General 


The Push Service shall allow a network application (which may be external to the PLMN) to initiate delivery of information to the UE.


It shall be possible to push multimedia information to the user.


Subject to settings in the User Profile, if appropriate, it shall be possible to provide the Push service without any user intervention.

The push mechanism will be efficient in the use of network resources and terminal resources.


Push services shall be able to access the user profile, presence information and location information when available, subject to the user’s privacy requirements.


It shall be possible to implement push services over a number of bearer technologies, without mandating specific implementation options.


Editors note: The following text (in quotes) is not yet agreed:


“Solutions should be available to all operators, including those who are not planning to introduce certain features (e.g. IMS, MMS, SMS, GPRS).”

Push services shall provide a single-attempt delivery mechanism.

Push services shall optionally provide a more reliable delivery mechanism, e.g. by use of a retry mechanism.


It shall be possible to provide push services over a variety of access networks.


Push services shall provide for both confirmed and unconfirmed delivery.

Addressing and Routing requirements


It shall be possible to uniquely identify push service recipients.


The addressing model shall include network addresses of the device, device identities to support devices with multiple network addresses, user identities and application level addressing (i.e. user agents). The addressing model shall be compatible with Internet specifications when applicable. 


6.2 Service Activation and Invocation


The user shall be able to manage the Push service according to his/her preferences and reconfigure his QoS
 requirements.

[note: further work required]


Abnormal Behaviour


The Push service delivery may be rejected if the UE is not able to accept the content.


The Push service delivery will be rejected if the User declines the service


[note: may need to consider other abnormal behaviour e.g. out of coverage]

 Service Provisioning and Characteristics


· The Push service must be able to negotiate Quality of Service. This shall include support for the following,


· time-to-live for Push requests (undelivered content, how long it will reside in the Push network);


· requested delivery priority (different priorities dependent on for example originator).


The Push service shall be MMI independent.


· It shall be possible for the Push initiator to deliver push-related control information together with the pushed content.


· An example of what could be included in the control part is an instruction to replace or delete information for a previously sent Push message.


· Push service shall support multiple delivery classes as initiated by either the Push initiator or the Push application:


· Immediate (e.g. within 10 seconds)


· Time sensitive (within a specified time)


· Low priority (e.g. Batch, off-peak).


Push service shall optionally support a UE capability negotiation mechanism to allow the  Push initiator and/or the network to determine the characteristics of the UE (e.g. supported content types, languages, character sets, content encoding, as well as device characteristics).


7 Push services shall support the ability to push any content type (e.g. MIME types and subtypes).


8   Security 


The user shall be able to use the Push service in a secure manner. Mechanisms shall be provided to ensure that the Push message only is sent to and accessed by the intended end-user(s). 


The “Security Threats and Requirements” specified in 22.133 [1] shall not be compromised.


The Push service shall include an optional mechanism to indicate authorized push content.


· It shall be possible to deny an unauthorized push message. An authorization may be based on the following,


· identity of the push initiator


· the destination user, device or user agent


· push related attributes such as priority and content type


It shall be possible for the user agent to control acceptance of content pushed to the client based on the trust level of the push initiator and the Push service. The trust level shall be based on the strength of the message integrity checking of the content and on the strength of the authentication of the Push initiator. The trust level information shall be made available to the user agent.


Push service shall protect the end user and the network against unsolicited push delivery of information. 


Push services shall provide end-to-end security (e.g. between the Push initiator and the UE).


Third parties must have authorization from the PLMN Operators in order to use push service.

9 Privacy


Services based on Push shall be able to determine the user's privacy requirements.


[Note: further work required]


10 Charging


Push services shall support various charging mechanisms (e.g. reverse, prepaid and reply charging etc.).


1. The following charging scenarios shall be supported:


2. Charging for push services can be subscription based.


3. Charging for push services can be based on the content, the resources used and time needed to carry out the push service.


4. Charging for push services can be based on the number of messages pushed to a receiver.


5. It should be possible to charge the receiver only, the push initiator only, or both the receiver and the push initiator.


6. It shall also be possible to mix and match the various different charging scenarios outlined above.


· It shall be possible to include the following data in the CDRs as charging information if available:


· message types, length, storage time in the network, etc


· delivering time, upload / download method,


· Push service sender / -recipient 


· number of Push messages sent


· number of Push messages received.


· roaming conditions (e.g. in a visited network)


· location conditions


· media.


11 Roaming


12 Push services shall be available globally when roaming.


13 Interworking


Further work required.
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� real-time or streaming, background, interactive








