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Lake Tahoe, USA, 9-13 July 2001
Agenda Item: 

Short report of the UE split ad hoc

Nigel Barnes, ad hoc chairman

Documents discussed.

Tdoc 601, 606, 630, 764, 735, 737

Tdoc 601 is a LS from T2 to SA1, SA3 and T3, thanking them for supporting the work, and looking forward to continued co-operation.  This document was noted.

Tdoc 606 is a LS from T2 to T3 copied to SA1, reminding T3 of the existence of TS 23.227 v4.0.0 "Application and User interaction in the UE - Principles and specific requirements", and provides some of the history behind the document.  Noted.

Tdoc 630 is a LS from S3 to SA1 amongst others: in summary the document says " The USIM is the only device with the UE environment that is authenticated, and by implication the IMSI is the only identity that is authenticated.   Authentication of the USIM can in no way be taken to imply, either explicitly or implicitly, authentication of any other component part of the UE or any identity associated with it."  In essence it is saying the extended the security architecture beyond the MT will result in a lot of work.

Tdoc 764 is a presentation providing a brief summary of the ad hoc meeting that was recently held in Newbury, with the following bullets:

•Adhoc held 3 July
•SA3 policy on UE split for IMS was unclear

•T2 scenarios cannot all be solved in Rel. 5

•Even simplest scenario has many problems

•Global Roaming at risk

•Proposal for back-to-back SIP client

•SA3 should have more information

This document was noted.

Tdoc 735 is a draft report of the Newbury meeting, which had arrived overnight.  In this document, five cases are discussed, and the conclusions reached are as follows (quote from the report):

Case 1 was divided into two subcases: simpler case with single TE and the more general case with several TEs connected to a single MT. 

For the simpler case, it was agreed that even if the application in TE is transparent for the 3GPP system, some security functionality needs to be developed for MT. Based on the proposal of BT (TD S3-010342) it was estimated that inclusion of  e.g. IMS-related application into the TE would imply non-trivial re-design of either the 3G security architecture or the MT architecture in general (or both).

As a solution for the simple case with 3GPP transparent application in TE the following solution was discussed: The user would have the responsibility for what TE is connected to the MT when the TE is transparent to / independent of the 3GPP system. Also, some access control on the B interfaces would need to be standardised. This needs further study as it looked like a substantial amount of work and may require some modification to the security architecture. SA WG3 will study this and feed back information to SA WG1 for their meeting.

The more complicated case with several TEs was not discussed separately.

Case 2 can potentially be reduced to the case 1 but some additional issues around the access control of various TEs towards the USIMs have to be taken into account.  
Case 3 would require major re-design of the 3G security architecture.

Case 4 contains several subcases. Some of them can be realized simply e.g. via existing call forwarding functionality but the more challenging cases were seen to imply major re-design of the 3G security architecture. 

Case 5 was seen to be outside of the scope of the work at least if the network has no visibility of the connection between the two terminals.

Discussion of the issues was hampered by the fact that several of the major players involved in this work, including the rapporteur of the core document were not present.  No conclusions were reached.

Tdoc 737 is a LS from S3 addressed to S1 amongst others, and apologizes that S3 ran out of time to discuss the security aspects of the UE split, and adds that the item will be a permanent item on their agendas in the future.  In addition, the LS introduces the concept of an IMS SIM, a so-called ISIM, and continues as follows:

Although ISIM and USIM are logically independent, all the following cases are possible for implementation: 

1) ISIM and USIM are implemented as a single application inside one UICC;

2) ISIM and USIM are implemented as two distinct applications inside one UICC;

3) ISIM and USIM are implemented inside two distinct UICCs.

There was some confusion over the statement in the third point, and it was decided a LS in response seeking clarification would be required.  This was drafted by the ad hoc chairman with the help of the SA1 plenary chairman, and can be found in Tdoc 739.










3GPP


