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Availability Requirements

1.0 Introduction

During discussion of S1-PS-010098 (Introducing the concept of availability) at the Dallas Presence ad-hoc meeting, Nortel Networks and Teltier took an action to further the progress on the availability definition and requirement. This contribution provides text for availability that should be discussed and added to TS 22.141 V1.2.0.

2.0 Discussion
We believe that differentiating availability, as a concept distinct from presence, is a powerful idea. Though the literature does not preclude the filtering of presence information via a subscriber’s preference rules – it is convenient to talk of ‘availability’ and ‘presence’ rather than ‘raw/unfiltered presence’ and ‘filtered presence’.

Given the current definitions of presence and privacy in TS 22.141 – it is not possible to model the situation where a presentity can ensure that different sets of presence information are delivered to different watchers at the same instance unless explicit tuples are created for each specific watcher or group of watchers which is impractical. This is illustrated in Figure 1 below:
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Figure 1: Availability allows presentity to modify presence information.

Please note that an explicit presence server is not depicted, as it is important to keep the figure general and not suggest any implementation.

It is intended that the presence information delivered will be affected by several factors – watcher, principals’ personal preferences and policies etc. This is another component of privacy requirements.

It is also important to contrast the concept of availability to Access Rules a. It is evident that access rules as defined in TS 22.141 either provide or deny presence information to watchers, however all or part of the same information may be provided. Availability allows presence information to be modified/computed, based on the dynamic application of a set of rules. 

We see availability rules complementary to the access rules and capturing a distinct subset of the privacy requirements. Access rules are static controls in the sense that they specify which portion of the presence information is accessible to whom. Availability rules are dynamic controls in the sense that they specify what the presence information disseminated to a watcher is at any time based on the current context.

3.0 Proposal
It is proposed that the following text be added to TS 22.141 V1.2.0.

3.1
Definitions

availability:  a property of a presentity denoting its ability and willingness to communicate based on factors such as the identity or properties of the watcher and the preferences and/or policies that are associated with the presentity.
11.2
Access rules

The principal that controls the presentity shall be able to define access rules, in order to control how the presentity’s presence information is made available for watchers.

These access rules shall define:

· a list of watchers allowed access to the presentity’s presence information. This list can be defined in several ways. For example: watchers x and y are allowed, or every watcher is allowed except watcher z…

· the validity of the access authorisation granted for a given watcher. The access to the presentity’s presence information can be restricted for a certain period, or during specific periods of the day.

· the attributes of the presentity’s presence information that can be made available to a given watcher.

· the presentity's ability to provide different  presence information based on the watcher and principal's preferences (e.g. its availability). For example: watcher x receives 'Online/Instant Messaging/im:a@there.com', while watcher y receives 'Offline/Instant Messaging/im:a@there.com'.
A set of default access rules shall be defined by the principal.

The Home Environment shall be able to override the privacy requirements if needed. (c.f. legal interception requirement in clause 5.3)
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