	3GPP TSG-SA1 

Helsinki, 7-11 May, 2001
	S1- 010387




Source:
UMTS Forum/3GPP Workshop, Sophia Antipolis, 23-24 April 2001
Title:
Action points for SA1 

Document for:
Discussion and agreement
Contacts:
Antonella Napolitano (antonella.napolitano@mail.blu.it) and

 
Paola Tonelli (Paola.Tonelli@vodafone-us.com)

___________________________________________________________________________

1. Introduction

The UMTS Forum and 3GPP held a two-day Workshop with the purpose to identify the essential technology enablers for the key 3G service categories and relate them to work items in the major standards and industry fora. The primary goal of the workshop was to establish priorities for future standardisation development and to identify gaps, if any, in the current standards process. The workshop started with presentations on the recent UMTS Forum findings on service revenue opportunities, developments in the Internet and multimedia industries, and the current status of standardisation activities.  A group discussion followed on essential technology enablers required to deliver service capabilities from a market perspective. 

Break out groups were then tasked with mapping the identified technology enablers onto work items (features and building blocks) in three key standardisation areas.

2. Workshop Breakout Groups

The breakout groups covered the following areas:  1) Network Infrastructure 2) Services Architecture and Principles, 3) Terminals and Applications and 3).  The output of these groups will be directed to the appropriate TSG/WG in 3GPP, to ensure that new standardisation items or enhancements to current work items will be properly included in the work plan.  This contribution contains action items that the Workshop agreed should be directed to SA1.

3. Topics Discussed and Actions for SA1
	Issue or Question
	Discussion
	Conclusion
	Addressee & Action

	1. Billing
	Third-party billing is required to enable roaming while using third-party applications. This implies defining the billing interface to support the commercial relationship between ASPs, ISPs and operators, both on-line and off-line. The focus for e/m-commerce is end-to-end billing, e.g., the transaction between a user and an on-line bookshop.
	Request SA1 for clear definition of on-line billing and pre-paid.

	SA1 to clearly define on-line billing and pre-paid.


	Questions
	How to get the application-dependent charging information? How to derive billing information, from which NE?

What are the means to collect third party information for billing?

Who is addressing billing, charging standards (SA5, GSMA TADIG, IPDR)?

What concepts should be pursued to allow for multi-party charging?

What is the information we need for multi-party billing? 

Relation between address <-> service/application <-> billing information? 

What is the unique identifier for service/application and how to relate it to user/subscriber?

Which bodies should deal with billing issues?
	Request SA5 (SA2, SA1) to look at a common concept for third party billing and develop a generic interface (covering on-line & pre-paid, event charging, successful invocation of service etc.). 

This should be a joint effort of GSMA, European Billing, IPDR...

Note:  On-line trading end-to-end is transparent to the network; there are no additional requirements.
	SA5: To develop concept and interface 

GSMA: To elaborate any additional requirements, looking at payment models and current commercial relationship and contribute to SA5 work

UMTS Forum: To create the list of groups/fora etc.

	2. APIs
	Standard APIs are necessary and CN5, SA2 and T2 are working on this (terminal and network based).  However, it is difficult for 3GPP to capture requirements from third parties and ensure that the ISP service developer community is aware of the specific requirements of the mobile world, e.g., QoS.
	.
	

	Question
	What APIs do we need?
	ITC group of UMTS Forum, GSMA (whatever body within GSMA) and 3GPP to try to develop a guideline for application developers. Also, identify the interface requirements and APIs
	No specific action for S1

	3. Privacy & Security 
	End-to-end security for intranet access (corporate) and m-commerce is the most important issue.
	
	

	End-to-end security for intranet access (corporate) and m-commerce

Question
	IPv6 will provide many of the security mechanism needed. However, IPv4 will stay alive for some time. IPsec can be used with IPv4. It would need to be mandated by the operator community.  Security requirements should be identified per service category. SA3 has done good work in this area and there are no obvious issues left out.  SA1 does a case-by-case analysis.

Is it possible to express security requirements from a service architecture point of view, e.g., per application and not only from network architecture perspective?  For the overall approach the suitability of solutions for the mobile environment needs to be reflected, e.g., to keep signalling load to a reasonable level.
	Request to consider the security issues while doing the service requirements analysis.

Request GSMA SG to carry out a risk analysis.
	SA1 to analyse security issues, while analysing service requirements. 
GSMA to do a risk analysis

	Security of addressing & numbering
	The current E.164 concept assumes that only authorised parties can handle addresses with no possibility of fraud. As soon as address translation becomes necessary, there is no guarantee against fraud. DNS security is an issue that goes beyond the mobile world.
	To invite SA3 to study the matter jointly with TIPHON.
	No specific action for S1

	Privacy: end user and regulatory requirements

Questions
	In GSM CLI service and CLIR allow privacy. 

What are the mechanisms for LCS?  

Who is allowed to put somebody on a “buddy” list for Instant Messaging service? 

What data need to be covered?

What groups are working on privacy, e.g. WAP Forum, IETF, LIF?

What about privacy of DNS? 

What can 3GPP do when applications sit on top of the bearer without operator knowledge? 

Where do we capture regulatory requirements?  (We also need some mechanism where regulators could try to develop a common view)

Possibly SA could address privacy aspects form a generic point of view (generic privacy definitions) and elaborate guidelines for service development. Those guidelines would need to be applied when developing services. 

After discussing privacy requirements for presence services, S1 concluded that any solution needs to be very flexible to cater for different cultures etc.  Privacy requirements need to be addressed by service.
	Invite GSMA L&R to gather regulatory requirements as a permanent task and to submit it to SA1 and SA3.

Request SA1 to take the lead, elaborate user requirements and liaise with user groups, starting appropriate co-ordination with external bodies.
	 GSMA L&R

SA1 to elaborate user requirements and liaise with user groups, starting appropriate co-ordination with external bodies

	4. Numbering & Addressing, incl. IPv6
	Inter-working (incl. E.164 and host addressing)
	
	

	
	
	
	John Horrocks to elaborate the input paper for SA2.

No specific action for SA1

.

	
	Transition from IPv4 ->  identify the road map from operators perspective.
	GSMA needs to take-up the scenarios and to elaborate the road map.

IPv6 Forum to address the speed of migration of the industry.

GSMA and IPv6 Forum need to co-operate.
	No specific action for S1

	5. Portal services
	
	
	

	Questions
	Are portal services within the scope of 3GPP?  Can we store all the different browsers in the handset?  What are the conceptual idea and the architecture?

What are the standards used at portal premises, what browsers handsets need to support?  

What are the roles of network, handset and portal in regard to personalisation, to cater for roaming etc.?

How can the operator community move up the value chain and provide these mobile portals? 

What are the requirements in terms of standards, mark-up language etc.? 

CSCF architecture handles most of the issues raised. Probably the definition of a portal needs to be improved. The portal function is usually not part of the ISP, it provides for personalisation, charging, content management etc.

Currently there is some level of co-ordination, e.g., MExE does reference WAP specifications.

3GPP is not necessarily required to develop standards, but rather develop guidelines, identify de-facto or other standards in order to facilitate implementation of services and up-take by customers, by reducing options to a manageable amount.
	Request GSMA and UMTS Forum to develop requirements, e.g., in a dedicated workshop. (GSMA should take the lead).  Analysis from the UMTS Forum to be used as an input.  SA1, T2 and WAP Forum would be expected to provide inputs

Results to be available for the Long-term Vision Workshop in October 2001.
	GSMA and UMTS Forum Operators Group. GSA and other MRPs will offer input.

SA1 to provide input as well.

	6. Terminals and Applications
	
	
	

	Privacy and protection of copyrighted content 
	Privacy and protection of copyrighted content, e.g., with streaming
	Request S1 to analyse requirements
	S1 to analyse requirements

	Digital Rights Management
	DRM architecture identifies author, owner, etc. in addition to protections above
	Request S1, S2, S3, S4, T2 to analyse requirements and a secure architecture for DRM and liaise and co-ordinate with other bodies, such as SDMI Request S1 to investigate DRM
	S1 to investigate requirements for DRM

	Mailbox handling 
	How to control download or other handing of messages stored in the network, e.g., storage time control by sender or recepient?
	
	SA1 to consider requirements 

	One-stop login to a portal
	How should the network authenticate the to the terminal?  Is there a need for additional authentication mechanisms?
	
	SA1 to consider requirements 

	Notification
	How should external events are notified to the terminal (essential for Unified Messaging)
	
	SA1 and SA2 should analyse and co-ordinate with IETF, where this work is underway

	Instant Messaging (excluding presence)
	
	
	SA1 to consider this issue

	Uplink Streaming 
	From camera on the terminal to the server, memory in the terminal
	
	SA1 should review if Stage 1 text is required

	Orientation data
	The direction in which the handset is pointed
	
	May be underway elsewhere (LIF), SA1 might what to consider it

	Ring tones, graphics
	What are the requirements for minimum formats for downloading objects, e.g., ring tones and graphics, to allow these and other objects to be exchanged between devices from different manufacturers
	
	SA1 to consider
T2 as well

	Data synchronisation across multiple devices and network elements
	
	
	SA1 to consider


4. Conclusions

The UMTS Forum/3GPP Workshop requests SA1 to develop requirements for the following technology enablers:

· On-line billing and pre-paid for m-commerce applications involving transactions with third parties
· Security by service category, in particular for m-commerce applications and Intranet Access
· User privacy, e.g., for Instant Messaging and Location-based Services) 
· Mobile Portal Service
· Several capabilities as defined under Terminal and Applications

