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1
Description
As part of the ongoing maintenance of 3GPP stage 1 specifications, this document proposes alignment between the Release 17 and 18 UAS requirements in TS 22.125 with what has been achieved in downstream groups.
2
Analysis

	Requirement
	Met?
	Comment

	[R-5.1-002] The 3GPP system shall be able to provide UTM with the identity/identities of a UAS.
	
	TS 23.526 clause 5.2.5.2.3

	[R-5.1-003] The 3GPP system shall enable a UAS to send UTM the UAV data which can contain: unique identity (this may be a 3GPP identity), UE capability of the UAV, make & model, serial number, take-off weight, position, owner identity, owner address, owner contact details, owner certification, take-off location, mission type, route data, operating status.
	
	TS 23.526 clause 5.2.2

	[R-5.1-004] The 3GPP system shall enable a UAS to send UTM the UAV controller data which can contain: unique identity (this may be a 3GPP identity), UE capability of the UAV controller, position, owner identity, owner address, owner contact details, owner certification, UAV operator identity, UAV operator license, UAV operator certification, UAV pilot identity, UAV pilot license, UAV pilot certification and flight plan.
	
	TS 23.526 clause 5.2.2

	[R-5.1-005] The 3GPP system shall enable a UAS to send different UAS data to UTM based on the different authentication and authorizations level which are applied to the UAS.
NOTE 0: Subject to the regional regulation, the different authentication and authorization levels can be: the initial network access authentication and authorization, UAS identity authentication, UAV flight plan authorization, additional UTM service authentications, such as flight monitoring, collision avoidance services, so on.
	
	TS 23.526 clause 5.2.2

	[R-5.1-006] The 3GPP system shall support capability to extend UAS data being sent to UTM with the evolution of UTM and its support applications in future. 
	
	TS 23.526 clause 5.2.2

	[R-5.1-007] Based on regulations and security protection, the 3GPP system shall enable a UAS to send UTM the identifiers which can be: IMEI, MSISDN, or IMSI, or IP address.
	
	TS 23.526 clause 5.2.2

	[R-5.1-008] The 3GPP system shall enable a UE in a UAS to send the following identifiers to a UTM: IMEI, MSISDN, or IMSI, or IP address
	
	SA2: Not supported by design to avoid exposure of private information that shall not be exposed for security
SA2 rapporteur indicates that this requirement should be deleted permanently as the exposure of these parameters is not enabled, and it is forbidden to expose these identifiers (apart from IP address) outside 3GPP unless the MNO does so to trusted entities.
These parameters are not included in the UUAA Payload message which passes transparently from UAV to UTM. UUAA Payload only contains application layer information.
UUAA Aviation Payload: Contains application layer information provided by the UAS to USS and is transparent to the 3GPP System

	[R-5.1-009] The 3GPP system should enable an MNO to augment the data sent to a UTM with the following: network-based positioning information of UAV and UAV controller.
NOTE 1: This augmentation may be trust-based (i.e. the MNO informs the UTM that the UAV position information is trusted) or it may be additional location information based on network information, such as OTDOA, cell coordinates, synchronization source, etc.

NOTE 2: This requirement will not be applied to the case which the UAS and UTM has direct control communication connection without going through MNO, such as OTDOA, cell coordinates, synchronization source, etc.
	
	SA2: Not supported by decision during TR phase of SA2. However, some of this is supported by SA6 mechanisms.

SA6: Partially met by use of SEAL, TS 23.255 clause 7.1.3
Proposal is to add the following note:

NOTE 2a:
This requirement is partially fulfilled by mechanisms in this release.



	[R-5.1-010] The 3GPP system shall enable UTM to inform an MNO of the outcome of an authorisation to operate.
	
	TS 23.526 clause 5.2.2

	[R-5.1-011] The 3GPP system shall enable an MNO to allow a UAS authorisation request only if appropriate subscription information is present.
	
	TS 23.526 clause 5.2.2

	[R-5.1-012] The 3GPP system shall enable a UAS to update a UTM with the live location information of a UAV and its UAV controller.
	
	TS 23.526 clause 5.3

	[R-5.1-013] The 3GPP network should be able to provide supplement location information of UAV and its controller to a UTM.
NOTE 3: This supplement may be trust-based (i.e. the MNO informs the UTM that the UAV position information is trusted) or it may be additional location information based on network information.
	
	TS 23.526 clause 5.3

	[R-5.1-014] The 3GPP network shall support UAVs and the corresponding UAV controller are connecting to different PLMNs at the same time.
	
	System design assumes only data channel needed between UAV and UAV-C when both are using Uu, therefore this is met by standard network functionality

	[R-5.1-014a] The 3GPP system shall support UAVs and the corresponding UAV controller are connecting to different PLMNs at the same time.
	
	System design assumes only data channel needed between UAV and UAV-C when both are using Uu, therefore this is met by standard network functionality

	[R-5.1-015] The 3GPP system shall provide the capability for network to obtain the UAS information regarding its support of 3GPP communication capabilities designed for UAS operation. 
	
	TS 23.526 clause 4.2.6 using N1 interface

	[R-5.1-016] The 3GPP system shall support the UAS identification and subscription data which can differentiate the UAS with UAS-capable UE and the UAS with non-UAS-capable UE. 
NOTE 4: UAS-capable UE refers to the UE which support interaction capability with UTM and certain 3GPP communication features which 3GPP provides for UAS.
	
	TS 23.526 clause 4.3.3

	[R-5.1-017] The 3GPP system shall support the UTM in detection of UAV operating without authorization.
NOTE 5: the scenarios covered by the requirement above are FFS.

	
	TS 23.526 clause 5.2.3.3

Only partially covered. The cases not covered are not in scope of 3GPP.
Proposal to add the following note to the requirement:

NOTE 0:  The above requirement exceptionally  refers to service enablement layer exposure mechanisms whereas typically service requirements can be fulfilled by solutions at any layer.



	NOTE:  The following requirements are valid for both centralized and decentralized UTM.
	
	System design does not need to account for decentralised UTM as this would be handled by UTM directly.

	[R-5.2.1-001] The 3GPP system shall provide a mechanism for a UTM to provide route data, along with flight clearance, to a UAV.
	
	TS 23.526 clause 5.2.2.1, step 6

	[R-5.2.1-002] The 3GPP system shall be able to deliver route modification information received from a UTM to a UAS with a latency of less than 500ms.
	
	TS 23.526 clause 5.2.4.3, KPI achieved based on generic Uu performance

	[R-5.2.1-003] The 3GPP system shall be able to deliver the notifications received from a UTM to a UAV controller with a latency of less than 500ms.
	
	TS 23.526 clause 5.2.4.3, KPI achieved based on generic Uu performance

	[R-5.2.1-004] Based on MNO policies and/or regulatory requirements, the 3GPP system shall enable the UTM to take over the communication used to control the UAV.
	
	TS 23.526 clauses 5.2.8, 5.2.9


	[R-5.2.2-001] The 3GPP system shall enable a UAV to broadcast the following data for identifying UAV(s) in a short-range area for collision avoidance: e.g. UAV identities if needed based on different regulation requirements, UAV type, current location and time, flight route information, current speed, operating status.
	
	TS 23.526 clause 5.6.1

	[R-5.2.2-002] The 3GPP system shall be able to support a UAV to transmit a message via network connection for identifying itself as an UAV to the other UAV(s).
	
	TS 23.526 clause 5.6.1

	[R-5.2.2-003] The 3GPP system shall enable UAV to preserve the privacy of the owner of the UAV, UAV pilot, and the UAV operator in its broadcast of identity information.
	
	SA2: 3GPP does not possess such information and therefore no mechanism is required to ensure it is not exposed. This is automatically enabled.

	[R-5.2.2-004] The 3GPP system shall enable a UAV to receive local broadcast communication transport service from other UAV in short range.
	
	TS 23.526 clause 5.6.1

	[R-5.2.2-005] A UAV shall be able to use a direct UAV to UAV local broadcast communication transport service in the coverage or out of coverage of a 3GPP network.
	
	TS 23.526 clause 6.1.1. Requires prior configuration

	[R-5.2.2-006] A UAV shall be able to use a direct UAV to UAV local broadcast communication transport service when the sending and receiving UAVs are served by the same or different PLMNs.
	
	TS 23.526 clause 6.1.1.

SA2: Only possible when UEs use the same sidelink carrier
Propose adding the following note:

NOTE 5b:
Per TS 23.526, this requirement is only met in the case where the sending and receiving UAVs are using the same sidelink carrier.



	[R-5.2.2-007] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service at relative speeds of up to 320kmph.
	
	RAN1: Based on  RAN1  simulations for V2V. The Rel-18 WI for UAV had no sidelink scope in RAN1. Formally, the answer to all the sidelink KPI requirements is: “Unknown” but potentially an inference can be made that UAV sidelink performance may be similar to V2V sidelink performance

	[R-5.2.2-008] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service with variable message payloads of 50-1500 bytes, not including security-related message component(s).
	
	

	[R-5.2.2-009] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service which supports a range of up to 600m.
	
	

	[R-5.2.2-010] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service which can transmit messages at a frequency of at least 10 messages per second.
	
	

	[R-5.2.2-011] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service which can transmit messages with an end-to-end latency of at most 100ms.
	
	


	[R-5.4-001] The 3GPP system shall protect the transport of data between the UAS and UTM.
	
	SA3: as any user plane traffic transported by an MNO, security between the UE and the UPF/PGW is provided. Beyond Sgi/N6 is not in the scope of 3GPP, and could not be enforced by 3GPP

	[R-5.4-002] The 3GPP system shall protect against spoofing attacks of the UAS identities.
	
	TS 23.526 clause 4.5.2
SA2: makes an explicit assumption that protection against attacks on the UAS identifies will be managed by the UTM/USS

	[R-5.4-003] The 3GPP system shall allow non-repudiation of data sent between the UAS and UTM at the application layer.
	
	SA2: No requirements can be placed on 3GPP for application layer data

	[R-5.4-004] The 3GPP system shall support the capability to provide different levels of integrity and privacy protection for the different connections between UAS and UTM as well as the data being transferred via those connections. 
	
	SA2: No requirements can be placed on 3GPP for application layer data

	[R-5.4-005] The 3GPP system shall support confidentiality protection of identities related to the UAS and personally identifiable information.
	
	SA2: No requirements can be placed on 3GPP for application layer data
The UUAA Payload message may contain application layer identify PII during the authentication and authorization, so general SA3 authentication and authorization mechanism should  cover that between UAV and UPF.
Propose to add the following note:

NOTE: Generic 5G security between UE and UPF provides confidentiality protection.

	[R-5.4-006] The 3GPP system shall support regulatory requirements (e.g. Lawful Intercept) for UAS traffic.
	
	SA2: Uu and PC5 standard LI mechanisms supported


	[R-6.2-001] The 3GPP system shall provide means to allow a 3rd party to request and obtain real-time monitoring the status information (e.g., location of UAV, communication link status) of a UAV.
	
	TS 23.526 clause 4.4.1.1

	[R-6.2-002] Based on operator 's policy, the 3GPP system shall provide means to provide a 3rd party with the information regarding the service status for UAVs in a certain geographical area and/or at a certain time.
NOTE:  Service status is about the information of whether the communication service to the UAV can be provided with a certain QoS by the network.
	
	TS 23.502 clause 5.2.6.16
TS 23.288


	[R-6.3-001] The 3GPP network shall be able to support network-based 3D space positioning (e.g., with altitude 30~300m) of a UE onboard UAV.
	
	TS 23.501
SA2: Standard positioning service

	[R-6.3-002] The 3GPP system shall be able to notify the authorized third party of potential stopping of connectivity service before the UE onboard of UAV enters an area (e.g., due to altitude) where the connectivity service is not authorized for the UE.
	
	SA2: TS 23.526 clause 5.2.8 is related but there is no facility to pre-warn the 3rd party, only at renegotiation. Being addressed in Rel. 19 work


	[R-6.4-001] The 5G system shall be able to support UxNBs to provide enhanced and more flexible radio coverage.
	
	RAN2: RAN nodes on UAVs. Covered by mobile IAB.
After extensive research, we can confirm that Mobile IAB for UAV is not in Rel-18 scope. However, this use case has been discussed for Rel-19. The Rel-19 RAN SI on Additional Topology Enhancements includes Wireless Access Backhaul (WAB) (RP-234041), which should support the UAV use case. There is also an ongoing SA2 SI on WAB.

	[R-6.4-002] The 3GPP system shall be able to provide suitable means to control the operation of the UxNBs (e.g. to start operation, stop operation, replace UxNB etc.).
	
	RAN2: RAN nodes on UAVs. Covered by mobile IAB

	[R-6.4-003] The 3GPP system shall be able to provide means to minimize power consumption of the UxNBs (e.g. optimizing operation parameter, optimized traffic delivery).
	
	RAN2: RAN nodes on UAVs. Covered by mobile IAB

	[R-6.4-004] The 3GPP system shall be able to minimize interference e.g. caused by UxNBs changing their positions.
	
	RAN2: RAN nodes on UAVs. Covered by mobile IAB


	[R-6.5-001] The 3GPP system shall support C2 communication with required QoS for pre-defined C2 communication models (e.g. using direct ProSe Communication between UAV and the UAV controller, UTM-navigated C2 communication based on flight plan between UTM and the UAV).
	
	TS 23.526 clause 5.4

	[R-6.5-002] The 3GPP system shall support C2 communication with required QoS when switching between the C2 communication models.
	
	TS 23.526 clause 5.4

	[R-6.5-003] The 3GPP system shall support a mechanism for the UTM to request monitoring of the C2 communication with required QoS for pre-defined C2 communication models (e.g. using direct ProSe Communication between UAV and the UAV controller, UTM-navigated C2 communication between UTM and the UAV).
	
	TS 23.501 clause 5.45, QoS monitoring


	Use case
	Services
	Data rate


	End to end Latency
	Altitude AGL
	service area

(note 4)
	
	

	1
	8K video live broadcast
	 100Mbps

UAV 

originated 
	200 ms
	<100 m
	Urban, scenic area
	
	RAN1: Based on generic Uu performance, not specific to UAS

	
	
	600Kbps

UAV 

terminated
	20 ms
	<100 m
	
	
	

	2
	Laser mapping/

HD patrol

Note 7
	120Mbps

UAV 

originated

Note 1
	200 ms
	30-300 m
	Urban, rural area, scenic area
	
	

	
	
	300Kbps

UAV 

terminated
	20 ms
	30-300 m
	
	
	

	3
	4*4K AI surveillance
	120Mbps

UAV 

originated 
	20 ms
	<200 m
	Urban, rural area
	
	

	
	
	50Mbps

UAV terminated 
	20 ms
	<200 m
	
	
	

	4
	Remote UAV controller through HD video
	>=25Mbps 

UAV 

originated 

(Note 3)
	100 ms
	<300 m 
	Urban, rural area
	
	

	
	
	300Kbps

UAV 

terminated
	20 ms
	<300 m 
	
	
	

	5
	Real-Time Video
	0.06 Mbps w/o video

UAV

originated
	100 ms


	-
	Urban, rural, countryside
	
	

	6
	Video streaming
	4 Mbps for 720p video

9 Mbps for 1080p video

UAV 

originated
	100 ms


	-
	Urban, rural, countryside
	
	

	7
	Periodic still photos
	1Mbps

UAV 

originated 

1S
0.1m
<120m
-

Urban, rural area


	1s
	<120 m
	Urban, rural, countryside


	
	

	NOTE 1:   The flight average speed is 60km/h. The KPI is referring to [5].

NOTE 2:   The latency is the time of the 5G system provide higher accuracy location information of a UAV to a third party.

NOTE 3:   Referring to clause 5.2.2, the absolute flying speed of UAV in this service can be up to 160km/h. 

NOTE 4:   The density of active UAV is 10/200km2. The maximum altitude is 300m. The flight average speed is 60km/h.
	
	


	Control Mode
	Function
	Typical Message Interval


	Max UAV ground speed
	Typical message Size

(note 1)
	End to end Latency


	Reliability

(note 2)
	Positive ACK

(note 8)
	
	

	Steer to waypoints (note 3)
	UAV terminated C2 message
	>=1 s
	300 km/h


	100 byte


	1 s
	99.9%
	Required
	
	RAN1: Based on generic Uu performance, not specific to UAS

	
	UAV originated C2 message

(note 4)
	1 s
	
	84-140 byte
	1 s
	99.9%
	Not Required
	
	

	Direct stick steering 

(note 5)
	UAV terminated C2 message
	40 ms

(note 6)
	60km/h
	24 byte
	40 ms
	99.9%
	Required 
	
	

	
	UAV originated C2 message 

(note 7)
	40 ms
	
	84-140 byte
	40 ms


	99.9%
	Not Required
	
	

	Automatic flight on UTM

(note 10)

 
	UAV terminated C2 message
	1 s     
	300 km/h


	<10 kbyte
	5 s (note 9)
	99.9%
	Required
	
	

	
	UAV originated C2 message
	1 s

(note 9)
	
	1500 byte 
	5 s

(note 9)
	99.9% 
	Required
	
	

	Approaching Autonomous Navigation Infrastructure
	UAV terminated C2 message
	500 ms
	50 km/h
	4 kbyte
	10 ms
	99%
	Required
	
	

	
	UAVoriginated C2 message
	500 ms
	
	4 kbyte
	140 ms
	99.99%
	Required
	
	

	NOTE 1: Message size is at the application layer and excludes any headers and security related load. The numbers shown are typical as message size depends on the commands sent and is implementation specific.

NOTE 2: Message reliability is defined as the probability of successful transmission within the required latency at the application layer while under network coverage.

NOTE 3: Video is neither required nor expected to be used for steering in this mode.

NOTE 4: It may be possible to transmit this message on an event driven basis (e.g. approaching a geo fence). A status message may, but is not required to, be sent as a response to a control message.

NOTE 5: A video feedback is required for this mode. The KPIs for video are defined in table 7.2-2.

NOTE 6: UAVs on-board controllers typically update at either 50Hz (20ms) or 25Hz (40ms).

NOTE 7: A status message may, but is not required to, be sent as a response to a control message A 1Hz slow mode also exists.

NOTE 8: Positive ACK is sent to the originator of the message (i.e. UAV controller and / or the UTM). The 5G system makes no assumption whether an appropriate ACK is sent by the application layer.

NOTE 9: At the application layer, the C2 communication between a UAV and UTM can be allowed to experience much longer traffic interruptions, e.g. timeouts of 30 s on the uplink and 300 s on the downlink.

NOTE 10: This only represents periodic message exchange during a nominal mission in steady state. Itdoes not represent unusual or aperiodic events such as conveying dynamic restrictions or a flight plan to the UAV on the downlink.
	
	


	Scenario 

(note 2)
	Data rate
	End to end Latency
	Reliability

(note 1)
	Direction
	Positive ACK required
	
	

	VLOS (visual line of sight)
	2 Mpbs at 480 p, 30 fps
	1 s
	99.9%
	Sent by UAV
	Not Required
	
	RAN1: Based on generic Uu performance, not specific to UAS

	Non-VLOS
	4 Mbps at 720 p, 30 fps
	140 ms
	99.99%
	Sent by UAV
	Not Required
	
	

	NOTE 1:  Message reliability is defined as the probability of successful transmission within the required latency.

NOTE 2:  Maximum UAV speed is same as control mode of direct stick steering in 7.2-1
	
	


	Scenario
	Accuracy

(95 % confidence level)
	Availability
	Heading
	Latency for position estimation of UE
	UE Speed
	Corresponding Positioning Service Level in TS 22.261
	
	

	
	Horizontal accuracy
	Vertical accuracy
	
	
	
	
	
	
	

	8K video live broadcast
	[0.5 m]
	[1 m]
	99%
	
	1s
	[<120 km/h]
	5
	
	RAN1: Based on generic positioning performance, not specific to UAS

	Laser mapping/

HD patrol
	[0.5 m]
	[1 m]
	99%
	
	1s
	[<120 km/h]
	5
	
	

	4*4K AI surveillance
	[0.1 m]
	
	
	
	
	[<60 

km/h]
	
	
	

	Remote UAV controller through HD video
	[0.5 m]
	[1 m]
	99%
	
	1s
	[<120 km/h]
	5
	
	

	Periodic still photos
	[0.1 m]
	[1 m]
	
	
	
	[<60 km/h]
	
	
	

	NOTE: The positioning accuracy in this table is not related to navigation or safety. 
	
	


	[R-7.4-001] The 5G system shall support a mechanism to switch between C2 communication modes for UAS operation, e.g. from indirect C2 communication to direct C2 communication, and ensure the disconnect time is below the latency requirements.
	
	SA2: TS 23.304 clause 6.5.5.2 "the application layer procedures are used for service continuity support which is out of scope of this specification."

	[R-7.4-002] The 3GPP system shall enable concurrent communications between the UAV-controller and UAV and between the UTM and the UAV that may require different KPIs. 
	
	SA2: TS 23.501. Consider the use of different flows for different traffic types, each with a different QoS

	[R-7.4-003] The 3GPP system shall be capable of switching between the KPIs, as requested by the UAV-controller or the UTM, within [500ms].  
	
	QoS modification can be achieved using the following:

TS 23.501 - NEF for UTM

TS 23.502 -  PDU Session Modification for UE


3
Proposal

It is proposed that this paper is endorsed as a proposed way forward, and that the accompanying CR to this paper is agreed to appropriately align v18.0.0 of TS 22.125 with the progress in other 3GPP WGs.
