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[bookmark: _Toc535258936]Start of changes
[bookmark: _Toc146301160][bookmark: _Toc45388171][bookmark: _Toc138427756][bookmark: _Toc45388174][bookmark: _Toc138427759][bookmark: _Toc45388222][bookmark: _Toc138427808]6.7.3	Administrative
[R-6.7.3-001] The MCX Service should provide a mechanism for an MCX Service Administrator to configure whether the presence on the network of a particular MCX User is available.
[R-6.7.3-002] The MCX Service should provide a mechanism for an MCX Service Administrator to configure which MCX Users may determine whether a particular MCX User is present on the network.
[R-6.7.3-003] The MCX Service should provide a mechanism for an MCX Service Administrator to configure whether the ability to participate in Private Communications of a particular MCX User is available.
[R-6.7.3-004] The MCX Service should provide a mechanism for an MCX Service Administrator to configure which MCX Users may determine whether a particular MCX User is capable of participating in a Private Communication.
[R-6.15.6.2-004a] The MCX Service shall provide a mechanism for an authorised user to update the pre-defined criteria during an on-going Ad hoc Group Emergency Alert.
Void
[R-6.7.3-005] The MCX Service shall provide a mechanism for an MCX Service Administrator to configure which MCX Users, within their authority, are authorized to place a Manual Commencement Private Communication (without Floor control).
[R-6.7.3-006] The MCX Service shall provide a mechanism for an MCX Service Administrator to configure which MCX Users, within their authority, are authorized to place an Automatic Commencement Private Communication (without Floor control).
[R-6.7.3-007] The MCX Service shall provide a mechanism for an MCX Service Administrator to configure for a particular authorized MCX User, a set of MCX Users under the same authority to which a Private Communication (without Floor control) can be made by this particular MCX User.
[R-6.7.3-007a] The MCX Service shall provide a mechanism for an MCX Service Administrator to configure for a particular authorized MCX User, a set of MCX Users under the same authority from which Private Communication (without Floor control) is allowed to this particular MCX User. 
 [R-6.7.3-008] The MCX Service shall provide a mechanism for an MCX Service Administrator to configure the maximum duration for Private Communication for MCX Users within their authority.
	NOTE: 	The maximum duration can be set to infinite. 
Next change
[bookmark: _Toc146301215][bookmark: _Toc45388244][bookmark: _Toc146301207][bookmark: _Toc45388200][bookmark: _Toc138427785]6.15.6.2	General aspects
[R-6.15.6.2-001] The MCX Service shall support an MCX Service Ad hoc Group Emergency Alert capability, which on initiation by an MCX User causes that MCX UE to send an MCX Service Ad hoc Group Emergency Alert and may put that MCX User into the MCX Service Emergency State.
[R-6.15.6.2-002] The MCX Service shall provide a means for an authorized user to be able to activate the MCX Service Ad hoc Group Emergency Alert capability.
[R-6.15.6.2-003] The MCX Service Emergency Alert shall contain the following information: Location information, MCX Service User ID, Functional Alias, Criteria for determining list of participants, available MCX Services, additional information related to the alert, and the user's Mission Critical Organization name.
[R-6.15.6.2-004] The MCX Service shall provide a mechanism for the initiator of an MCX Service Ad hoc Group Emergency Alert to request that the list of participants is to be determined and updated by the MCX Service system using pre-defined criteria.
[R-6.15.6.2-004a] The MCX Service shall provide a mechanism for an authorised user to update the pre-defined criteria during an on-going Ad hoc Group Emergency Alert. 
[R-6.15.6.2-005] The MCX Service Ad hoc Group Emergency Alert shall be distributed to the list of participants determined by the MCX Service system.
[R-6.15.6.2-005a] When the list of participants is determined and updated by the MCX Service system, the MCX Service shall provide notifications to the relevant participants and authorized users.
[R-6.15.6.2-006] The MCX Service shall support MCX Service Ad hoc Group Emergency Alert cancellation by authorized MCX Users.
[R-6.15.6.2-007] The MCX Service shall provide a mechanism for an authorised user which is participant of an active MCX Service Ad hoc Group Emergency Alert to set up group communications using the ad hoc group.
[R-6.15.6.2-008] When an MCX Service Ad hoc Group Emergency Alert is cancelled and ongoing calls in the ad hoc group are terminated the ad hoc group shall not persist.
End of changes

