	
3GPP TSG-SA WG1 Meeting #104 	S1-233143
Chicago, United States, 13 - 17 November 2023	Revision of S1-23xxx
[bookmark: _Toc103935714][bookmark: _Toc103935715]
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	22.261
	CR
	0745
	rev
	-
	Current version:
	19.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	X
	Core Network
	X



	

	Title:	
	TS.22.261_Updating of functional requirements

	
	

	Source to WG:
	OPPO

	Source to TSG:
	SA1

	
	

	Work item code:
	AIML_MT_PH2
	
	Date:
	2023-11-2

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-19

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 	release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	There are two notes in the current requirements as below, it exclude the possibility to share user’s specific position to 3rd party even if user consent is made. However, today, 3GPP specs such as the LCS (text abstracted below) provides the possibility to share user’s specific position to 3rd party. 
As the requirements is depending on “subject to user concent, regulation, and operator policy”, it has no need to have such absolute limitation.
Based on user consent, operator policy and trusted 3rd party request, the 5G system shall be able to support means to monitor the QoS characteristics (e.g. data rate, latency) of traffic transmitted via direct device connection or relayed by a UE, and 5G network expose the monitored information to the 3rd party.
NOTE:  The monitoring information doesn’t include user position-related data.
Subject to user consent, regulation, trusted 3rd party’s request and operator policy, the 5G network shall be able to expose information to assist the 3rd party to determine candidate UEs for data transmission via direct device connection (e.g. for AIML model transfer for a specific application).
NOTE: the information does not include user’s specific positioning and can include QoS information
Subject to user consent, operator policy, regulation and trusted 3rd party’s request, the 5G network shall be able to expose information of certain UEs using the same service to the 3rd party (e.g. to assist a joint AIML task of UEs in a specific area using direct device communication)
NOTE: the information does not include user’s exact positioning information.
In 3GPP TS 23.273, 5G System (5GS) Location Services (LCS);
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****************Start of 1st Change *************


[bookmark: _Toc146299341]6.40.2.2	Requirements for direct device connection 
Based on user consent, operator policy and trusted 3rd party request, the 5G system shall support a means to authorize specific UEs to transmit data (e.g. AI-ML model data for a specific application,) via direct device connection in a certain location and time.
Based on user consent, operator policy, and trusted 3rd party’s request, the 5G system shall be able to provide means for an operator to authorize specific UEs who participate in the same service (e.g. for the same AI-ML FL task) to exchange data with each other via direct device connection, e.g. when direct network connection cannot fulfil the required QoS.
Based on user consent, operator policy and trusted 3rd party request, the 5G system shall be able to dynamically add or remove specific UEs to/from the same service (e.g. a AI-ML federated learning task) when communicating via direct device connection.
Based on user consent and operator policy, the 5G system shall be able to provide means for the network to configure and modify remote UEs’ communication QoS, when a relay UE is involved, e.g., to satisfy end to end latency for proximity-based work task offloading.
NOTE:	for proximity-based work task offloading, the data packet size transmitted over the sidelink and Uu parts of the UE indirect network connection can be different.
Subject to user consent and operator policy, the 5G system shall be able to support configuration of the QoS (e.g., latency, reliability, data rate) of a communication path using direct device connection, e.g., for AI-ML data transfer.
Based on user consent, regulation, and operator policy and trusted 3rd party request, the 5G system shall be able to support means to monitor the QoS characteristics (e.g. data rate, latency) of traffic transmitted via direct device connection or relayed by a UE, and 5G network expose the monitored information to the 3rd party.
NOTE:  The monitoring information doesn’t include user position-related data.
Subject to user consent, operator policy and trusted 3rd party request, the 5G system shall be able to provide means the network to predict and expose QoS information changes for UEs’ traffic using direct or indirect network connection (e.g., bitrate, latency, reliability).The 5G system shall be able to support a mechanism for a trusted third-party to negotiate with the 5G system for a suitable QoS for direct device connections of multiple UEs exchanging data with each other (e.g. a group of UEs using the same AI-ML service).
Based on user consent, operator policy and trusted 3rd party’s request, the 5G system shall be able to support and provision an aggregated QoS for multiple remote UEs served by a relay UE.
Based on user consent, operator policy and trusted 3rd party’s request, the 5G system shall be able to support configuring specific QoS limitations applied to multiple UEs communicating via direct device connection (e.g. part of a joint AI-ML inference task).
NOTE: the above requirement assumes unicast type of communication.	
Subject to user consent, regulation, trusted 3rd party’s request and operator policy, the 5G network shall be able to expose information to assist the 3rd party to determine candidate UEs for data transmission via direct device connection (e.g. for AIML model transfer for a specific application).
NOTE: the information does not include user’s specific positioning and can include QoS information
Subject to user consent, operator policy, regulation and trusted 3rd party’s request, the 5G network shall be able to expose information of certain UEs using the same service to the 3rd party (e.g. to assist a joint AIML task of UEs in a specific area using direct device communication)
NOTE: the information does not include user’s exact positioning information.
The 5G system shall be able to support charging mechanisms for multiple UEs exchanging data for the same service using the direct device connection (e.g. for AI-ML applications).
*******************End of 2nd Change*****************
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5.5 Location service exposure.

Location service can be exposed to the authorized control plane NF or the LCS client to obtain the UE location to
enable their application and services using the MT-LR procedure. For the location service exposed to the AF which is
not allowed to directly interact with the GMLC or AMF, CAPIF API may be used between NEF and the AF as
described in clause 6.2.5.1 of TS 23.501 [18]..
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=6.1.2 5GC-MT-LR Procedure for the commercial location service.

Figure 6.1.2-1 illustrates the general network positioning requested by the LCS clients, the AF or the NF (e.g.
NWDAF). In this scenario, it is assumed that the target UE may be identified using an SUPI or GPSL. This procedure is
applicable to a request from an LCS client, an NF or an AF for a current location of the target UE, and it is assumed that »

- Privacy verification may be required for the location service request; «

- The LCS client, or the AF or NF needs to be authorised to use the location service.
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5.4 UE LCS privacy.

=541 General.

An LCS client or AF may or may not be authorised to retrieve the UE location, e.g. for commercial use. UE LCS
privacy is a feature which allows a UE and/or AF to control which LCS clients and AFs are and are not allowed access
to UE location information. UE LCS privacy can be supported via subscription and via UE LCS privacy profile
handling. «




