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Abstract: This document proposes to update max allowed latency KPI to clause 5.13 in TR 22.840 v.1.2.0.
1. Introduction
Clause 5.13 has been agreed and captured in TR 22.840, which introduces a type of Ambient IoT communication service that enables communicating Ambient IoT-device based sensor (e.g. temperature) values to a remote server, for the application to record machine room environment information for analysis. This KPI value is accompanies by NOTE 2.
2. Reason for Change
The value of Max. allowed end-to-end latency KPI has been captured as 1 sec. However, environmental (e.g. temperature) monitoring using sensors is not time-critical or time-sensitive, so sub-minute level latency is sufficient. Considering the similar use cases in the TR (e.g. clause 5.18 temperature monitoring for food supply chain proposes laytency to be >1 minute), it is better to improve/update with more realistic values.

The NOTE 2 in the KPI table reads:
“NOTE2: End to end latency refers to the time taken for an Ambient IoT device to transmit the data;”

However, in TS 22.261 the definition already exists:
end-to-end latency: the time that it takes to transfer a given piece of information from a source to a destination, measured at the communication interface, from the moment it is transmitted by the source to the moment it is successfully received at the destination.
Therefore, it is better to align with the existing definition in TS 22.261 by deleting the NOTE 2.

3. Conclusions
Update the value of Max. allowed end-to-end latency in KPI to 10-30 sec.

4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.840 v1.2.0.


* * * First Change * * * *
[bookmark: _Toc136619761]5.13.6	Potential New Requirements needed to support the use case
[P.R.5.13.6-001] The 5G system shall be able to support communication with Ambient IoT devices. 
[P.R.5.13.6-002] The 5G system shall be able to support suitable security mechanisms for Ambient IoT devices, including encryption and data integrity.
[P.R.5.13.6-003] The 5G system shall be able to support suitable mechanisms to authenticate and authorize Ambient IoT devices.
[P.R.5.13.6-004] The 5G system shall support energy efficient communication mechanisms for Ambient IoT devices (i.e., minimizing the device communication power consumption).
[P.R 5.13.6-005] The 5G system shall support transferring data collected from Ambient IoT devices to a trusted 3rd party.
[P.R 5.13.6-006] The 5G system shall be able to provide Ambient IoT service with following KPIs.
[bookmark: _Hlk120200701]Table 5.13.6-1: KPI Table of Base Station Machine Room Environmental Supervision
	Scenario
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density

	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	BSMR environmental supervision
	130 s (Note 2)
	99%
	99.9%
	<1kbit/s (Note 1)
	NA
	NA
	30m indoors
	NA
	Stationary
	NA
	NA
	NA
	NA

	NOTE1: The data rate generated by temperature, humidity, water-logging monitoring is typically less than 1kbit/s.
NOTE2: End to end latency refers to the time taken for an Ambient IoT device to transmit the data;




* * * End of Change * * * *
3GPP
