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Abstract: This document proposes consolidation on the rest of the potential requirements from the use cases of FS_Sensing.



Part of the consolidated requirements have been agreed in the last SA1#102 meeting and already are part of section 7.1 of TR 22.837 v.19.0.0. The potential requirements, which are still not consolidated are listed below for further discussion using the following categories:
· General
· Configuration and authorization
· Network exposure
· Security
· Charging
Already agreed CPRs in the last SA1#102 are removed and the tables bellow cover only the not concluded CPRs and newly introduced/changed requirements during the last meeting.


1.  General
	Potential Requirements captured in the TR
	Comments
	Consolidated
potential
requirements

	[PR 5.12.6-2] The base stations shall be able to sense multiple specific target objects and their environments at the same time.
[PR 5.10.6-1] Based on operator policy, request from UTM and sensing configuration (e.g. sensing area), the 5G system shall be able to support RAN entities and UEs in sensing the characteristics of an airborne object of interest (e.g., UAV), including generating 3GPP sensing data related to the object’s location and motion metrics (see examples in Table 5.10.6-1).
	 
	[CPR 7.1.1-10] The 5G system shall be able to provide sensing service to detect, identify and/or track one or more objects (e.g., UAVs, birds) and their environment.





	[PR 5.12.6-1] The 5G system shall be able to provide a sensing service to track one specific target object and the environment around the target object with the sensing assistance information provided by the UE on board the specific target object or authorized third-party.
[PR 5.31.6-1] The 5G System shall be able to provide sensing service to track a moving target sensing service area.

	Qualcomm, vivo: support to use “shall”.
DT, Ericsson, Vodafone, BMWK: still believe this should be may. If “shall” is used, it would make mandatory usage of UE attached to a target for sensing.
There is proposed update of definition of sensing assistance information to exclude 3GPP sensing data and add that it is provided by trusted-third party.

	[CPR 7.1.1-11] The 5G system may provide a sensing service to track one specific target object and the environment around the target object, using sensing assistance information.


	[PR 5.22.6-2] Based on operator policy, the 5G system may be able to utilize sensing assistance information exposed by a trusted third-party to derive the sensing result.

	There is already definition for sensing assistance information and also the requirement above (CPR 7.1.1-11) is available. 
As it contains “provided to 5G system by trusted third-party”, then this requirement is not needed.  
	[CPR 7.1.1-14] Subject to operator’s policy, the 5G system may be able to use sensing assistance information received from a trusted third-party to derive the sensing result.



	[PR 5.2.6-4] The 5G system shall be able to support means to enable a base station to transfer 3GPP sensing data to the core network.
[PR. 5.3.6-1] The 5G network shall support  collection of the NR based 3GPP sensing data from the base station.
[PR. 5.6.6-1] Subject to operator policy, the 5G system shall be able to collect 3GPP sensing data and yield sensing result from the data for detection of outdoor objects.
[PR. 5.7.6-1] Subject to operator policy, the 5G system shall enable the core network to collect and aggregate 3GPP sensing data from RAN.
[PR 5.8.6-2] For a sensing service, the 5G system shall be able to support mechanisms for the UEs and RAN entities to provide 3GPP sensing data.
NOTE2:	This requirement can cover scenarios making use of information already available in the EPC and E-UTRA (assuming no new functionalities are required in the EPC and E-UTRA).
[P.R.5.1.6-4] The 5G system shall support UE to perform sensing measurement process using signals received from other UE(s).
[PR 5.9.6-3] The 5G system shall be able to support means to enable RAN entities and UEs to transfer 3GPP sensing data to sensing processing entities in the 5G system responsible for processing and aggregation of the 3GPP sensing data.
NOTE2:	The “Sensing processing entities” in the above requirement refer to one or more entities in the 5G system responsible for aggregating and processing of 3GPP sensing data (e.g., core network).
[PR 5.11.6-2] The 5G RAN shall be able to collect 3GPP sensing data from requested target sensing service area according to the operator’s policy.
NOTE 1:	The operator policy means to configure the target sensing service area, real time 3GPP sensing data collection or periodic collection etc.
[P.R 5.13.6-3] The 5G system shall provide mechanisms for an operator to transport 3GPP sensing data from RAN towards the core network.
[PR 5.17.6-4] The 5G system shall support a mechanism to provide wireless sensing capable UEs and RAN entities with information of which network entity to send the 3GPP sensing data to.
[PR 5.2.6-5] The 5G system shall be able to support means to enable the core network to process 3GPP sensing data for obtaining sensing results.
[PR. 5.3.6-2] Based on operator’s policy, the 5G system shall support mechanisms to process the 3GPP sensing data to derive the sensing results.
[P.R 5.13.6-1] The 5G system shall be able to provide a sensing service by using RAN to collect 3GPP sensing data.
[PR 5.21.6-1] Subject to user consent and regulatory requirements, based on operator policy, the 5G system shall be able to support secure means for RAN entities and authorized UEs to provide 3GPP sensing data to a 5G network for processing.
	Qualcomm: Why to restrict? If the operator’s control is there, the note is not needed (Vivo, Xiaomi agrees).
Ericsson and BMWK supports the note to remain there.
DT: UE is considered as not trusted and prefer the network to be responsible for deriving sensing results (from security and processing possibilities point of view). 
ZTE: It is suggested to state the limitation clearly in the CPR part not in the Note. Furthermore, how about to separate it into two CPRs: from Network aspect and UE?
At the UE side – lack of agreement on the limitation the UE to process its own 3GPP sensing data. “may” vs. “shall”. Discussion if the UE is conditioned by network authorization or not. Discussion if UE requirement should be only about V2X UE and public safety UE.



	[CPR 7.1.1-12] Based on operator policies, the 5G system shall be able to collect 3GPP sensing data from sensing receivers for processing and deriving sensing results. 
 Note: in the case where a UE acts as sensing receiver, the UE only process it owns sensing data and sensing results.
 [CPR 7.1.1-12’] Based on operator policies, the 5G network shall be able to collect 3GPP sensing data from sensing receivers for processing and deriving sensing results.
CPR 7.1.1-12’’: Subject to  operator’s policy and regulatory requirements, the UE may process its own 3GPP sensing data if the UE is authorized by the network to use it to derive sensing results.



	[P.R 5.10.6-4] The 5G system shall support energy efficient sensing operations.
NOTE 2:	Examples of energy efficient sensing operations can include temporarily disabling sensing transmitters and receivers that are not involved in sensing and communication operations or adjusting the sensing operation parameters (e.g. sensing frequency).
	Widely discussed during updating the requirement in the last SA1 meeting.
	[CPR 7.1.1-13] The 5G system shall support energy efficient sensing operations.
NOTE:	Examples of energy efficient sensing operations can include temporarily disabling sensing transmitters and receivers that are not involved in sensing and communication operations or adjusting the sensing operation parameters (e.g. sensing frequency).

	[P.R 5.13.6-2] The RAN shall be able to sense a target object by obtaining 3GPP sensing data without active involvement of the target object.
	This should be the default operation of the sensing service. Ericsson: this requirement is not needed. Vivo agrees.
If this CR does not proceed forward, then has to be agreement it to be captured in the description sections.
	

	[PR 5.26.6-1] The 5G system shall be able to determine the confidence level of the sensing results.

	Vodafone thinks this PR needs rewording as it is use-case oriented. KPI table is already with confidence level, (OPPO, is this needed?).
It is proposed not to proceed with this PR. 
	

	[PR 5.2.6-2] The 5G system shall be able to support means to select suitable base station(s) to perform sensing, e.g. based on the base station’s location, sensing capability, and the sensing service information requested by trusted third party application.

[PR 5.20.6-3] Based on operator’s policy, the 5G system shall enable a trusted third-party to request the activation of the sensing service with specific KPI requirement, as well as deactivation of the same service.
[PR 5.17.6-2] The 5G system shall support a mechanism for the 5G network to retrieve the wireless sensing capabilities from UEs and RAN entities, and for the UEs and RAN entities to exchange capabilities amongst each other.?
[PR 5.19.6-1]	Based on third-party request, the 5G system shall be able to discover a suitable sensing group where sensing transmitters and receivers are within 100m range to be localized within 10cm of accuracy, with accuracy of sensing measurement process within 5 ms of synchronization.
[PR 5.8.6-3] The 5G system shall be able to support an authorized UE in the discovery of UEs and RAN entities with the required 3GPP NR RF sensing capabilities for the sensing service.
[PR 5.18.6.2] The 5G system shall support simultaneous wireless sensing of a target by means of multiple sensing devices.
	Discussions are about discovering and selection and if these requirements are already covered in configuration and authorization (CPR 7.1.2-2).
5G system vs. 5G network 

	[CPR 7.1.1-14] Based on operator policies, the 5G network shall be able to select suitable sensing group to perform 5G wireless sensing services based on certain parameters e.g. transmitters and receivers wireless sensing capabilities, sensing target area.


	[PR 5.20.6-5] The 5G system shall be able to provide a sensing service considering the interference to the Sensing service caused by the sensing operations between multiple Sensing transmitter(s) and Sensing receiver(s).
[PR 5.17.6-1] The 5G system shall be able to coordinate wireless sensing among a set of RAN entities and UEs.
	Ericsson: This is not needed as is part of the service itself. It is part of the configuration.
Huawei: We need these requirements, and we should combine both in: “The 5G system shall be able to coordinate 5G wireless sensing among sensing transmitters and sensing receivers, e.g., reduce interference caused by sensing or communication.” 
System vs. network 
	[CPR 7.1.1-15] The 5G network shall be able to coordinate 5G wireless sensing among sensing transmitters and sensing receivers, e.g., reduce interference caused by sensing or communication.



2. Configuration and authorization
	Potential Requirements captured in the TR
	Comments
	Consolidated
potential
requirements

	[bookmark: _Hlk142317085][PR 5.2.6-3] The 5G system shall be able to support means to configure the sensing operation of a base station (e.g. authorization, sensing activation and/or deactivation, sensing duration, sensing accuracy, target sensing location area).
[bookmark: _Hlk126746390][PR 5.15.6-1] The 5G system shall support mechanisms to discover and configure a UE and a base station to perform sensing measurement process in a certain sensing service location area.
[PR 5.9.6-2] Based on operator policy and location area, the 5G system shall be able to provide means to support per-UE authorization for NR-based sensing.
[PR 5.20.6-2] The 5G system shall be able to authorize Sensing receiver(s) and Sensing transmitter(s) to participate in a sensing service.
[PR 5.8.6-1] The 5G system shall be able to support mechanisms to control UEs and RAN entities for a sensing service.
NOTE1:	In the requirement above, control can include configuration such as sensing specific policies and settings (e.g., conditions for triggering sensing requests, location, etc.) coordinated amongst UE and RAN entities.
[PR 5.8.6-4] Subject to user consent and regulations, based on operator policy, the 5G system shall be able to provide means to authorize and configure a UE for sensing operation (e.g., based on location, time, etc) and for establishing the communication connection needed to assist the sensing service.
NOTE 3: 	The above requirement assumes that the communication connection used for assisting sensing service (e.g. for transferring 3GPP sensing data or sensing results) can include existing communication connection modes such as direct network communication, direct device connection under network coverage and indirect network connection [33].
[PR 5.28.6-1] The 5G system shall be able to configure and authorize UEs supporting V2X applications to perform sensing.
[PR 5.1.6-1] The 5G system shall provide a mechanism for an operator to authorize a UE for sensing, e.g., based on location.
[PR 5.5.6-3] Subject to operator policy, it shall be possible for an authorized third party to configure the 5G system to initiate sensing for disasters or other emergencies (e.g., flooding) in a given geographic area.
[PR 5.11.6-4] The 5G system shall support means for a trusted third-party application, e.g. a map service provider to configure sensing per location.
[P.R 5.13.6-8] The 5G system shall be able to provide a mechanism for network operator to configure and adjust sensing operation (e.g. authorization, sensing area, sensing operation period and sensing operation time window etc.) based on request from a trusted third-party.
[P.R 5.10.6-2] The 5G system shall be able to support means to authorize RAN entities and UEs in certain location area generating and reporting 3GPP sensing data (e.g., related to a UAV position, velocity) to a 5G sensing processing entity.
NOTE: 	The requirement above assumes that the 3GPP sensing data is post-processed in 5G sensing processing entity which is located within the 5G system.
[PR 5.17.6-3] The 5G system shall support a mechanism for two or more authorized UEs and/or RAN entities to take part in the wireless sensing of a target, whereby the authorization may be provided based on location.
[PR 5.24.6-2] 5G network shall provide means for mobile operator to provide / revoke authorization for the operation(s) of a 5G wireless sensing service based on location, time, specific KPI level and the origin of the request.
	5G network vs. 5G system

	[CPR 7.1.2-2] Subject to regulation and operator’s policies, the 5G network shall be able to configure and/or authorize or revoke authorization of sensing transmitter(s) and sensing receiver(s) for 5G wireless sensing service.

NOTE: Such configuration and authorization can be based on sensing transmitter or sensing receiver location, specific time, sensing duration, sensing accuracy, target sensing geographical area, establishing of communication to transfer sensing data, etc. 




	[bookmark: _Hlk142302922][PR 5.25.6-1] The 5G system shall be able to configure and authorize sensing for a Sensing device or a group of Sensing devices when using licensed spectrum based on the Sensing device’s location.
[PR 5.20.6-1] The 5G system shall be able to provide sensing services in licensed and unlicensed spectrum.

	Network (DT, Ericsson, BMWK, Vodafone, Nokia) /system (Qualcomm, Xiaomi, Lenovo, Vivo).

Qualcomm: “under network coverage for 5G wireless sensing” is not needed. 

Xiaomi points out the existing requirement about spectrum in ranging.

Proposal to use similar text as the ranging requirement on operator’s control of spectrum.
	[CPR 7.1.2-3] Based on operator policies and based on location, the 5G network shall be able to configure and/or authorize sensing transmitters and sensing receivers for using licensed spectrum under network coverage  for 5G wireless sensing service.

[CPR 7.1.2-3’] Based on location, the 5G network shall be able to ensure that sensing transmitters and sensing receivers use licensed spectrum only in network coverage and under the full control of the operator who provides the coverage.
NOTE 1: The above requirement does not apply for public safety networks with dedicated spectrum, where 5G wireless sensing can be allowed out of coverage or in partial coverage as well.




3. Network Exposure
	Potential Requirements captured in the TR
	Comments
	Consolidated
potential
requirements

	[PR 5.32.6-1] Based on operator’s policy, the 5G system may provide a mechanism for a trusted third party to provide sensing assistance information about a sensing target.

	Already there is a definition of sensing assistance information, but the CPR was not agreed at SA1#102 as it is not clear if the assistance information includes the sensing data or not. This meeting, the definition is clarified – the assistance information does not include sensing data.
	[CPR 7.1.3-5] Subject to operator’s policy, the 5G network may enable secure means for a trusted third party to provide assistance information about a sensing target.



	[bookmark: _Hlk142063683][PR 5.21.6-4] Subject to user consent and regulatory requirements, based on operator policy, the 5G system shall be able to expose the combined sensing results to a trusted third-party service provider.
	Issues: Shall be able to/may
	[CPR 7.1.3-6] Subject to user’s consent, regulation and operator’s policy, the 5G system/network may provide secure means to expose the combination of the 3GPP sensing data and non-3GPP sensing data (i.e. combined sensing result) to a trusted third-party.


	[PR 5.2.6-8] Subject to operator’s policy, the 5G network may provide secure means for the operator to expose information on sensing service availability (e.g., if sensing service is available and the supported KPIs) in a desired sensing service area location to a trusted third-party.
[PR 5.10.6-5] Subject to operator’s policy, the 5G network may provide secure means for the operator to expose information on sensing service availability (e.g., if sensing service is available and the supported KPIs) in a desired sensing service area location to a trusted third-party.
[PR 5.18.6-3] Subject to operator’s policy, the 5G network may provide secure means for the operator to expose information on sensing service availability (e.g., if sensing service is available and the supported KPIs) in a desired sensing service area location to a trusted third-party.

	New text wording proposed from Lenovo.
Ling: to remove the “and the supported KPI”. Which kind/if the KPIs to be exposed can be sensitive info.





	
	[bookmark: _Hlk139992438]CPR 7.1.3-7] Subject to operator’s policy, the 5G network may provide secure means for the operator to expose information towards trusted third-party on whether a given sensing service is available and the estimated quality of the given service for a certain geographic area and time.


4. Security
	Potential Requirements captured in the TR
	Comments
	Consolidated
potential
requirements

	[PR 6.1.2-4] Subject to regulation, the 5G system shall obtain user consent when sensing results and user identification are brought together for further processing.
	Discussed offline and it seems there is agreement on the current version. 
	[CPR 7.1.4-6] Subject to regulation and/or user’s consent, the 5G network may associate sensing results and user identification together for further processing for a sensing target that has a UE and the UE is subscribed in the same network.



5. Charging
	Potential Requirements captured in the TR
	Comments
	Consolidated
potential
requirements

	
	
	

	
	
	




[bookmark: _Toc120625315]3. Based on the discussion it is proposed to agree the consolidated requirements in S1-232067.
3GPP
