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Abstract: This document introduces a new section of network exposure of TS 22.137.
1. Introduction
This pCR introduced a new section of network exposure into the new TS on Sensing.
Based on the clause 7.1 of TR 22.837, the following CPRs are agreed as SA1 conclusion in last meeting. The modification of the consolidated functional requirements section is proposed in S1-232067, which proposes some wording improvemnts for the Table c– Network exposure Consolidated Requirements. It is proposed to implement these CPRs for network exposure with the wording improvemnts proposed by S1-232067 into 3GPP TS 22.137.
Table c – Network exposure Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	
	Subject to operator’s policy, the 5G network shall be able to provide secure means to report sensing result to a trusted third-party requesting information about a target object when specific requested conditions are met.
NOTE: These conditions could be e.g. the target object distance from the restricted area border or entering restricted area.

	PR 5.13.6-6
	Proposal’s in S1-232067:
Subject to operator’s policy, the 5G network shall be able to provide secure means to report sensing result to a trusted third-party requesting information about a target object when specific requested conditions are met.
NOTE: These conditions could be e.g. the distance from the target object to the restricted area border.

	
	Subject to operator’s policy, the 5G network shall be able to provide secure means to enable trusted third-party to request discovering a sensing group in the proximity of the UE that is requesting a service from application server.

	PR 5.19.6-2
	Proposal’s in S1-232067:
Subject to operator’s policy, the 5G network shall be able to provide secure means to enable trusted third-party to request discovering a sensing group in the proximity of the UE that is requesting a 5G wireless sensing service from application server.

	
	The 5G network shall provide secure means for a trusted third-party to request 5G wireless sensing service based on specific parameters (e.g. refresh rate, period of time, sensing KPIs, geographical location) and to receive the respective corresponding sensing results.

	PR 5.11.6-3
PR 5.13.6-4
PR 5.12.6-3
PR 5.12.6-5
PR 5.12.6-4
PR 5.5.6-1
PR 5.5.6-2
	Proposal’s in S1-232067:
Subject to operator’s policy, the 5G network shall provide secure means for a trusted third-party to request 5G wireless sensing service based on specific parameters (e.g. refresh rate, period of time, sensing KPIs, geographical location) and to receive the corresponding sensing results.

	
	Subject to operator’s policy, the 5G system shall be able to provide secure means for a trusted third-party application to receive sensing results with contextual information.
	PR 5.8.6-5
	Proposal’s in S1-232067:
Subject to operator’s policy, the 5G system shall be able to provide secure means for a trusted third-party to receive sensing results with contextual information.



2. Reason for Change
This pCR adds the network exposure clause agreed in the conclusion of FS_Sensing study and aligns with the modification of the consolidated functional requirements proposed by S1-232067.
3. Proposal
It is proposed to agree the following changes to 3GPP TS 22.137.


* * * First Change * * * *
[bookmark: _Toc134813174]X.Y.Z	Network exposure
Subject to operator’s policy, the 5G network shall be able to provide secure means to report sensing result to a trusted third-party requesting information about a target object when specific requested conditions are met.
NOTE: These conditions could be e.g. the distance from the target object to the restricted area border.
Subject to operator’s policy, the 5G network shall be able to provide secure means to enable trusted third-party to request discovering a sensing group in the proximity of the UE that is requesting a 5G wireless sensing service from application server.
Subject to operator’s policy, the 5G network shall provide secure means for a trusted third-party to request 5G wireless sensing service based on specific parameters (e.g. refresh rate, period of time, sensing KPIs, geographical location) and to receive the corresponding sensing results.
Subject to operator’s policy, the 5G system shall be able to provide secure means for a trusted third-party to receive sensing results with contextual information.

* * * End of Changes * * * *

3GPP
