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Abstract: This pCR removes the Editor’s notes from the potential new requirements in the use case on Scalable SNPN Interconnect with dynamic connections.
1. Introduction
This pCR provides the rationale and corresponding changes to remove the Editor’s notes associated with the potential new requirements in the use case on Scalable SNPN Interconnect with dynamic connections.
2. Reason for Change
This pCR clarifies the potential requirements to prepare them for consideration within the consolidated requirements. The potential requirements in clause 5.1.6 contain several Editor’s notes. The rationale and corresponding changes proposed to clarify each potential requirement and remove any Editor’s notes associated it are provided in the following subsections.
2.1 PR 5.1.6-001 
The requirement reads as follows:
[PR 5.1.6-001] Based on the Standalone Non-Public Network (SNPN) configuration, the SNPN shall be able to interconnect with a large number of Identity Providers with which the SNPN might not maintain pre-established signalling connections.
Editor's note:	The term “signalling connection” needs to be further clarified.
There is no need to introduce the term “signalling connection.” This was in reference to signalling that is part of the interconnect between the SNPN and the Identity Provider. It was also called out that whether to maintain or tear down connnections is an implementation consideration.
Proposal #1: Reword the requirement using the established term “interconnect” instead of introducing the term “signalling connection” and replacing the maintaining of connections with the need to interconnect with Identity Providers with which the SNPN might not have preconfigured information detailing the IP addresses used by these Identity Providers.
As a result of this rewording, the Editor’s note can be removed.
2.2 PR 5.1.6-002 
The requirement reads as follows:
[PR 5.1.6-002] An Identity Provider shall be able to interconnect with a large number of Standalone Non-Public Networks (SNPNs) with which the Identity Provider might not maintain pre-established signalling connections.
Editor's note:	It is FFS whether the Identity Provider is part of the 5G system.
3GPP TS 23.501: “System Architecture for the 5G System (5GC)”, contains clause 5.30.2 (“Stand-alone non-public networks”), and within it clause 50.30.2.9 (“SNPN connectivity for UEs with credentials owned by Credentials Holder”) defines two deployment options: Credentials Holder using AAA Server for primary authentication and authorization (clause 5.30.2.9.2), and Credentials Holder using AUSF and UDM for primary authentication and authorization (clause 5.30.2.9.3). The latter contains the following Figure depicting the Credentials Holder within the 5G system.


TS 23.501 Figure 5.30.2.9.3-1: 5G System architecture with access to SNPN using credentials from Credentials Holder using AUSF and UDM
A Credentials Holder is an example of an Identity Provider, as defined in TR 22.848; therefore, the Identity Provider is a part of the 5G system.
Proposal #2: Remove the Editor’s note. It is also proposed to reword the requirement to align with Proposal #1.
2.3 PR 5.1.6-003 
The requirement reads as follows:
[PR 5.1.6-003] Based on the Standalone Non-Public Network (SNPN) configuration, the SNPN shall be able to determine how to connect to an Identity Provider capable of verifying the identity presented by a user attempting to connect to that SNPN.
It was called out that the SNPN needs to be able to connect to the specific Identity Provider that creates and maitains the identity presented by the user.
Proposal #3: Replace “an Identity Provider” with “the Identity Provider”.
2.4 PR 5.1.6-004 
The requirement reads as follows:
[PR 5.1.6-004] Based on the Standalone Non-Public Network (SNPN) configuration, the SNPN shall be able to establish a signalling connection with an Identity Provider in deployments where the Identity Provider is located behind a Firewall or a NAT device.
Editor's note:	This requirement is FFS.
Proposal #4: Remove the requirement, and the Editor’s note associated with it.
2.5 PR 5.1.6-005 
The requirement reads as follows:
[PR 5.1.6-005] Based on the Standalone Non-Public Network (SNPN) configuration, the SNPN shall be able to securely interconnect with an Identity Provider in deployments where the required security information is not available before the establishment of a signalling connection.
Proposal #5: Reword the requirement to align with Proposal #1.
2.6 PR 5.1.6-006 
The requirement reads as follows:
[PR 5.1.6-006] The Identity Provider shall be able to securely subscribe to events from the Standalone Non-Public Network (SNPN), where the SNPN is located behind a Firewall or a NAT device.
Editor's note:	The definition of these events is FFS.
Editor's note:	It is FFS whether the Identity Provider is part of the 5G system.
Editor's note:	This requirement is FFS.
The subscription is in the other direction. The Identity Provider need to be able to notify the SNPN of events. Examples fo events include a user’s subscription ending or the user connection to a different SNPN.
The Identity Provider is a part of the 5G system, as discussed in 2.2 PR 5.1.6-002.
The presence of a firewall or NAT is an implementation consideration and can be removed the requirement.   
Proposal #6: Reword the requirement replacing the ability to subscribe with the ability to notify, add examples of events, and remove the firewall and NAT.
As a result of this rewording, the Editor’s notes can be removed.
3. Proposal
Based on the discussion above it is proposed to agree the following changes to 3GPP TR 22.848 V0.1.0 (2023-05).


* * * Start of Changes * * * *
[bookmark: _Toc136658144]5.1.6	Potential New Requirements needed to support the use case
[PR 5.1.6-001] Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for a SNPN shall to be able to interconnect with a large number of Identity Providers with which the SNPN might not have preconfigured information detailing the IP addresses used by these Identity Providers to interconnect with the SNPNmaintain pre-established signalling connections.
Editor's note:	The term “signalling connection” needs to be further clarified.
[PR 5.1.6-002] The 5G system shall support a mechanism for an An Identity Provider shall to be able to interconnect with a large number of Standalone Non-Public Networks (SNPNs) with which the Identity Provider might not have preconfigured information detailing the IP addresses used by these SNPNs to interconnect with the Identity Providermaintain pre-established signalling connections.
Editor's note:	It is FFS whether the Identity Provider is part of the 5G system.
[PR 5.1.6-003] Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for a SNPN shall to be able to determine how to connect to an the Identity Provider capable of verifying the identity presented by a user attempting to connect to that SNPN.
[PR 5.1.6-004]  Based on the Standalone Non-Public Network (SNPN) configuration, the SNPN shall be able to establish a signalling connection with an Identity Provider in deployments where the Identity Provider is located behind a Firewall or a NAT device.
Editor's note:	This requirement is FFS.
[PR 5.1.6-0045] Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for a SNPN shall to be able to securely interconnect with an Identity Provider in deployments where the required security information is not preconfiguredavailable before the establishment of a signalling connection.
[PR 5.1.6-0056] The 5G system shall support a mechanism for an Identity Provider shall to be able to securely notify subscribe to events (e.g., identity management lifecycle, mobility events) tofrom the Standalone Non-Public Network (SNPN), where the SNPN is located behind a Firewall or a NAT device.
Editor's note:	The definition of these events is FFS.
Editor's note:	It is FFS whether the Identity Provider is part of the 5G system.
Editor's note:	This requirement is FFS.


* * * End of Changes * * * *
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