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[bookmark: _Toc136868730]5	Use cases
[bookmark: _Toc48052896][bookmark: _Toc136868731][bookmark: _Toc528919271][bookmark: _Toc528964270][bookmark: _Toc27760561]5.1	Use case on store and forward - MO
[bookmark: _Toc27760562][bookmark: _Toc48052897][bookmark: _Toc136868732]5.1.1	Description
This use case illustrates the realization of a S&F service between a UE with satellite access and an Application Server for a delay-tolerant/non-real-time IoT NTN service in the case of a Mobile Originated message.
A description of store and forward operation is provided in Annex A.
Company TrackingInc offers a service of remote monitoring of fields and deploys and tracks many battery-powered IoT type UEs across the globe. All the IoT remote monitoring UEs deployed include a 5G communication with satellite access. Some of the UEs are deployed in a remote area where there is no mobile coverage by MNO and only satellite is possible. 
For the satellite access, TrackingInc uses the service of IoTSAT for the 5G IoT connectivity by satellite and IoTSAT uses a LEO constellation which supports S&F operation mode.
All IoT remote monitoring UEs regularly send information related to the area they are monitoring to the application server of TrackingInc and sometimes receive new parameters from the application server. In most of the cases, the messages exchanged are delay-tolerant/non-real-time IoT.
The figure 5.1.1-1 below illustrates the use case scenario, where S&F support is not needed, as the Satellite has direct active feeder link with the NTN GW. Hence, the satellite immediately forwards the message, the moment the message is received, towards the NTN GW.


Figure 5.1.1-1: Satellite with direct feeder link [S&F is not needed in this scenario].

The figure 5.1.1-2 below illustrates the use case scenario, where Store and Forward [S&F] support is not needed, as the Satellite has indirect active feeder link with the NTN GW, via ISL link. Hence, the satellite A immediately forwards the message, the moment the message is received, towards the Satellite B via the ISL link, which in turn forwards it towards NTN GW immediately.


Figure 5.1.1-2: Satellite has access to the NTN GW through indirect feeder link via ISL links [S&F is not needed in this scenario].
The figure 5.1.1-3 below illustrates the use case scenario, where Store and Forward [S&F] support is needed, as the Satellite does not have direct active feeder link with the NTN GW. Hence, the satellite immediately stores the message locally, the moment the message is received. Later, when it establishes the active feeder link directly or indirectly, it forwards the stored messages towards the NTN GW.


Figure 5.1.1-3: Satellite in coreless mode without direct feeder link, enables S&F functionalities..

The figure 5.1.1-4 below illustrates the use case scenario, where Store and Forward [S&F] support is needed, as the Satellite does not have both direct and indirect active feeder link with the NTN GW. Even though, the Satellite gNB A has the active ISL link with the Satellite gNB B, the Satellite gNB B does not have its active feeder link in any form. Hence, the satellite gNB A immediately stores the message locally, the moment the message is received. Later, when it learns from the Satellite gNB B regarding the availability of the active feeder link via ISL link, it forwards the stored messages towards the Satellite gNB B via the ISL link, which in turn forwards all the received messages towards NTN GW via its active feeder link.


Figure 5.1.1-4: Satellite in coreless mode without either direct or indirect feeder link, enables S&F functionalities.

The figure 5.1.1-5 below illustrates the use case scenario, where Store and Forward [S&F] support is needed, as the Satellite gNB-DU does not have direct active feeder link with the NTN GW. Hence, the satellite gNB-DU immediately stores the message(Packets) at L2 level locally, the moment the message(Packets) is received. Later, when it establishes the active feeder link directly or indirectly, it forwards the stored messages(Packets) towards the NTN GW.


Figure 5.1.1-5: Satellite with gNB-DU payload in coreless mode without direct feeder link, enables S&F functionalities.

The figure 5.1.1-6 below illustrates the use case scenario, where Store and Forward [S&F] support is needed, as the Satellite gNB-RU does not have direct active feeder link with the NTN GW. Hence, the satellite gNB-RU immediately stores the message(TBs – Transport Blocks) at L1 PHY level locally, the moment the message(TBs – Transport Blocks) is received. Later, when it establishes the active feeder link directly or indirectly, it forwards the stored messages(TBs – Transport Blocks) towards the NTN GW.


Figure 5.1.1-6: Satellite with gNB-RU payload in coreless mode without direct feeder link, enables S&F functionalities.

The figure 5.1.1-7 below illustrates the use case scenario, where Store and Forward [S&F] support is needed, as the Satellite with bent pipe payload does not have direct active feeder link with the NTN GW. Hence, the satellite immediately stores the message locally at the RF level [Low PHY level], the moment the message [Data] is received. Later, when it establishes the active feeder link directly or indirectly, it forwards the stored messages [Data] towards the NTN GW.



Figure 5.1.1-7: Satellite with bent pipe payload in coreless mode without direct feeder link, enables S&F functionalities.

The figure 5.1.1-8 below illustrates the notification mechanism about its capabilities. The S&F capability indicates to the IoT Device that, the Satellite access has the S&F support. When the IoT device learns from the notification that, the Feeder link available status is either direct or via ISL, it can blindly send the messages any time towards the Satellite via Service link. When the notification says there is no feeder link available or the feeder link is available via ISL link which is multi HOP, then the IoT device can take the decision whether to send the message now or delay sending the message, may be by storing the message locally. Only in this case, the S&F is going to play its role either at the Satellite or at the Device or both.
W.r.t Satellite, these capability parameters play a critical role. When the direct feeder link is available, it need not store the message, rather it immediately forwards the message via the feeder link. So, here S&F is not needed.
Also, when the indirect feeder link is available via the ISL link and when the HOP is one, it need not store the message, rather it immediately forwards the message via the feeder link. So, here S&F is not needed.
Also, when the indirect feeder link is available via the ISL link and when the HOP is multiple, it can decide to store the message locally, until the useful feeder link is available. So, here S&F is needed.
Finally, when the feeder link is not available in any form, then only it can store the message locally, until the useful feeder link is available. So, here S&F is needed.


Figure 5.1.1-8: Satellite broadcasting the S&F support and other status flags.

Also, when newly deployed IoT Device comes under the coverage of the satellite beam, which does not have Feeder link in any form, for the first time, since it cannot be Authenticated and Authorized by the Satellite, the IoT Device should not be allowed to send messages. Or, allow to send the messages and store it at the Satellite. Later, when it gets the feeder link, first initiate the Authentication and Authorization towards the NTN GW and once it is successful, then only forwards the stored message of that particular IoT device. Else, discard the stored message.

[bookmark: _Toc136868733]5.1.2	Pre-conditions
In the present use case, the IoT remote monitoring UE is in a remote area with no ground stations available for feeder link connectivity and the IoT remote monitoring UE is aware that IoTSAT constellation operates in S&F mode. Also, the IoT remote monitoring UE is already pre-Authenticated and Authorized to send messages and the Satellite payload is also not having feeder link via ISL links or not feasible to use the ISL link at this time.
[bookmark: _Toc136868734]5.1.3	Service Flows
The IoT remote monitoring UE needs to send a message to the TrackingInc application server. The UE waits for satellite network coverage and sends its message when the satellite passes by. 
The IoT remote monitoring UE and the satellite providing coverage interact over the service link, allowing the UE to transfer the message to the satellite, which has no connectivity to the ground segment. And consequently, the satellite has to store locally the received message.
At this point:
· Limitations to the size/amount of data that can be sent from the UE could be enforced. 
· Forwarding priority for the stored data to the ground station and data retention period for the exchanged data could be established. 
· Acknowledgement of the received data by the satellite could be issued. 
At a later time, the satellite with the stored message establishes connectivity with the ground network via a feeder link and relays/forwards/downloads the message to the ground network. All accumulated and stored MO messages are delivered to the ground once the feeder link is available, at the same time, all accumulated and stored relevant MT messages are also delivered to the satellite via the same feeder link, which will impact the performance of the feeder link, 5GC, and satellite significantly. The relevant performance optimization method will be taken into consideration accordingly.
The ground network, based on established connectivity configuration and routing, delivers message to the TrackingInc application server.
[bookmark: _Toc136868735]5.1.4	Post-conditions
The message generated by the IoT remote monitoring UE has been either delivered successfully to the TrackingInc application server without relying on a continuous end-to-end network connectivity path between them or, in case the data retention period has been exceeded, the message has been discarded. 
[bookmark: _Toc136868736]5.1.5	Existing features partly or fully covering the use case functionality
3GPP TS 22.261 [2], clause 6.3.2.3 on satellite access includes the following requirements: 
The 5G system shall be able to provide services using satellite access.
The 5G system with satellite access shall be able to support low power MIoT type of communications.
However, it is not sufficient in regards of S&F operation especially for the delivery of delay-tolerant/non-real-time IoT NTN services with NGSO satellites.
[bookmark: _Toc136868737]5.1.6	Potential New Requirements needed to support the use case
[PR 5.1.6-001] The 5G system with satellite access shall be able to support store and forward operation.
[PR 5.1.6-002] The 5G system with satellite access shall be able to inform a UE that "store and forward" operation is applied.
[PR 5.1.6-003] Subject to operator policy, the 5G system with satellite access supporting store and forward operation shall be able to allow the operator or a trusted 3rd party to set and enforce, on a per UE basis, a S&F data retention period. 
[PR 5.1.6-004] Subject to operator policy, the 5G system with satellite access supporting store and forward operation shall be able to allow the operator or a trusted 3rd party to set and enforce, on a per UE basis, a S&F data storage quota. 
[PR 5.1.6-005] The 5G system with satellite access supporting store and forward operation shall be able to support a mechanism to configure and provision specific required QoS and policies for S&F operation (e.g. forwarding priority, acknowledgment policy).
[PR 5.1.6-006] The 5G system with satellite access shall be able to provide integrity protection and confidentiality for communications between an authorized UE and the network when store and forward operation is applied.
[PR 5.1.6-007] The 5G system with satellite access supporting the S&F operation shall be able to support suitable means to resume communication between the ground station and satellite once the feeder link becomes available.
[PR.5.1.6-008] Subject to operator’s policies, a 5G system with satellite access supporting Store & Forward Satellite operation shall be able to support forwarding of the stored data from one satellite to another satellite, which has an available feeder link to the ground network, through Inter-Satellite Links. 
[PR.5.1.6-009] The 5G system with satellite access shall be able to dynamically detect the non-availability of the direct Feeder link or indirect feeder link via ISL links, to initiate the Store and Forward functionality for all the connected UEs, until the feeder link is restored.
[PR.5.1.6-010] The 5G system with satellite access shall be able to maintain the list of neighbour satellites, including both Intra and Inter-Orbital planes, along with their feeder link status.
[PR.5.1.6-011] The 5G system with satellite access shall be able to decide when to prefer Store and forward functionality when the ISL link along with feeder link is not feasible for the message transfer.
[PR.5.1.6-012] The 5G system with satellite access shall be able to dynamically detect the restoration of at least any direct Feeder link or feasible indirect feeder link via ISL links, to stop already initiated Store and Forward functionality.
[PR.5.1.6-013] The 5G system with satellite access shall be able to broadcast the updates on feeder link status to all the UEs under its spot beams coverage.
[PR.5.1.6-014] The 5G system with satellite access shall be able to enable the UE to decide on when to send the message or when to store the message locally within the UE itself.
[PR.5.1.6-015] The 5G system with satellite access, supporting S&F function and without feeder link, shall be able to admit any new UE to send messages towards the satellite.
[PR.5.1.6-016] The 5G system with satellite access, supporting S&F function without feeder link and with admitted new UEs, shall be able to initiate the Authentication and Authorization towards the core network, once the feeder link is restored.
[PR.5.1.6-017] The 5G system with satellite access, supporting S&F function, shall be able to discard the stored messages for those UEs at the satellite when the initiated Authentication and Authorization procedure is unsuccessful.
[PR.5.1.6-018] The 5G system with satellite access, supporting S&F function shall be able to store the received messages at the L3 level, when the satellite payload is gNB capable.
[PR.5.1.6-019] The 5G system with satellite access, supporting S&F function shall be able to store the received messages at the L2 level, when the satellite payload is gNB-DU capable.
[PR.5.1.6-020] The 5G system with satellite access, supporting S&F function shall be able to store the received messages at the L1 level, when the satellite payload is gNB-RU capable.
[PR.5.1.6-021] The 5G system with satellite access, supporting S&F function shall be able to store the received messages at the RF level, when the satellite payload is bent pipe capable.

NOTE: 	It is assumed that the constellation knows which satellite has a feeder link available. However, this is outside the scope of 3GPP.
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