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Abstract: The pCR proposes a consolidated set of service requirements for the use case on Scalable SNPN Interconnect with dynamic connections
1. Introduction
A companion pCR for this meeting (S1-232101) has proposed how to address the remaining Editor’s notes in clause 5.1.6 related to the use case on Scalable SNPN Interconnect with dynamic connections.
This pCR proposes a consolidated set of service requirements for the use case of Scalable SNPN Interconnect with dynamic connections and proposes to agree this set of requirements for normative work.
2. Reason for Change
Assuming that the companion pCR for this meeting (S2-232101) is agreed, the set of potential new requirements for the use case on Scalable SNPN Interconnect with dynamic connections reads as follows:
[PR 5.1.6-001] Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN to be able to interconnect with a large number of SNPN Credential Providers with which the SNPN might not have preconfigured information detailing the IP addresses used by these SNPN Credential Providers to interconnect with the SNPN.
[PR 5.1.6-002] Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN Credential Provider to be able to interconnect with a large number of Standalone Non-Public Networks (SNPNs) with which the SNPN Credential Provider might not have preconfigured information detailing the IP addresses used by these SNPNs to interconnect with the SNPN Credential Provider.
[PR 5.1.6-003] Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN to be able to determine how to connect to an SNPN Credential Provider capable of verifying the identity presented by a user attempting to connect to that SNPN.
[PR 5.1.6-004] Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN to be able to securely interconnect with an SNPN Credential Provider in deployments where the required security information is not preconfigured.
[PR 5.1.6-005] Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN to enable an SNPN Credential Provider to securely notify events (e.g., a user’s subscription ending) to the Standalone Non-Public Network (SNPN). 

3. Proposal
It is proposed to agree the set of potential new service requirements in clause 5.1.6 (as updated by the companion pCR in S2-232101) as consolidated requirements and use them as a basis for normative work.
It is proposed to agree the following changes to 3GPP TR 22.848 V0.1.0 (2023-05).


* * * Start of Changes * * * *
[bookmark: _Toc27760656][bookmark: _Toc91257423][bookmark: _Toc136658167]7	Consolidated requirements
7.1	Consolidated requirements for Scalable SNPN Interconnect with dynamic connections
The potential requirements corresponding to the support of Scalable SNPN Interconnect with dynamic connections are listed in the table below.
Table 7.1-1 – Consolidated Requirements for Scalable SNPN Interconnect with dynamic connections
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	CPR 7.1-1
	Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN to be able to interconnect with a large number of SNPN Credential Providers with which the SNPN might not have preconfigured information detailing the IP addresses used by these SNPN Credential Providers to interconnect with the SNPN.
	[PR 5.1.6-001]
	

	CPR 7.1-2
	Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN Credential Provider to be able to interconnect with a large number of Standalone Non-Public Networks (SNPNs) with which the SNPN Credential Provider might not have preconfigured information detailing the IP addresses used by these SNPNs to interconnect with the SNPN Credential Provider.
	[PR 5.1.6-002]
	

	CPR 7.1-3
	Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN to be able to determine how to connect to an SNPN Credential Provider capable of verifying the identity presented by a user attempting to connect to that SNPN.
	[PR 5.1.6-003]
	

	CPR 7.1-4
	Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN to be able to securely interconnect with an SNPN Credential Provider in deployments where the required security information is not preconfigured.
	[PR 5.1.6-004]
	Security

	CPR 7.1-5
	Based on the Standalone Non-Public Network (SNPN) configuration, the 5G system shall support a mechanism for an SNPN to enable an SNPN Credential Provider to securely notify events (e.g., a user’s subscription ending) to the Standalone Non-Public Network (SNPN).
	[PR 5.1.6-005]
	Security



* * * End of Changes * * * *
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