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FIRST CHANGE
[bookmark: _Toc91260132][bookmark: _Toc52642193][bookmark: _Toc27762796]5	Requirements for Remote Identification of UAS
[bookmark: _Toc27762797][bookmark: _Toc52642194][bookmark: _Toc91260133]5.1	General
[R-5.1-016] The 3GPP system shall support the UAS identification and subscription data which can differentiate the UAS with UAS-capable UE and the UAS with non-UAS-capable UE. 
NOTE 4: 	UAS-capable UE refers to the UE which support interaction capability with UTM and certain 3GPP communication features which 3GPP provides for UAS.
[R-5.1-017] The 3GPP system shall support the UTM in detection of UAV operating without authorization.
NOTE 5: the scenarios covered by the requirement above are FFS.
[R-5.1-018] The 5G system shall be able to detect that a connected UE is airborne, when UE’s subscription does not include “aerial”.
5.3	Void
[bookmark: _Toc52642199][bookmark: _Toc91260138][bookmark: _Toc27762802]5.43	Security
[R-5.4-001] The 3GPP system shall protect the transport of data between the UAS and UTM.
[R-5.4-002] The 3GPP system shall protect against spoofing attacks of the UAS identities.
[R-5.4-003] The 3GPP system shall allow non-repudiation of data sent between the UAS and UTM at the application layer.
[R-5.4-004] The 3GPP system shall support the capability to provide different levels of integrity and privacy protection for the different connections between UAS and UTM as well as the data being transferred via those connections. 
[R-5.4-005] The 3GPP system shall support confidentiality protection of identities related to the UAS and personally identifiable information.
[R-5.4-006] The 3GPP system shall support regulatory requirements (e.g. Lawful Intercept) for UAS traffic.
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