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Abstract: the CPRs are the leftover CPRs which were not converged in SA1#102. It is proposed to further discuss and update it in order to get it approved.

****************Start of Change***************
7	Consolidated potential requirements and KPIs
7.1	Consolidated potential requirements
Mapping table is used per each subclause for consolidated potential requirements. 
7.1.1	Communication aspects of Ambient IoT devices
[bookmark: _Hlk113978877]Table 7.1.1 – [Communication aspects of Ambient IoT devices] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	CPR 7.1.1-
	

	PR.5.8.6-001
	Shuang: suggest to simplify the wording
“5GS shall be able to provide some information so that can be used to derive the positioning information of Ambient IoT device"
Daniel: avoid solution specific
Lola: remove overlapping  

Proposal: 
Moved it to clause 7.2 to discuss -a1, -b1,- b2 together


	CPR 7.1.1-
	
	PR 5.9.6-001
PR 5.16.6-002
PR.5.7.6-001
	Already covered
Proposal: remove it

	CPR 7.1.1-
	
	P.R.5.1.6-001
	Already covered

Proposal: remove it

	CPR 7.1.1-a4
	The 5G system shall support communication between Ambient IoT device and 3rd party application server.

	PR.5.20.6-001

	Daniel: what does it mean “Acquire information”

Lola: “The 5G system shall support communication between Ambient IoT device and 3rd party application server.”

Shuang:5G network would be better. Prefer rewording for the CPR

Proposal: rewording it 



7.1.2	Positioning/location of Ambient IoT devices
Table 7.1.2 – [Positioning/location of Ambient IoT devices] Consolidated Requirements
	[bookmark: _Hlk142389146]CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	[bookmark: _Hlk142389197]CPR 7.1.2-b1
	The 5G system shall be able to support an authorized UE to perform relative positioning with specific Ambient IoT devices.

	PR 5.10.6-001
PR.5.21.6-002
PR.5.14.6-002
PR.5.8.6-001
	Juergen: optional UE functionality?
Lola: discuss together: -a1,-b1, -b2
Daniel: CPR 7.1.2-b2 is solution specific

Proposal: merge it into CPR 7.1.2-1 by adding a “e.g.” to address relative and absolute positioning.

	
	


	
	

	CPR 7.1.2-b3
	The 5G system shall be able to support absolute positioning for an Ambient IoT devices. 
	
	



[bookmark: _Toc91256617][bookmark: _Hlk125887144]7.1.3	Management of Ambient IoT devices
Table 7.1.3  [Management of Ambient IoT devices] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	CPR 7.1.3-c1
	The 5G network shall support provisioning one or a group of Ambient IoT devices.

	P.R.5.1.6-005
PR 5.16.6-003
PR 5.17.6-001
	Vasil: Current IoT already has it. Prefer no general req. 
Shuang: consider to use the PR’s content 

Proposal: limit it to only focus on “provisioning”. (No other CPRs ever address it).

	CPR 7.1.3-c2
	The 5G system shall provide a suitable mechanism to permanently disable an Ambient IoT device or a group of Ambient IoT devices.

	
	Vasil: it is about configuration
Ken: will update the UC
Lola, Juergen, Shuang: use “mechanism” is better
Proposal: using “mechanism”

	CPR 7.1.3-c3
	When setting up communication to an Ambient IoT device the 5G system shall be able to handle the unavailability of Ambient IoT devices either due to lack of power or due to power saving mechanisms of the Ambient IoT device

	PR.5.26.6-002
	Daniel: not proper to address “available”
Juergen, Weijie: something different to the ordinary UE
Shuang: further check with Cristina

	CPR 7.1.3-c4
	The 5G system shall provide a mechanism for a 3rd party application to write to and to read from an Ambient IoT device.

Note 1: for example, the data being written to or read from an Ambient IoT device can include periodic sensor reporting or network- initiated inventory.
	PR 5.22.6-2, 
PR 5.23.6-2, 
PR 5.24.6-2
	Daniel: user data is outside of 3GPP
Lola: CPR is needed, For more offline discussion
Vasil, Shuang: considering merging e.g. CPR7.1.1-1
Proposal:
. Removing “user data”, adding a note for example

	[bookmark: _Hlk142326253]CPR 7.1.3-c5
	The 5G system shall be able to support an Ambient IoT device to efficiently function in different countries, in accordance with local regulations. 

NOTE: It needs to minimize the power consumption and the requirement of ambient IoT device's complexity (e.g. The RF chain) in order to support the functionality.
	PR.5.27-001
	Daniel: Not specific to AIoT device (similar thing already applies to normal UE)
Amichai: “efficiently function…”.
Shuang: seeking more elaboration

Proposal: adding a NOTE for clarification

	CPR 7.1.3-c6
	The 5G system shall support a mechanism to trigger  one or more Ambient IoT devices to perform specific actions as requested by an authorized 3rd party.

NOTE: The goal of device triggering is that the Ambient IoT Device takes action based on the content of the trigger payload. This response can involve initiation of communication. Defining the application specific actions is out of scope of 3GPP. 


	PR.5.27-002
	Daniel: further check with Toon

	CPR 7.1.3-c7
	Based on operator policy, the 5G system shall provide means for a trusted third party to request that any memory on the Ambient IoT device be prevented from any further access. 


	PR 5.29.6-2
	Daniel: not sure if the memory is in 3GPP scope

“Memory” has been used in 3GPP spec. E.g. in 33.501, the non-volatile memory is required,


	CPR 7.1.3-c8
	The 5G system shall provide means for a trusted third-party to support an ambient IoT device or group of ambient IoT devices to communicate with 5G system with a given frequency (e.g.periodically).


	P.R.5.30.6-001
	Lola, Daniel: prefer to add a note in 7.1.1-1
Shuang: has value, but rewording is needed. “Communication with 3rd party periodically”

Proposal: rewording it


	
	
	
	



7.1.4	Collected information and network capability exposure 
Table 7.1.4  [Collected information and network capability exposure] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	CPR 7.1.4-d1
	The 5G system shall support an on-demand mechanism to access to/from Ambient IoT device. This on-demand mechanism should, based on 3rd party’s request, enable means for the communication with an Ambient IoT device in order to get or update data from the Ambient IoT device. 

	PR 5.3.6-003
PR 5.19.6-001
PR.5.27-003
	Proposal: 
- d1: rewording as yellow highlight text, considering the  “on-demand” related description used in 22.261;
- d2: further specifically describe it to avoid a general text, based on PR.5.27-003


Mona, Toon: “on-demand” definition. 
On 'access', PR.5.27-003 and PR 5.3.6-003 refers to 3rd party, which is what Toon / Vasil mentioned, but PR 5.19.6-001 is more general

Vasil: for d1, “The 5G system shall be able to support service enablement layer exposure mechanisms for on-demand access to AIoT.” 
D2 should avoid genral description 

Lola: who is requesting on-demand access? 5GS and/or 3rd party

Toon: what “access” means. Description about what “data” can be access
For d2, general now. Need further specific AIoT devices such as limited power.

Juergen: “on-demand”, and “access” means. Looks more like a management req.

Shuang: from Use case 5.19 on "on-demand": instantaneous energy provided on-demand. 
“Access” is to get or update data from device

Daniel: solution specific wording needs be avoided

	CPR 7.1.4-d2
	The 5G system shall support a mechanism to enable a 3rd party to instruct the 5G network in which area, which group of the Ambient IoT devices needs to be triggered and which action the Ambient IoT devices need to perform when triggered (e.g. send ID, receive further information, send measurement value).


	
	





7.1.5	Charging
Table 7.1.5  [Charging] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	CPR. 7.1.5-e1
	The 5G system shall be able to efficiently collect charging information for using Ambient IoT services on per Ambient IoT device basis (e.g., total number of communications per charging period) or for a group of Ambient IoT devices.
NOTE: Efficiency could concern simplified method for charging information collection, or reduced data concerned.	Comment by OPPO-r: Shuang: suggested rewording

	PR.5.3.6-004 
PR 5.3.6-005 
PR 5.22.6-3, 
PR 5.23.6-3, 
PR 5.24.6-3

	Daniel: avoid solution specific wording

Shuang: “NOTE: Efficiency could concern simplified method for charging information collection, or reduced data concerned”

Proposal: reword the note to avoid solution specific text



7.1.6	Security and privacy
Table 7.1.6  [Security and privacy] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	CPR 7.1.6-f1
	Due to the simplicity of Ambient IoT devices, the 5G system shall be able to support a suitable means for security protection (alternative: energy efficient secure mechanisms) for communication with Ambient IoT devices. 

NOTE: this suitable security protection can include authentication, authorization, confidentiality and data integrity protection of information, location and identity. 


	P.R.5.1.6-003 
PR 5.3.6-002 PR.5.6-002 P.R.5.13.6-002 PR.5.21.6-005 PR.5.8.6-004
P.R.5.1.6-004 
PR 5.8.6-005 
PR. 5.12.6-006 P.R.5.13.6-003 PR. 5.14.6-005 PR 5.16.6-001 PR.5.20.6-002

	Daniel
"The 5G system shall support secure communication with Ambient IOT devices."

Lola: Due to the simplicity of Ambient IoT devices, the 5GS …

Toon: optimized for AIoT
SA3 needs to look at what is suitable and not assume that existing mechanisms will work

Shuang: suitable means sufficient for the intended Ambient IoT service taking into account the actual security threats and device complexity. It is not less secure

Vasil: 

Philips: “energy efficient secure mechanisms for Ambient IoT devices, more efficient than existing mechanism”

Mona: support Toon's view as well, 'suitable' is related to what the device is used for, and an Ambient IoT device is NOT a UE

Proposal: rewording as yellow text

	CPR 7.1.6-f2
	Based on subscription and operator policies, the 5G system shall authorize a UE to communicate with a specific Ambient IoT device. 



	PR. 5.12.6-005
PR. 5.14.6-004

	Daniel: capable UE 

Shuang: updating- CPR

Toon: specific AIoT Device
One thing is capable UE, another is authorizing

Lola: separate capable UE and authorizing

Proposal: this CPR focus on authorizing. “Capable UE” description will be captured in CPR7.1.1-1




*******************End of Change*****************

