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Abstract: This document provides a TP to TR 22.840 v.1.1.0 to update KPI Device Density to clause 5.8 Finding Remote Lost Item. The revision includes the additional information to clarify the proposed modification.
1. Introduction
The clause 5.8 “Finding Remote Lost Item” has been agreed and captured in TR 22.840, which introduces the use case for finding Ambient IoT tagged lost baggage in an airport, using Ambient IoT service.
Currently In KPI Table 5.8.6-1, Device density value of “<750 devices/100m2” is captured, with the explanation (Note 3) being: 
100m2 space can be packed with about 250 large size baggage (with H=0.7m, W=0.5m). Assuming 3 layers of baggage stacked gives = 250x3 = 750.
This KPI value is quite high and need to be updated to be more suitable for the intended use case.
2. Reason for Change
Different from warehousing, in an airport the baggages are rarely stacked in multiple layers nor packing the entire surface of storage room. Below are typical areas in an airport where a lost suitcase might be: 
· Airport apron (outdoors): an open area where baggages are usually transported via smaller mobile pannels or AGVs. Considering the small size of an AGV and limied number of baggages on an AGV, the baggage density outdoors is significantly lower than indoor.
· Baggage claim area (indoors), the baggages are transported unstacked on baggage conveyor belts. 
· Airport “Lost and Found” areas (indoors) are managed per airline indicating each “Lost and Found” being usually rather small storage areas, where baggages stand in row (unstacked in layers) with sufficient inter-row spacing for passengers or airline personnel to easily walk up to each suitcase for identification. 
· Baggage security screening system for which an example is shown (Reference: Design of a Baggage Handling System by Roxana Grigoras and Cornelis Hoedem, University of Twente):
[image: ]
Additionally, check-in luggage usually refers to larger pieces. As 90 cm x 75 cm is the airline size allowance for check-in luggage, it is appropriate to assume average check-in baggage size to be 1m x 0.75m.
Due to these reasons, in practice the baggage density at an airport is much lower in practice than the originally captured value. 
Assuming an 100m2 surface area inside an airport, half of which is taken up by baggage (e.g. the need to leave space for passenger to walk among suitcases for identification), the indoor device density value comes to: 100/2/(1 x 0.75) = 67 devices/100m2 (indoors). 
For outdoors such as in an airport apron (open space where planes are landed), when baggage is transported in AGVs to or from landed airplanes, AGVs are usually very sparsely spaced. 

3. Conclusions
Change the Device density from “<750 devices/100m2” to “<70 250 devices/100m2 indoors, <10 devices/100m2 outdoors”.

4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.840 v1.1.0.


* * * First Change * * * *
[bookmark: _Toc129058562]5.8.6	Potential New Requirements needed to support the use case
[PR.5.8.6-001] The 5G system shall be able to assist an Ambient IoT device with discovery and communication with 5GS entities that can provide location related information. 
[PR 5.8.6-002] Based on operator policy, the 5G system shall be able to support authorization of UEs communicating with an Ambient IoT device. 
[PR.5.8.6-003] The 5G system shall be able to support means to support RAN entities and authorized UEs to communicate with Ambient IoT devices and transfer related information to other 5G system entities (e.g., core network) / servers.
[PR.5.8.6-004] The 5G system shall be able to provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication with an Ambient IoT device.
NOTE 1:	This requirement refers to communication between Ambient IoT devices and 5G System entities (e.g., core network, RAN entities), application servers or authorized UEs.
[PR 5.8.6-005] The 5G system shall be able to support a UE to authenticate an Ambient IoT device.
[PR 5.8.6-006] The 5G system shall be able to support Ambient IoT devices with the following KPIs:
[bookmark: _Hlk120192478]Table 5.8.6-1:  KPI Requirements for “Finding Remote Lost Item” Service 
	Scenario
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density
	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Remote lost item finding (Indoor)

	>5s
	99%

(Note 1 )
	NA
	NA
	256 bits

(Note 2 )
	<250750 devices/100m2 

(Note 3)
	10m 


	NA
	NA
	NA
	NA
	NA
	NA

	Remote lost item finding (Outdoor)

	>5s
	99%

(Note 1)
	NA
	NA
	256 bits

(Note 2)
	<10750 devices/100m2 

(Note 43)
	100m


	NA
	NA
	NA
	NA
	NA
	NA

	Note 1: Service can be potentially provided by both multiple UEs and RAN entities.
Note 2: 64bits corresponds to 20 digits in decimal number. 20 digits is assumed for the length of tag ID. Additional 192bits were assumed for control and other data (e.g., location information, IP address of server).
[bookmark: _GoBack]Note 3: It assumes an 100m2 surface area inside an airport taken up by baggage.
Note 4: Considering moderately sized mobile panels or AGVs transporting baggages in an airport apron (an open area), given the limited load per mobile pannel or AGV, the density of baggages is very low per unit surface of 100m2.
100m2 space can be packed with about 250 large size baggage (with H=0.7m, W=0.5m). Assuming 3 layers of baggage stacked gives = 250x3 = 750
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Fig. 2. Security Screening System





