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Abstract: Updating use case in clause 5.8 to include multiple MNOs
1. Introduction
Updating use case to introduce multiple MNO support and update KPIs.
2. Reason for Change
· Updating use case pre-conditions and service flows to introduce multiple MNO scenario
· Adding two PRs ([PR 5.8.6-001] and [PR 5.8.6-007]) for multiple MNO communication and security support
· Adding values for postioning service availabillity and position accuracy KPIs
· Removed the comparators on the KPI values
· Revised PR 5.8.6-001 and removed Note 4
· Added NOTE 2 to express the fact that the 3rd party entity/application can be provided by the operator.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.840 v1.1.0


* * * First Change * * * *

[bookmark: _Toc128540174]5.8.2	Pre-conditions
[bookmark: _Hlk133855902]Alice subscribed to a “lost tag finding” service with the EasyTracking Inc, a company that provides this service using Ambient IoT tags and bought an Ambient IoT tag for her baggage.
 She attaches the tag to her baggage and associatesd the tag with her mobile phone in this service.
EasyTracking Inc, has agreements with multiple operators (e.g., MNO A in New York (JFK) and MNO B in New Jersey(Newark Airport) to provide lost tag finding service throughout airports across the United States.

* * * Next Change * * * *

[bookmark: _Toc128540175]5.8.3	Service Flows
The case of remote lost item finding by crowdsourcing
1. The Alice is traveling from San Diego (SAN) to New York (JFK) using airplane with her tag (tag-A) attached to her baggage. When she arrives in JFK airport, she does not find her baggage in baggage claim area. Unfortunately, her bag was mistakenly taken to Newark airport.
2. At the Newark airport, Tthe tag-A attached to Alices’ baggage identifies that it is lost and notify any nearby UEs/RAN entities most of which are belong to  to MNO B that  supporting the lost tag finding service that the tag-A is currently lost.
3. As shown in Figure 1, the nearby UEs/RAN entities belonging to MNO B which is notified from the tag-A connects to server providing the lost tag finding service and reports the tag-A’s current location and time. (For privacy, the tag-A’s identity should not be known to other UEs/RAN entities other than Alice’s UE or service provider.)
4. Alice, after finding that her baggage is missing in airport, opens an app in her mobile phone to find her tag-A’s whereabout. The app communicates with the server and gets the recent information about  e.g., location/time/etc, related to the tag-A (e.g. information via MNO A determining the tag was not in JFK after Alice searches unsuccessfully for her tag and information via MNO B reporting the tag was found at the Newark airport). .This information via MNO A and B may not be sent to the application simultaneously.
5. Alice can track the location of her baggage with the help of lost item finding service.


* * * Next Change * * * *

[bookmark: _Toc128540178]5.8.6	Potential New Requirements needed to support the use case
[PR 5.8.6-001] The 5G System shall be able to support means for  communication between Ambient IoT device(s) and a trusted 3rd  party entity/application via one or more network(s) that are managed by the same or different MNOs. 

NOTE 1:	It is assumed that certain business relationship and agreement between the trusted 3rd party and the network operator(s) has been established.
NOTE 2:  The trusted 3rd party entity/application may be hosted by an operator.  
[PR.5.8.6-0021] The 5G system shall be able to assist an Ambient IoT device with discovery and communication with 5GS entities that can provide location related information. 
[PR 5.8.6-0032] Based on operator policy, the 5G system shall be able to support authorization of UEs communicating with an Ambient IoT device. 
[PR.5.8.6-0043] The 5G system shall be able to support means to support RAN entities and authorized UEs to communicate with Ambient IoT devices and transfer related information to other 5G system entities (e.g., core network) / servers.
[PR.5.8.6-0054] The 5G system shall be able to provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication with an Ambient IoT device.
NOTE 31:	This requirement refers to communication between Ambient IoT devices and 5G System entities (e.g., core network, RAN entities), application servers or authorized UEs.
[PR 5.8.6-0065] The 5G system shall be able to support a UE to authenticate an Ambient IoT device.
[PR 5.8.6-007] The 5G System shall be able to support mechanisms to authenticate and authorize communication with Ambient IoT devices via a trusted 3rd party service provider.

NOTE 4:	It is assumed that certain business relationship and agreement between the trusted 3rd party and 5G network operator(s) has been established.  


[PR 5.8.6-0086] The 5G system shall be able to support Ambient IoT devices with the following KPIs:
[bookmark: _Hlk120192478]Table 5.8.6-1:  KPI Requirements for “Finding Remote Lost Item” Service 
	Scenario
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density
	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Remote lost item finding (Indoor)

	>5s
	99%

(Note 1 )
	NA
	NA
	256 bits

(Note 2 )
	<750 devices/100m2 

(Note 3)
	10m 


	NA
	NA
	NA
	NA
	90%NA
	~3mNA

	Remote lost item finding (Outdoor)

	>5s
	99%

(Note 1)
	NA
	NA
	256 bits

(Note 2)
	<750 devices/100m2 

(Note 3)
	100m


	NA
	NA
	NA
	NA
	90%NA
	~10mNA

	Note 1: Service can be potentially provided by both multiple UEs and RAN entities.
Note 2: 64bits corresponds to 20 digits in decimal number. 20 digits is assumed for the length of tag ID. Additional 192bits were assumed for control and other data (e.g., location information, IP address of server).
Note 3: 100m2 space can be packed with about 250 large size baggage (with H=0.7m, W=0.5m). Assuming 3 layers of baggage stacked gives = 250x3 = 750






* * * End of Change * * * *
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