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[bookmark: _GoBack]Abstract: It is proposed to resolve the FFS about efficiency in the use case 15.
1. Introduction
There is a FFS in the use case 15 (Ambient IoT enablement for smart laundry) in TR 22.840 v1.1.0:
Editor’s Note:  	It is FFS enhancement of specific 5GS efficiency required to support this use case.

2. Reason for Change
Since the Ambient IoT device is dependent on harvested ambient energy, with battery-less or limited energy storage capability, the energy efficient communication (e.g. minimizing the overall and/or peak device communication power consumption) shall be supported with meeting the communication performance requirements.

3. Conclusions
It is proposed to resolve the FFS in the use case 15 in TR 22.840 v1.1.0.

4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.840 v1.1.0.


* * * First Change * * * *
[bookmark: _Toc49931674][bookmark: _Toc129058605]5.15	Use Case on Ambient IoT enablement for smart laundry
[bookmark: _Toc129058606]5.15.1	Description
Washing machines have been upgraded to enable automated washing process, freeing people from heavy laundry chores. Currently, washing machines are equipped with various functionalities and laundry modes, which targets to different types or materials of clothes. Therefore, there is increasing demand to determine an appropriate laundry mode based on the clothes to be washed by considering the colour, fabric, material, shape and stains in order to achieve intelligent laundry with water saving and electricity saving.
Ambient IoT service provided by 5G can be expected to meet the demanding needs of smart laundry. Ambient IoT devices installed with wireless sensors can be attached to clothes to monitor some parameter values such as temperature and humidity. Firstly, the Ambient IoT devices can store clothing information such as colour, fabric, materials and shape. Additionally, the parameter values can be used to detect sweat stains. The smart appliance application can request the 5G network to perform inventory of Ambient IoT devices to obtain this clothing information and recommend an appropriate laundry mode with suitable laundry parameters according to the clothing information. The recommended laundry mode with suitable laundry parameters will be transmitted to the washing machine so that the washing machine will wash the clothes with corresponding procedure, achieving better user experience and saving the water and electricity.
[bookmark: _Toc129058607]5.15.2	Pre-conditions
Cindy is a big fan of Company X’s smart appliances and has bought various appliance from Company X. She downloads Company X’s smart home application, registers her user account and provide the information of the smart appliances such as appliances ID and/or name on the application as well.
Recently, Cindy has bought a smart washing machine from Company X. Cindy registers the brand new washing machine on the Company X’s smart home application. In order to using the intelligent function of the smart washing machine, Cindy bought clothes attached with Ambient IoT device that is installed with wireless sensors to detect the temperature and humidity of the clothes. When the clothes are produced, the Ambient IoT device attached on the clothes stores the clothing information such as colour, fabric, materials and shape. Cindy registers the clothes to the smart home application. During the registration, Cindy will provide the ID of the Ambient IoT device attached on the clothes to the application. Optionally, Cindy can also take a photo of the clothes and upload it to the application so that the application can display the clothes on the screen. Since the information of Cindy’s smart washing machine and the clothes are registered to her user account, the application platform can associate the Cindy’s clothes with the smart washing machines owned by Cindy. 
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Fig. 5.15.2-1: Ambient IoT in Smart Laundry
[bookmark: _Toc129058608]5.15.3	Service Flows
1. Cindy is going to run in the park. Before leaving her home, she makes sure that information of the sportswear (i.e. the information of the Ambient IoT device attached on the sportswear) she wore has been registered to the application.
2. Cindy wore the sportswear to go for a run. After she finished running and went back home, she wanted to wash her sportswear.
3. Cindy opened the Company X’s smart home application and chose the intelligent washing function. Additionally, she selected the clothes to be washed (i.e. the sportswear she just wore) on the application.
4. The Company X’s IoT application platform can request the 5G network to inventory and report the Ambient IoT device attached to the sportswear based on the Ambient IoT device ID which has been registered on the application by Cindy. The Company X’s IoT application platform can negotiate with 5G network about the frequency of inventory and report of Ambient IoT devices attached on the clothes so that the parameter values from the sensor can be obtained by Company X’s IoT application platform with a certain frequency (e.g., every 5 minutes in a certain period or a single report). The negotiation between the Company X’s IoT application platform and the 5G network can be based on the request from a user. For example, when Cindy is going out for a run, she can set the report frequency as every 5 minutes. After she finished running, she can stop periodically report and request for a single report before she washes her clothes.
5. Based on the request from the Company X’s IoT application platform, the 5G network transmits signals intending to start inventory process. The Ambient IoT device harvests power from the environment. When detecting the signals from the 5G network, the Ambient IoT device can react by starting random access.
6. When the Ambient IoT device accesses to the 5G network successfully, the 5G network obtains the information of the Ambient IoT device (e.g., the color, fabric, material, shape and the detected parameter values such as temperature and humidity of the clothes) and send it to Company X’s IoT application platform.
7. Company X’s IoT application platform can obtain the Ambient IoT device information (e.g., the color, fabric, material, shape and the detected parameter values such as temperature and humidity of the clothes) via 5G network. Based on the analysis of the information reported by the Ambient IoT devices (e.g., the color, fabric, material, shape and the detected parameter values such as temperature and humidity of the clothes), the Company X’s IoT application platform will determine an appropriate laundry mode. The recommended laundry mode will be sent to Cindy’s smart washing machine, triggering the smart washing machine to wash the sportswear with a proper laundry procedure. 
[bookmark: _Toc129058609]5.15.4	Post-conditions
Thanks to the Ambient IoT service provided by the 5G system, Company X’s customers can enjoy smart washing machines and better user experience on laundry.
[bookmark: _Toc129058610]5.15.5	Existing features partly or fully covering the use case functionality
SA1 has performed various studies on IoT in previous releases, where related normative stage 1 requirements are introduced in TS 22.011 [9], TS 22.278 [7], TS 22.368 [6], and TS 22.261 [8]. 

TS 22.011 introduces access control for MTC, examples of periodic network selection attempts are:

For UEs only supporting any of the following, or a combination of, NB-IoT, GERAN EC-GSM-IoT [18], and  Category M1[13] of E-UTRAN enhanced-MTC, the UE shall interpret the interval value to be between 2 and 240 hours, with a step size of 2 hours between 2 and 80 hours and a step size of 4 hours between 80 and 240 hours. 
In the absence of a permitted value in the SIM/USIM, or the SIM/USIM is phase 1 and therefore does not contain the datafield, then a default value of 60 minutes, shall be used by the UE except for those UEs only supporting any of the following, or a combination of: NB-IoT, GERAN EC-GSM-IoT [18], and Category M1 [17] of E-UTRAN enhanced-MTC. For those UEs a default value of 72 hours shall be used.
NOTE:	Use of values less than 60 minutes may result in excessive UE battery drain.

TS 22.368 addresses features of MTC communication and service requirements related to MTC device triggering, addressing, identifiers, low mobility, small data transmission, infrequent MT communication, security, remote MTC device management, group-based MTC features including policing and addressing, etc. Example requirements are:

      The system shall provide mechanisms to lower power consumption of MTC Devices.
The system shall provide mechanisms for the network operator to efficiently manage numbers and identifiers related to MTC Subscribers.

TS 22.261 captures some important service requirements for IoT, e.g.

The 5G system shall support a secure mechanism for a home operator to remotely provision the 3GPP credentials of a uniquely identifiable and verifiably secure IoT device.
The 5G system shall support a secure mechanism for the network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.
An IoT device which is able to access a 5G PLMN in direct network connection mode using a 3GPP RAT shall have a 3GPP subscription.
The 5G system shall allow the operator to identify a UE as an IoT device based on UE characteristics (e.g. identified by an equipment identifier or a range of equipment identifiers) or subscription or the combination of both.
An IoT device which is able to connect to a UE in direct device connection mode shall have a 3GPP subscription, if the IoT device needs to be identifiable by the core network (e.g. for IoT device management purposes or to use indirect network connection mode).
The 5G system shall support operator-controlled alternative authentication methods (i.e. alternative to AKA) with different types of credentials for network access for IoT devices in isolated deployment scenarios (e.g. for industrial automation). 
The 5G system shall support a suitable framework (e.g. EAP) allowing alternative (e.g. to AKA) authentication methods with non-3GPP identities and credentials to be used for UE network access authentication in non-public networks.
           NOTE:	Non-public networks can use 3GPP authentication methods, identities, and credentials for a UE to access network. Non-public networks are also allowed to utilize non-AKA based authentication methods such as provided by the EAP framework, for which the credentials can be stored in the ME.

The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third-party service provider.
In these specifications, albeit the service requirements addressing traits for IoT in terms of low device power consumption, small and infrequent data transmissions, long service lifetime, and resource efficiently, the IoT devices considered in 3GPP have been assumed to be powered by at least batteries up till now. To enable extremely small, light-weight, battery-less or even disposable Ambient IoT devices that engage in basic IoT data transaction and appropriate level of operator management and charging suitable for the target scenarios, new challenges to the 5G system are foreseen and need to be addressed.

[bookmark: _Toc129058611]5.15.6	Potential New Requirements needed to support the use case
[PR.5.15.6-001] The 5G system shall support energy efficient communication for Ambient IoT devices (e.g. minimizing the overall and/or peak device communication power consumption) while meeting the communication performance requirements.
 Editor’s Note:  	It is FFS enhancement of specific 5GS efficiency required to support this use case.
[PR 5.15.6-002] The 5G System shall provide the network connection to address the KPIs for the use of Ambient IoT devices for preventive care in smart laundry, see table 5.15.6-1.
Table 5.15.6-1: Potential key performance requirements for the use of Ambient IoT devices for smart laundry
	Scenario
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density

	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Ambient IoT devices for smart laundry
	>10 s
	NA
	NA
	<100bit/s
	Typically 
< 100 bytes

	20 / 100m2
	NA
	several m2 up to 1000 m2

	NA
	NA
	NA
	NA
	NA
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