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Abstract: it is proposed to put the functional requirements into 6 subclauses. Then make CPR mapping table for consolidation under each subclause.
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Based on all functional requirements (see Annex below) captured in the latest version of TR 22.840v0.3.0, it is proposed to put them into 6 subclauses as below for Consolidated Potential Requirements. 
- Subclause 1: Communication aspects of Ambient IoT devices
- Subclause 2: Positioning/location OF of Ambient IoT devices
- Subclause 3: Management of Ambient IoT devices
- Subclause 4: Collected information and network capability exposure 
- Subclause 5: Charging
- Subclause 6: Security and privacy

A PR/CPR mapping table is proposed under each subclause. The mapping table is described in the clause 7.1 as change proposal except the following three Potential Requirements which have critical Editor’s Note to be resolved.
[PR 5.2.6-003] The 5G system shall be able to provide a mechanism to collect the information stored in an Ambient-IoT device.
Editor’s Note: This requirement need to be revisited to clarify how the device can store information without application and what kind of data that can be stored.
[PR 5.5.6-002] The 5G system shall support collection of charging information based on different charging policies for Ambient-IoT type of communication, i.e., total number of communication (e.g. data payload) per charging period, or total number of Ambient IoT devices per charging period.
Editor’s Note: 	Additional requirements for this use case are FFS.	
[PR 5.11.6-002] The 5G system shall be able to provide a mechanism for a trusted 3rd party to modify the information stored on an Ambient IoT device.
Editor’s Note: This requirement need to be revisited to clarify how the device can store and modify information without application and what kind of data that can be stored.
[PR.5.15.6-001] The 5G system shall support communication for Ambient_IoT devices.
Editor’s Note:  	It is FFS enhancement of specific 5GS efficiency required to support this use case.
[PR 5.19.6-001] The 5G system shall support Fault-Tolerant Reliable Ambient IoT communication.
Editor’s Note: Requirement PR5.2.6-001 is for FFS.
[PR.5.27-002] The 5G system shall support functionality to trigger Ambient IoT devices to communicate.
Editor’s Note: terminology of triggering to be checked with existing MTC triggering terminology. Definitions still to be provided in the definition section
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Subclause A: Communication aspects of Ambient IoT devices
	Potential Requirement
	Clean-up Steps Taken
	Consolidated Potential Requirement

	[PR 5.2.6-001] The 5G system shall be able to communicate with an Ambient-IoT device
[PR.5.6.6-001] The 5G system shall be able to support communication services for ambient power-enabled IoT devices.
[PR 5.11.6-001] The 5G system shall be able to communicate with an Ambient-IoT device.
[PR.5.12.6-002] The 5G system shall be able to collect information from a specific Ambient IoT device.
[PR.5.13.6-001] The 5G system shall be able to support communication with Ambient IoT devices. 
[PR.5.1.6-001] The 5G system shall be able to support communication with Ambient IoT device which is battery-less or with limited energy storage (e.g., capacitor).
[PR.5.4.6-001] 5G system shall support network access for Ambient IoT devices while considering the constraint power consumption.
[PR.5.20.6-001] The 5G system shall support communication with Ambient IoT device with 3rd party application server.
[PR.5.2.6-002] The 5G system shall be able to provide group communication for a group of Ambient-IoT devices
[PR.5.12.6-002] The 5G system shall be able to collect information from a specific Ambient IoT device.
[PR.5.8.6-003] The 5G system shall be able to support means to support RAN entities and authorized UEs to communicate with Ambient IoT devices and transfer related information to other 5G system entities (e.g., core network) / servers.
[PR.5.27-004] The 5G system shall support relaying communication from an Ambient IoT device to the network.
	In these PRs, it clearly mentioned the communication with Ambient IoT devices. Meanwhile, some PRs mentioned the additional features for the communication.
-  the communication with Ambient IoT device is to collect information stored or from IoT devices. And
-  the Ambient IoT device is with battery-less or limited energy storage 
- The information stored in Ambient IoT device could be device ID


Proposal: incorporate the PRs into CPR 7.1.1-1
	[CPR 7.1.1-1] 
The 5G system shall be able to support communication service with a single or a group of ambient IoT devices.	Comment by OPPO0223: 

Note: Example of the communication service
Note: Direct and indirect network connection to be described

The 5G system shall support communication with Ambient IoT device to collect the information (e.g. device ID) stored in an Ambient IoT device which is battery-less or with limited energy storage (e.g. capacitor).



	[PR.5.13.6-004] The 5G system shall support energy efficient communication mechanisms for Ambient IoT devices (i.e., minimizing the device communication power consumption).
[PR.5.3.6-001] The 5G system shall support energy efficient communication mechanisms (i.e. minimizing the overall and peak device communication power consumption) for Ambient IoT devices
[PR 5.22.6-1, PR5.23.6-1, PR.5.24.6-1] The 5G system shall support energy efficient communication mechanisms (i.e. minimizing the device communication power consumption) for Ambient IoT devices, while meeting the communication performance requirements.
[PR.5.26.6-001] The 5G system shall be able to support mechanisms to communicate efficiently with Ambient IoT devices.
[PR.5.2.6-002] The 5G system shall be able to provide group communication for a group of Ambient-IoT devices 
	


The PRs mentioned the energy efficient communication and further described by means of minimizing the power consumption of Ambient IoT. It can be merged as a CPR.
 
Proposal: incoperate these PRs into CPR 7.1.1-2

	
[CPR 7.1.1-2] 	Comment by OPPO0223: 
The 5G system shall support energy efficient communication for an Ambient IoT device (e.g. support energy efficient communication mechanisms (i.e. minimizing minimizingthe the overall and/or peak device communication power consumption)) for Ambient IoT devices while meeting the communication performance requirements. .

	 
[PR.5.12.6-002] The 5G system shall be able to collect information from a specific Ambient IoT device.
[PR 5.8.6-002] Based on operator policy, the 5G system shall be able to support authorization of UEs communicating with an Ambient IoT device.
	
Two PRs mentioned the communication can be per specific or a group of Ambient IoT device(s). This is related to whether and how the 5GS need to indicate which Ambinet IoT will responds to the 5GS. So it can be a separate CPR.

Proposal: incorporate these PRs into CPR 7.1.1-3 CPR 7.1.1-4


	[CPR 7.1.1-3] Based on 3rd party’s request, the 5G system shall support to communication with a specific Ambient IoT device 	Comment by Almodovar Chico, J.L. (José): Be consistent an device or device(s).



or a group of Ambient IoT devices


	[PR 5.8.6-002] Based on operator policy, the 5G system shall be able to support authorization of UEs communicating with an Ambient IoT device.
[PR.5.12.6-001] The 5G system shall support to authorize a UE to obtain device information of an Ambient IoT device.
[PR.5.14.6-001] The 5G system shall support be able to authorize a UE to perform Ambient IoT communication services with specific Ambient IoT devices
[PR.5.21.6-003] The 5G system shall support to authorize a UE to obtain device identity information of an Ambient IoT device
[PR.5.21.6-001] The 5G system shall support to authorize a UE to perform Ambient IoT communication services with specific Ambient IoT devices.
	These PRs mentions authorization for a UE for communication with specific Ambient IoT device.

Proposal: Incorperate these PRs into CPR 7.1.1-4


	[CPR 7.1.1-45] The 5G system network shall support a mechanism   to authorize a support an authorized UE to communicate with an specific Ambient IoT devices.

	[PR.5.8.6-003] The 5G system shall be able to support means to support RAN entities and authorized UEs to communicate with Ambient IoT devices and transfer related information to other 5G system entities (e.g., core network) / servers.
[PR.5.27-004] The 5G system shall support relaying communication from an Ambient IoT device to the network.
	
	[CPR 7.1.1-5] The 5G system shall 





support an authorized UE to transfer the Ambient IoT related information to other 5G system entities (e.g. core network) /servers.

	[PR.5.8.6-001] The 5G system shall be able to assist an Ambient IoT device with discovery and communication with 5GS entities that can provide location related information.

	
This PR mentions the discovery for communication with Ambient IoT devices.

Proposal: PR 5.8.6-001 is adopted as CPR-7.1.1-7
Note: the “provide location rlate information” is merged to the CPRs in subclause-B “Ambient IoT positioning/location”

	[CPR 7.1.1-68] The 5G system system shall be able to support discovery of a UE/RAN entity that are capable of performing positioning for an Ambient IoT device

NOTE: who is consuming this ?


assist an Ambient IoT device with discovery and communication with UEs/RAN entities


	[PR 5.9.6-001] 5G system shall optimize mobility management support for mobile Ambient-enabled IoT devices that are unable to constantly stay active.
[PR 5.16.6-002] The 5G system shall optimize mobility management support for non-stationary Ambient IoT devices that are unable to initiate communication towards the network. 
[PR.5.7.6-001] The 5G system shall be able to support means to discover and locate Ambient-IoT devices in a certain geographical area, e.g. at cell level

	These two PRs mentions the mobility management for the Ambinet IoT devices which are non-stationary and unable to initiate communication to network.

Proposal: Incoperate the PRs into CPR 7.1.1-8 
	[CPR 7.1.1-98] The 5G system shall optimize support simplified mobility management for Ambient IoT devices which are not stationary and unable to initiate communication towards the network. 

NOTE: Excluding some functions for current MM? 

	[P.R.5.1.6-001] The 5G system shall support procedures for Ambient IoT control and user data transmission; to use a minimum number of transactions with the Ambient IoT device.
Editor’s Note: terminology of ‘transactions’ is FFS
	
	[CPR 7.1.1-10] The 5G system shall support procedures for Ambient IoT control and user data transmission; to use a minimum number of interactions with the Ambient IoT device.	Comment by OPPO0214: 
NOTE:
In this context an interaction implies a single instance of control or user data transmission to or from the Ambient IoT device





Subclause B: Positioning/location of Ambient IoT devices 
	Potential Requirement
	Clean-up Steps Taken
	Consolidated Potential Requirement

	
[PR.5.7.6-001] The 5G system shall be able to support means to discover and locate Ambient-IoT devices in a certain geographical area, e.g. at cell level
[PR 5.9.6-002] 5G system shall be able to determine the location of Ambient IoT device, when it becomes active as triggered by the 5G network.

 [PR 5.10.6-001] 5G system shall be able to support the ranging operation between UE and Ambient IoT device.
[PR 5.12.6-004] The 5G system shall be able to support indoor and outdoor positioning for Ambient IoT devices.
[PR 5.2.6-005] The 5G system shall be able to support positioning for an Ambient-IoT device.

	The two PRs mentions the 5G system to discover and locate the Ambient IoT devices.
These two PRs further clarifies the type of positioning i.e. ranging, indoor/outdoor positioning.

Proposal: incorporate these PRs into CPR 7.1.2-1 with some rewording (“location -> position”) 

	[CPR 7.1.2-1] The 5G system shall  support support means to discover and position an positioning services for Ambient IoT devices in a certain geographical area.

[CPR 7.1.2-2] The 5G system shall support positioning for an Ambient IoT device.	Comment by OPPO: Combine with 7.1.2-1
The positioning includes indoor and outdoor positioning. 

	
	These two PRs further clarifies the type of positioning i.e. ranging, indoor/outdoor positioning.

Proposal: Incorperate these PRs into CPR 7.1.2-2.
	

	[PR 5.10.6-001] 5G system shall be able to support the ranging operation between UE and Ambient IoT device.
[PR.5.21.6-002] The 5G system shall be able to support to authorize a UE to perform Ambient IoT ranging services with specific Ambient IoT devices
	
	Ranging related CPR is TBD
NOTE: to be defined later?

	
[PR.5.14.6.1-002] The 5G system shall be able to support authorizing a UE to perform Ambient IoT positioning services with specific Ambient IoT devices.
[PR.5.21.6-002] The 5G system shall be able to support to authorize a UE to perform Ambient IoT ranging services with specific Ambient IoT devices
	The PRs are about authorzing a UE for positiong service to an Ambnient IoT device.

Proposal: incorperate these PRs into CPR 7.1.2-3

Shuang: 
[PR.5.14.6.1-002], it is the relative positioning using UE, the positioning service and performance is not controlled or guaranteed by the 5G network. Because of this, this PR is not relevant as long as authorization by operator is concerned. 
	[CPR 7.1.2-3] The 5G system shall support a authorizing a UE to perform obtain its location with the assistance of Ambient IoT positioning services with specific Ambient IoT devices.	Comment by SZ: Propose to delete. Otherwise need to clarify the original requirement

NOTE: Revisit/refine ?
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	Potential Requirement
	Clean-up Steps Taken
	Consolidated Potential Requirement

	
[P.R.5.1.6-005] The 5G system shall be able to manage (e.g. provide service parameters, activate, deactivate) multiple Ambient IoT devices in bulk.
[PR 5.16.6-003] The 5G System shall allow an operator to manage (e.g. provision, authenticate, authorise, etc.) Ambient_IoT devices that have limited or no power source.
[PR 5.17.6-1] Based on operator policy, the 5G system shall provide means for an authorised user or authorised third parties to request enable and disable an Ambient IoT device capability to transmit RF signals.
	The PRs mention how to manage the Ambient IoT devices.

Proposal: Incorperate the PRs into CPR 7.1.3-1
NOTE: the “Authenticate” and “authorize” belongs to subclause 7.1.1 and 7.1.6 respectively. The last part of PR 5.16.6-003 has been covered in Subclause 7.1.1.
	[CPR 7.1.3-1] The 5G system network shall support a mechanism to manage one or multiple a group of Ambient IoT devices.  , including provisioning parameters, activate, deactivate an Ambient IoT devices.

Note: Whether to add examples (disable/ enable transmit functionality) 
Note: Whether to add who is requesting … 3rd party  

	[PR 5.22.6-2, PR 5.23.6-2, PR 5.24.6-2] The 5G system shall provide a mechanism for a 3rd party application to write user data to and to read user data from an Ambient IoT device.
	The PR proposes to let 5GS to write the information/data to the Ambient IoT device

Note: reading data from an Ambient IoT device in PR 5.22.6-2 has been captured in CPR-7.1.1-1 in subclause A

Proposal: adopt the “write” requirement into CPR-7.1.3-2
	[CPR 7.1.3-2] The 5G system shall provide a mechanism for a 3rd party application to write user data to an Ambient IoT device.
NOTE: FFS whether to consolidate 

	[PR.5.26.6-002] When setting up communication to an Ambient IoT device the 5G system shall be able to handle the unavailability of Ambient IoT devices either due to lack of power or due to power saving mechanisms of the Ambient IoT device.
	Handling of unavailable Ambient IoT devices should be addressed under management of AIoT clause
Proposal: adopt the requirement into CPR 7.1.3-3
	[CPR 7.1.3-3] The 5G system shall be able to support communication with Ambient IoT that can be temporarily unavailable. When setting up communication to an Ambient IoT device the 5G system shall be able to handle the unavailability of Ambient IoT devices either due to lack of power or due to power saving mechanisms of the Ambient IoT device.

NOTE: Temporary unavailability may be caused by insufficient power for communication. 
 NOTE: Revisit/Refine 


	[PR.5.27-001] The 5G system shall be able to support an Ambient IoT device to function in different countries in accordance with local regulations
	This should be a kind of management of AIoT device

Proposal: adopt the requirement into CPR 7.1.3-4
	[CPR 7.1.3-4] The 5G system shall be able to support an Ambient IoT device to function in different countries in accordance with local regulations
Note: Not for consolidation  (FFS) ask proponent
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	Potential Requirement
	Clean-up Steps Taken
	Consolidated Potential Requirement

	[PR.5.1.6-002] The 5G system shall support to provide collected information from Ambient IoT devices to the trusted 3rd party.
[PR.5.12.6-003] The 5G system shall be able to provide information of a specific Ambient IoT device to the trusted 3rd party.
NOTE: The request from 3rd party can include the requested Ambient IoT device identity, the requested service area to find the Ambient IoT device, the requested information of an Ambient IoT device includes position information.
[PR 5.13.6-005] The 5G system shall support transferring data collected from Ambient IoT devices to a trusted 3rd party.

[PR.5.14.6-003] Subject to user consent and operator’s policy, the 5G system shall be able to expose the identities and positions of Ambient IoT devices to a 3rd party. 
[PR 5.16.6-004] The 5G System shall be able to provide suitable and secure means to report to an authorized third-party the location of Ambient_IoT devices.
[PR 5.18.6-1] Based on operator policy, the 5G system shall provide means for an authorised third party to poll a group of multiple ambient IoT devices.
[PR.5.21.6-004] The 5G system shall be able to expose the identities and ranging results of Ambient IoT devices to a trusted third party.
[PR 5.2.6-004] The 5G system shall be able to provide a mechanism to expose the information collected from an Ambient-IoT device to a trusted 3rd party.
	These PRs are about exposing the information of Ambient IoT devices to a 3rd party. Furthermore, the PR.5.14.6.1-003 and a NOTE in P.R.5.12.6-003 mentions the specific informations which hcould be provided to 3rd party.
The following features are abstracted from the PRs in lest column:
3rd party isTrsuted, authorized 
Requested condition includes device ID, service area, 
Requested information includes: device id and position result,  ranging result
Taget: single AIoT device or a group of devices



Proposal: PutIncorperate these PRs into CPR 7.1.4-1a, b, c capturing the features above. 
NOTE: The Ranging result will be discussed later when the relevant  requirement in is fixedsublause B 

	
[CPR …..] The 5G system shall be able to provide collected information from Ambient IoT devices to the trusted 3rd party.
NOTE: The collected information could be sensor data. 
[CPR …..] Subject to user consent and operator’s policy , the 5G system shall be able to  provide information about a specific Ambient IoT device to the trusted 3rd party.
NOTE: The request from 3rd party can include the requested Ambient IoT device identity, the requested service area to find the Ambient IoT device, the requested information of an Ambient IoT device includes position information.
Note: Exposure of ranging results is FFS
[CPR …..] Based on operator policy and 3rd party request, the 5G system shall collect information from a group of ambient IoT devices and deliver to the requesting 3rd party. 

[CPR 7.1.4-1] The 5G system shall 




















	
[PR 5.3.6-003] The 5G system shall support a mechanism to interface a 3rd party application to manage and operate on the Ambient IoT devices.
[PR 5.19.6-001] The 5G system shall support on-demand access to/from Ambient IoT device.

[PR.5.27-003] The 5G network shall be able to trigger Ambient IoT devices. The 5G system shall enable an authorized 3rd party to instruct the 5G network in which area, which group of Ambient IoT devices needs to be triggered and which action the Ambient IoT devices need to perform when triggered (e.g. send ID, receive further information, send measurement value).
	This PR is about exposing some capability (manage and operate on Ambient IoT device) to the 3rd party. PR 5.19.6-001 has a further elaboration about how the manage and operate could be.

Proposal: adopt the the PRs as CPR 7.1.4-2
	[CPR 7.1.4-2] The 5G system shall support a mechanism to interface a 3rd party application to manage and operate on the Ambient IoT devices (e.g. on-demand access to/from Ambient IoT device).[CPR ….] The 5G system shall support on-demand access to/from Ambient IoT device.
Note: FFS on the definition of on-demand. May combine with triggering requirement

[CPR……] The 5G network shall be able to trigger Ambient IoT devices. 
Note: Combine with on-demand access
[CPR ……]
The 5G system shall enable an authorized 3rd party to instruct the 5G network in which area, which group of Ambient IoT devices needs to be triggered and which action the Ambient IoT devices need to perform when triggered (e.g. send ID, receive further information, send measurement value).
Note: Consider moving to management/mobility management CPR 

	[PR 5.17.6-1] Based on operator policy, the 5G system shall provide means for an authorised user or authorised third parties to request enable and disable an Ambient IoT device capability to transmit RF signals.
	This PR is about exposing the capability of disabling/enabling an Ambient IoT device.

Proposal: Adopt the PR as CPR 7.1.4-3 
	[CPR 7.1.4-3] The 5G system shall support an authorized user or authorized 3rd party to enable and disable an Ambient IoT device capability to transmit RF signals.

	[PR.5.27-003] The 5G network shall be able to trigger Ambient IoT devices. The 5G system shall enable an authorized 3rd party to instruct the 5G network in which area, which group of Ambient IoT devices needs to be triggered and which action the Ambient IoT devices need to perform when triggered (e.g. send ID, receive further information, send measurement value).
	The PR raises some assistant information from 3rd party which is useful for realizing “on-demand” exposure.

Proposal: Adopt the PR as CPR 7.1.4-4 with minor resording
	[CPR 7.1.4-4] The 5G system shall enable an authorized 3rd party to instruct the 5G network in which area, which group of Ambient IoT devices needs to be triggered for communication and which action the Ambient IoT devices need to perform communication when triggered (e.g. send ID, receive further information, send measurement value).





Subclause E: Charging
	Potential Requirement
	Clean-up Steps Taken
	Consolidated Potential Requirement

	[PR.5.3.6-004] The 5G system shall be able to collect charging information for using Ambient IoT services on per Ambient IoT device basis (e.g., total number of communications per charging period).
[PR 5.3.6-005] The 5G system shall be able to collect charging information per application for using Ambient IoT services (e.g., total number of Ambient IoT devices per charging period).
[PR 5.22.6-3, PR 5.23.6-3, PR 5.24.6-3] The 5G system shall be able to collect charging information for a large group of closely located Ambient IoT devices  in an efficient way
NOTE: for example, the efficiency could be reduced total number of charging data related to a group of Ambient IoT devices, the reduction is compared with already specified 3GPP technologies.

	These PRs mention the similar requirement about charging, considering the following aspects:
-  total number of communications
-  total number of Ambient IoT devices;
-  Payload
-  per carging period
-  a group of Ambient IoT devices for a specific location

Proposal: incorporate these PRs into CPR 7.1.5-1
	[CPR.5…..] The 5G system shall be able to collect charging information for using Ambient IoT services on per Ambient IoT device basis (e.g., total number of communications per charging period) or for a group of Ambient IoT devices.
NOTE: For example, the group of Ambient IoT devices charging efficiency can be achieved by reducing total number of charging data related to a group of Ambient IoT devices, the reduction is compared with already specified 3GPP technologies.
Note: per application is FFS.
PR 7.1.5-1] The 5G system shall support to collect charging information for 
using Ambient IoT services, based on number of Ambient IoT devices, number of communications, a group of Ambient IoT devices for a specific location, data payload and per charging period.  






Subclause F: Security and privacy
	Potential Requirement
	Clean-up Steps Taken
	Consolidated Potential Requirement

	[P.R.5.1.6-003] The 5G system shall support suitable security mechanisms for Ambient_IoT devices, including encryption and data integrity.
[PR 5.3.6-002] The 5G system shall be able to support energy efficient security mechanisms for Ambient IoT devices, including authentication, encryption and data integrity.
[PR.5.6-002] The 5G system shall support suitable security mechanisms for Ambient IoT devices, including authentication, encryption and data integrity.
[P.R.5.13.6-002] The 5G system shall be able to support suitable security mechanisms for Ambient IoT devices, including encryption and data integrity.
[PR.5.21.6-005] The 5G system shall be able to support suitable security mechanisms for Ambient IoT devices, including encryption and data integrity.
	All the PRs are about encryption and data integrity for communication with Ambient IoT device 

Proposal: Incorperate the PRs into CPR 7.1.6-1
	[CPR …..] The 5G system shall be able to support reduced complexity and improved energy efficient secure mechanisms for Ambient IoT devices (e.g., including authentication,authorization,  encryption and data integrity) compared with existing security mechanismd. 


Note: Improved energy efficient security mechanism compared with the existing security mechanism  [CPR 7.1.6-1] The 5G system shall support suitable security mechanisms for communication with Ambient_IoT devices with data encryption and integrity. 

	
[PR. 5.14.6-004] The 5G system shall be able to support an Ambient IoT device to authenticate a UE triggering Ambient IoT services.

	
This PR is about authenticating a UE for performing Ambient IoT services. 

Proposal: Adopt these PRs to CPR 7.1.6-2
	
[CPR 7.1.6-2] The 5G system shall support to authenticate a UE triggering Ambient IoT services; 
 

	[P.R.5.1.6-004] The 5G system shall be able to support the authentication and authorization mechanisms of Ambient_IoT devices.
[PR 5.8.6-005] The 5G system shall be able to support a UE to authenticate an Ambient IoT device
[PR. 5.12.6-006] The 5G system shall support to validate an Ambient IoT device
[P.R.5.13.6-003] The 5G system shall be able to support suitable mechanisms to authenticate and authorize Ambient IoT devices.
[PR. 5.14.6-005] The 5G system shall be able to support a UE to verify an Ambient IoT device’s identity.
[PR 5.16.6-001] The 5G system shall be able to support a mechanism to authenticate and authorize Ambient_IoT devices.
[PR.5.20.6-002] The 5G system shall be able to authenticate an Ambient IoT device.
	The PRs are mainly about how a UE can authenticate, validate or verify a Ambient IoT. It seems people may have some different understanding for these three words, it just keeps the three word in the CPRs for further comments.

Proposal: Incorporate these PRs into CPR 7.1.6-3

NOTE 1: Further comments may be needed to decide whether and which “authenticate”, “validate” and “verify” should be used for the CPR.

NOTE 2: The “authorize” in some PRs have been addressed by subclause 7.1.1
	[CPR 7.1.6-3] The 5G system shall support a mechanism to authenticate, validate, or verify an Ambient IoT device;

	
[PR. 5.12.6-005] The 5G system shall be able to support an Ambient IoT device to validate a UE which communicates with the device.
	
This PR is to let Ambient IoT device to validate the UE which communicate with the device.

Proposal: Adopt the PR 5.12.6.1-005 to CPR 7.1.6-4 with a bit rewording.

	[CPR 7.1.6-4] The 5G system shall support an Ambient IoT device to validate UE/RAN node which communicates with an Ambient IoT device;

	
[PR.5.8.6-004] The 5G system shall be able to provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication with an Ambient IoT device.
NOTE 1:	This requirement refers to communication between Ambient IoT devices and 5G System entities (e.g., core network, RAN entities), application servers or authorized UEs.

	This PR is addressing the privacy for communication with Ambient IoT.

Proposal: adopt the PR to CPR 7.1.6-5
	[CPR 7.1.6-5] The 5G system shall support to provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication with an Ambient IoT device.
NOTE 1:	This requirement refers to communication between Ambient IoT devices and 5G System entities (e.g., core network, RAN entities), application servers or authorized UEs.




****************Start of Change***************
7	Consolidated potential requirements and KPIs
7.1	Consolidated potential requirements
Mapping table is used per each subclause for consolidated potential requirements. 
7.1.1	Communication aspects of Ambient IoT devices
[bookmark: _Hlk113978877]Table 7.1.1 – [Communication aspects of Ambient IoT devices] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



7.1.2	Positioning/location of Ambient IoT devices
Table 7.1.2 – [Positioning/location of Ambient IoT devices] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	
	
	
	

	
	
	
	

	
	
	
	



[bookmark: _Toc91256617]7.1.3	Management of Ambient IoT devices
Table 7.1.3  [Management of Ambient IoT devices] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



7.1.4	“Collected information” and network capability exposure 
Table 7.1.4  [“Collected information” and network capability exposure] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	





7.1.5	Charging
Table 7.1.5  [Charging] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	
	
	
	



7.1.6	Security and privacy
Table 7.1.6  [Security and privacy] Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	




*******************End of Change*****************

