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Abstract: This contribution proposes updates of use case 5.2 in FS_5GSAT_Ph3 TR.
1. Introduction
This contribution proposes to update current use cases on store and forward - MT.
2. Reason for Change
Current service flows and PRs are not aligned.
In addition, editorial changes are also needed.
How security would apply is not the responsibility of SA1 so the Editorial Note can be removed (S1-230137)
Introduced new requirements on S&F data retention period and S&F data storage quota.
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.865-020.


First Change (Description)
[bookmark: _Toc120728439]5.2.1	Description
This use case illustrates the realization of a S&F service between a UE with satellite access and an Application Server for a delay-tolerant/non-real-time IoT NTN service in the case of a Mobile Terminated message.
A description of store and forward operation is provided in Annex A.
Company TrackingInc is offering offers a service of remote monitoring of fields and is deploying deploys and tracking tracks many battery-powered IoT type UEs across the globe. All the IoT remote monitoring UEs deployed are including include a 5G communication with satellite access. Some of them the UEs are deployed in a remote area where there is no mobile coverage by MNO and only satellite is possible. 
For the satellite access, TrackingInc is using uses the service of IoTSAT for the 5G IoT connectivity by satellite, and IoTSAT is using uses a LEO constellation which supports S&F operation mode.
All IoT remote monitoring UEs are regularly sending information related to the area they are monitoring to the application server of TrackingInc and some times receive new parameters from the application server. In most of the cases, the messages exchanged are delay-tolerant/non-real-time IoT.
Second Change (Service Flows)
[bookmark: _Toc120728441]5.2.3	Service Flows
The TrackingInc application server needs to send new parameters to the IoT remote monitoring UE through a dedicated message.
The TrackingInc application server message is sent by conventional means (e.g. IP routing, tunnels) to the network entry-point (e.g. a SCEF, PDN-GW, SMSC). 
At this point:
· Limitations on the amount of data to be transferred to the IoT remote monitoring UE could be enforced. 
· Delivery Forwarding priority to the UE could be established. 
· Acknowledgement of the received data by the network UE could be issued. 
· End-to-end acknowledgement policy can be established. 
The network stores the message until it can be delivered/relayed to a satellite expected to fly over and provide coverage to the destination IoT remote monitoring UE.
When the satellite is connected via the feeder link to the ground network, the message is uploaded into the satellite.
When flying over the area that the IoT remote monitoring UE is located, the satellite with the stored message triggers paging over the service link for the UE to connect to the network. 
The stored message is delivered/downloaded from the satellite to the IoT remote monitoring UE. Acknowledgment may be requested/issued. Mechanisms to ensure integrity of the delivered information may be in place. 
Third Change (PRs)
[bookmark: _Toc120728444]5.2.6	Potential New Requirements needed to support the use case
[PR 5.2.6-001] The 5G system with satellite access shall be able to inform an application server whether store and forward operation is applied for communication with a UE.
[PR 5.1.6-002] Subject to operator policy, the 5G system with satellite access supporting store and forward operation shall be able to allow the operator or a trusted 3rd party to set and enforce, on a per UE basis, a S&F data retention period. 

[PR 5.2.6-003] Subject to operator policy, the 5G system with satellite access supporting store and forward operation shall be able to allow the operator or a trusted 3rd party to set and enforce, on a per UE basis, a S&F data storage quota. 
[PR 5.2.6-004] The 5G system with satellite access supporting store and forward operation shall support a mechanism to configure and provision specific required QoS and policies for S&F operation (e.g. forwarding priority, acknowledgment policy).
[PR 5.2.6-0052] The 5G system with satellite access shall be able to provide integrity protection and confidentiality for communications between an authorized UE and the network when store and forward operation is applied.
Editor's Note:	it is FFS to clarify how security would apply during S&F operation.
End of Changes
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