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Abstract: The contribution describes security considerations for Indirect Network Sharing, and proposes potential security requirements for TR22.851.
1. Introduction
Indirect network sharing introduces the involvement of core network of Hosting Operators, which introduces the data exchange of user information, and the operation and network information between Hosting and Participating Operators. The proposal intends to collect considerations on security for different use cases of indirect network sharing and reflects in TR22.851.
2. Reason for Change
As agreed in the last meeting, the wording of potential security requirements need be refined for further discussion.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.851v 0.3.0.

* * * First Change * * * *
[bookmark: _Toc104210785]6	Other considerations
6.1	Considerations on security
[bookmark: _GoBack]Different from MOCN configuration, which routes UE to the core network of a Participating Operator directly through Shared RAN of Hosting Operator, Indirect Network Sharing needs to involve the core network of the Hosting Operator in the signaling exchange. The interoperability between the core networks of Hosting Operators and Participating Operator will expose more information about the subscribers, the operator’s policies and operations of respective core networks, especially those irrelevant to Indirect Network Sharing. Therefore, more security relative to user privacy and the operator’s policy shall be taken into account for the Indirect Network Sharing configuration.
Editor’s Note: it’s FFS that any potential new security requirements will be identified. 

* * * End of Change * * * *
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