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1	Impacts
{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	X
	

	No
	
	
	
	
	

	Don't know
	X
	X
	X
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …

	X
	Study 

	
	Normative – Stage 1

	
	Normative – Stage 2

	
	Normative – Stage 3

	
	Normative – Other*


* Other = e.g. testing

2.2	Parent Work Item

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	N/A



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	790001
	New Services and Markets Technology Enablers– Phase 2
	Stage 1 work item of 5G system.

	720005
	New Services and Markets Technology Enablers
	Stage 1 work item of 5G system

	870023
	Management of Non-Public Networks (NPN)
	Stage 1 and 2 work item of 5G system

	740005
	System architecture for the 5G System
	Stage 2 work item of 5G system

	840024
	Study on enhanced support of Non-Public Networks
	Stage 2 study  item of 5G system


3	Justification
3GPP has defined the concept of Non-public network (NPN) as a network that is intended for non-public use in TS 22.261, including requirements related to multiple subscriptions and access to multiple non-public networks and corresponding services. 
In many sectors, verticals have started to deploy Standalone Non-Public Networks (SNPN) in ports, airports, mainports, utilities, railway, etc. This is leading to the emergence of many new use cases where the verticals are confronted with aspects related to the interconnect of SNPNs with different business owners, in locations where there is no public network, and where there is a need to deal with security, authorisation, onboarding, continuity of service, and resilience.
NOTE:	In the context of this SID the term “interconnect” refers to the business relationship between two SNPNs owned by distinct administrations that allow users subscribed to one SNPN to use the mobile network access of the other SNPN. Charging and billing will not be covered in this study.
In such use cases, there is a need to facilitate the interconnect between the SNPNs for the benefits of the end users and support of the vertical business services and applications.
In addition, there is a vast number of identity providers entities dealing with authentication and authorization access of private networks inherited from past deployments of such networks for private users. New issues are appearing in terms of scalability and security aspects to support the interconnect between the SNPN and such entities dealing with authentication and authorization accessidentity providers. In the context of this SID, it is assumed that the identity providers are not a PLMN operator.
It is therefore proposed to study different use cases of interconnect between SNPNs as well as interconnect of SNPNs with entities dealing with authentication and authorization accessidentity providers in order to identify new or enhancedments of service requirements related to those use cases.

4	Objective
The objectives of this study are:
· To study use cases on interconnect between 3GPP SNPNs and interconnect of SNPN with entities identity providers that authenticate and authorize UE access to the SNPNs.
· To identify potential new service requirements and enhancements for 5G system:
·  to enable interconnect between SNPNs. 
· 
· Toidentify potential new service requirements to address scalability and security aspects inherent to enhance interconnect of SNPNs with identity providers entities that authenticate and authorize UE access to the SNPNs.

It is expected that the third last objective will be completed earlier so that it can be considered for potential normative work in Release 19.

NOTE 1: charging and billing aspects are out of the scope of the study
NOTE 2: it is assumed that the identity providers are not a PLMN operator in the context of this study


5	Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	Internal TR

	22.XXX
	Study of Interconnect of SNPN
	TSG#101
	TSG#102
	Thierry Bérisot, Novamint, (tberisot@novamint.com)
Suresh Srinivasan (suresh.srinivasan@intel.com)

	
	
	
	
	
	




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	
	
	
	

	
	
	
	



6	Work item Rapporteur(s)
Rapporteur: Thierry Bérisot, Novamint, tberisot@novamint.com
Co rapporteur: Suresh Srinivasan, Intel, suresh.srinivasan@intel.com
7	Work item leadership
SA1

8	Aspects that involve other WGs
None
9	Supporting Individual Members
	Supporting IM name

	Novamint

	Intel

	Cisco

	EDF

	b-com

	Philips

	Interdigital

	[bookmark: _GoBack]




