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* * * * Start of Change * * * *

6
Consolidated potential requirements
6.1
Introduction
Table 6.1-1 summarizes the potential requirements from the use cases in clause 5 and provides pointers to the corresponding proposed consolidated requirements.
Table 6.1-1 Functional requirements
	P R Number
	Potential Requirements in the use cases in clause 5
	Comments
	Consolidated requirement

	PR.5.1.6-001
	The 5G system shall be able to detect that a connected UE is airborne, while UE’s subscription does not include “aerial.
	
	

	PR.5.2.6-001
	Based on operator’s policy, the 5G system shall be able to provide a method to monitor and predict network condition (e.g. bitrate, latency, reliability) along the UAV continuous geographic path provided from UTM.
	Proposed documented in 3GPP TS 22.125 [3] clause 6.2.
	CPR 6.2.2-001

	PR.5.2.6-002
	The 5G system shall be able to provide UTM with the information about geographic areas where UAV service requirements could be met based on predicted QoS and network conditions (e.g. bitrate, latency, reliability).
	Proposed documented in 3GPP TS 22.125 [3] clause 6.2.
	CPR 6.2.2-002

	PR.5.3.6-001
	The 5G system shall be able to be informed of VLoS regulatory requirements (e.g. maximal distance threshold) and shall be informed if the UTM needs to be supported in meeting such requirements for a given UAS.
	This requirement is FFS.
	

	PR.5.3.6-002
	The 5G system shall be able to track the UAV-Controller, e.g. by receiving information from the UTM or through UE geolocalization.
	This requirement is FFS.
	

	PR.5.4.6-001
	Based on operator’s policy, the 5G system shall be able to provide a method to provide UTM with the information collected or generated by 5G system regarding to the relative distance between 3GPP and/or non-3GPP UAVs (based on sensing result), to support network-assisted DAA.
	This requirement is FFS.
	

	PR.5.4.6-002
	Based on operator’s policy, the 5G system shall be able to provide a method to provide UTM with the information collected or generated by 5G system regarding to location of non-3GPP UAVs (based on sensing result), to support network-assisted DAA.
	This requirement is FFS.
	

	PR.5.5.6-001
	Based on operator policy and UTM’s request, the 5G system shall be able to provide UTM with a UEs’ location and identity.
	This requirement is FFS.

The relationship of Sensing and location in this requirements is FFS.
	

	PR.5.5.6-002
	Subject to user consent and national or regional regulation, based on operator policy, and the UTM’s request, the 5G system may be able to provide Sensing results to the UTM.
	The relationship of Sensing and location in this requirements is FFS.
	

	PR.5.6.6-001
	Based on operator’s policy, the 5G system shall be able to provide a method to monitor and provide a 3rd party with information about radio and network conditions along the UAV flying route.
	Proposed documented in 3GPP TS 22.125 [3] clause 6.2.
	CPR 6.2.2-003


6.2
Proposed consolidated requirements

6.2.1
General

Relevant clauses from 3GPP TS 22.125 [3] are included as required when new consolidated requirements are proposed.
6.2.2
Network exposure for UAV services
[CPR-6.2.2-001] Based on operator’s policy, the 5G system shall be able to provide a method to monitor and predict network condition (e.g. bitrate, latency, reliability) along the UAV continuous geographic path provided from UTM.
[CPR-6.2.2-002] The 5G system shall be able to provide UTM with the information about geographic areas where UAV service requirements could be met based on predicted QoS and network conditions (e.g. bitrate, latency, reliability).
[CPR-6.2.2-003] Based on operator’s policy, the 5G system shall be able to provide a method to monitor and provide a 3rd party with information about radio and network conditions along the UAV flying route.
* * * * End of Change * * * *

The below excerpt from 3GPP TS 22.125 version 17.6.0 is included for information.
5
Requirements for Remote Identification of UAS

5.1
General

[R-5.1-001] The 3GPP system should enable UTM to associate the UAV and UAV controller, and the UTM to identify them as a UAS.
[R-5.1-002] The 3GPP system shall be able to provide UTM with the identity/identities of a UAS.

[R-5.1-003] The 3GPP system shall enable a UAS to send UTM the UAV data which can contain: unique identity (this may be a 3GPP identity), UE capability of the UAV, make & model, serial number, take-off weight, position, owner identity, owner address, owner contact details, owner certification, take-off location, mission type, route data, operating status.
[R-5.1-004] The 3GPP system shall enable a UAS to send UTM the UAV controller data which can contain: unique identity (this may be a 3GPP identity), UE capability of the UAV controller, position, owner identity, owner address, owner contact details, owner certification, UAV operator identity, UAV operator license, UAV operator certification, UAV pilot identity, UAV pilot license, UAV pilot certification and flight plan.
[R-5.1-005] The 3GPP system shall enable a UAS to send different UAS data to UTM based on the different authentication and authorizations level which are applied to the UAS.

NOTE 0: 
Subject to the regional regulation, the different authentication and authorization levels can be: the initial network access authentication and authorization, UAS identity authentication, UAV flight plan authorization, additional UTM service authentications, such as flight monitoring, collision avoidance services, so on.
[R-5.1-006] The 3GPP system shall support capability to extend UAS data being sent to UTM with the evolution of UTM and its support applications in future. 
[R-5.1-007] Based on regulations and security protection, the 3GPP system shall enable a UAS to send UTM the identifiers which can be: IMEI, MSISDN, or IMSI, or IP address.
[R-5.1-008] The 3GPP system shall enable a UE in a UAS to send the following identifiers to a UTM: IMEI, MSISDN, or IMSI, or IP address
[R-5.1-009] The 3GPP system should enable an MNO to augment the data sent to a UTM with the following: network-based positioning information of UAV and UAV controller.

NOTE 1: 
This augmentation may be trust-based (i.e. the MNO informs the UTM that the UAV position information is trusted) or it may be additional location information based on network information, such as OTDOA, cell coordinates, synchronization source, etc.

NOTE 2: 
This requirement will not be applied to the case which the UAS and UTM has direct control communication connection without going through MNO, such as OTDOA, cell coordinates, synchronization source, etc.

[R-5.1-010] The 3GPP system shall enable UTM to inform an MNO of the outcome of an authorisation to operate.

[R-5.1-011] The 3GPP system shall enable an MNO to allow a UAS authorisation request only if appropriate subscription information is present.

[R-5.1-012] The 3GPP system shall enable a UAS to update a UTM with the live location information of a UAV and its UAV controller.

[R-5.1-013] The 3GPP network should be able to provide supplement location information of UAV and its controller to a UTM.

NOTE 3: 
This supplement may be trust-based (i.e. the MNO informs the UTM that the UAV position information is trusted) or it may be additional location information based on network information.
[R-5.1-014] The 3GPP network shall support UAVs and the corresponding UAV controller are connecting to different PLMNs at the same time.

[R-5.1-014a] The 3GPP system shall support UAVs and the corresponding UAV controller are connecting to different PLMNs at the same time.

[R-5.1-015] The 3GPP system shall provide the capability for network to obtain the UAS information regarding its support of 3GPP communication capabilities designed for UAS operation. 
[R-5.1-016] The 3GPP system shall support the UAS identification and subscription data which can differentiate the UAS with UAS-capable UE and the UAS with non-UAS-capable UE. 

NOTE 4: 
UAS-capable UE refers to the UE which support interaction capability with UTM and certain 3GPP communication features which 3GPP provides for UAS.

[R-5.1-017] The 3GPP system shall support the UTM in detection of UAV operating without authorization.

NOTE 5: the scenarios covered by the requirement above are FFS.
5.2
UAS traffic management

5.2.1
General

NOTE: 
The following requirements are valid for both centralized and decentralized UTM.

[R-5.2.1-001] The 3GPP system shall provide a mechanism for a UTM to provide route data, along with flight clearance, to a UAV.

[R-5.2.1-002] The 3GPP system shall be able to deliver route modification information received from a UTM to a UAS with a latency of less than 500ms.

[R-5.2.1-003] The 3GPP system shall be able to deliver the notifications received from a UTM to a UAV controller with a latency of less than 500ms.

[R-5.2.1-004] Based on MNO policies and/or regulatory requirements, the 3GPP system shall enable the UTM to take over the communication used to control the UAV.
5.2.2
Decentralized UAS traffic management

[R-5.2.2-001] The 3GPP system shall enable a UAV to broadcast the following data for identifying UAV(s) in a short-range area for collision avoidance: e.g. UAV identities if needed based on different regulation requirements, UAV type, current location and time, flight route information, current speed, operating status.

[R-5.2.2-002] The 3GPP system shall be able to support a UAV to transmit a message via network connection for identifying itself as an UAV to the other UAV(s).

[R-5.2.2-003] The 3GPP system shall enable UAV to preserve the privacy of the owner of the UAV, UAV pilot, and the UAV operator in its broadcast of identity information.

[R-5.2.2-004] The 3GPP system shall enable a UAV to receive local broadcast communication transport service from other UAV in short range.

[R-5.2.2-005] A UAV shall be able to use a direct UAV to UAV local broadcast communication transport service in the coverage or out of coverage of a 3GPP network.

[R-5.2.2-006] A UAV shall be able to use a direct UAV to UAV local broadcast communication transport service when the sending and receiving UAVs are served by the same or different PLMNs.

[R-5.2.2-007] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service at relative speeds of up to 320kmph.

[R-5.2.2-008] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service with variable message payloads of 50-1500 bytes, not including security-related message component(s).

[R-5.2.2-009] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service which supports a range of up to 600m.

[R-5.2.2-010] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service which can transmit messages at a frequency of at least 10 messages per second.

[R-5.2.2-011] The 3GPP system shall support a direct UAV to UAV local broadcast communication transport service which can transmit messages with an end-to-end latency of at most 100ms.
5.3
Void

5.4
Security
[R-5.4-001] The 3GPP system shall protect the transport of data between the UAS and UTM.

[R-5.4-002] The 3GPP system shall protect against spoofing attacks of the UAS identities.

[R-5.4-003] The 3GPP system shall allow non-repudiation of data sent between the UAS and UTM at the application layer.
[R-5.4-004] The 3GPP system shall support the capability to provide different levels of integrity and privacy protection for the different connections between UAS and UTM as well as the data being transferred via those connections. 

[R-5.4-005] The 3GPP system shall support confidentiality protection of identities related to the UAS and personally identifiable information.

[R-5.4-006] The 3GPP system shall support regulatory requirements (e.g. Lawful Intercept) for UAS traffic.
6
Requirements for UAV usages

6.1
General
Beyond UAV related requirements, the 3GPP can be used to support for a wide range of applications and scenarios by using low altitude UAVs in various commercial and government sectors. New service level requirements and KPIs for supporting various UAV applications by the 3GPP system have been identified and specified e.g. Service requirements and KPIs related to command and control (C2), payload (e.g. camera) and the operation of radio access nodes on-board UAVs.
6.2
Network exposure for UAV services
[R-6.2-001] The 3GPP system shall provide means to allow a 3rd party to request and obtain real-time monitoring the status information (e.g., location of UAV, communication link status) of a UAV.
[R-6.2-002] Based on operator 's policy, the 3GPP system shall provide means to provide a 3rd party with the information regarding the service status for UAVs in a certain geographical area and/or at a certain time.
NOTE: 
Service status is about the information of whether the communication service to the UAV can be provided with a certain QoS by the network.
6.3
Service restriction for UEs onboard of UAV

[R-6.3-001] The 3GPP network shall be able to support network-based 3D space positioning (e.g., with altitude 30~300m) of a UE onboard UAV.

[R-6.3-002] The 3GPP system shall be able to notify the authorized third party of potential stopping of connectivity service before the UE onboard of UAV enters an area (e.g., due to altitude) where the connectivity service is not authorized for the UE.
6.4
Requirements for UxNB
[R-6.4-001] The 5G system shall be able to support UxNBs to provide enhanced and more flexible radio coverage.

[R-6.4-002] The 3GPP system shall be able to provide suitable means to control the operation of the UxNBs (e.g. to start operation, stop operation, replace UxNB etc.).

[R-6.4-003] The 3GPP system shall be able to provide means to minimize power consumption of the UxNBs (e.g. optimizing operation parameter, optimized traffic delivery).
[R-6.4-004] The 3GPP system shall be able to minimize interference e.g. caused by UxNBs changing their positions.

6.5
C2 communication

[R-6.5-001] The 3GPP system shall support C2 communication with required QoS for pre-defined C2 communication models (e.g. using direct ProSe Communication between UAV and the UAV controller, UTM-navigated C2 communication based on flight plan between UTM and the UAV).

[R-6.5-002] The 3GPP system shall support C2 communication with required QoS when switching between the C2 communication models.
[R-6.5-003] The 3GPP system shall support a mechanism for the UTM to request monitoring of the C2 communication with required QoS for pre-defined C2 communication models (e.g. using direct ProSe Communication between UAV and the UAV controller, UTM-navigated C2 communication between UTM and the UAV).
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