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Abstract: This document proposes merged potential service requirements on digital asset management for mobile metaverse services.
1. Introduction
The potential requirements on digital asset management in TR 22.856-030 (e.g. clauses 5.13.6, 5.15.6 and 5.16.6) can be merged.
2. Reason for Change
[bookmark: _Toc408371044][bookmark: _Toc435809682]This document proposes consolidated potential requirements on digital asset management for the FS_Metaverse study.
3. Conclusions
None.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.856. 

Discussion
This clause contains merged and consolidated potential service requirements related to digital asset management for mobile metaverse services.
	Proposed merged requirements
	Source/original potential requirements
	Notes

	No.
	Text
	
	

	[CPR-X-001]
	Subject to user consent, operator policy, and regulatory requirements, the 5G system shall be able to support a digital asset container to store the information associated with a user.
	[PR 5.13.6-1] The 5G system shall support allow a user to securely manage a digital asset container (e.g. store and update the information associated with this user).
[PR 5.15.6-1] Subject to user consent, operator policy, and regulatory requirements, the 5G system shall be able to store and update the information related to avatars for a user (e.g. last access time and address).
[PR 5.16.6.2-1] Subject to user’s consent, the 5G system shall support mechanisms to securely register, store and update the digital assets for a user. 
NOTE 1: 	The user could be a human user using a UE with a certain subscription, or an application running on or connecting via a UE, or a device behind a gateway UE. The user could also be a third party, which is typically an enterprise customer having service level agreement with the operator and interacting with the 3GPP network via an application server.
	[CPR-X-002] complements [CPR-X-001] by specifying that the information stored in the digital asset container is managed by the user. 
The following NOTE is applicable to [CPR-X-001] and [CPR-X-002].
NOTE: 	The user could be a human user using a UE with a certain subscription, or an application running on or connecting via a UE, or a device behind a gateway UE. The user could also be a third party, which is typically an enterprise customer having service level agreement with the operator and interacting with the 3GPP network via an application server.


	[CPR-X-002]
	Subject to user consent, operator policy, and regulatory requirements, the 5G system shall support mechanisms to allow a user to securely register and update information in the digital asset container associated with this user.
	
	

	[CPR-X-003]
	Subject to user consent, the 5G system shall be able to authorize a trusted third party to retrieve the information of a digital asset container associated with a user.
	[PR 5.13.6-2] The 5G system shall support mechanisms to retrieve the information of a digital asset container associated with a user by an authorized third party.
[PR 5.15.6-3] Subject to user consent and operator policy, the 5G system shall be able to authorise a trusted third party to use the avatars of a user.
	The information of a digital asset container could be a digital representation of a user and other information, or it can be an link (e.g. IP address) of a third-party database where the digital representation is actually stored.

	[CPR-X-004]
	Subject to regulatory requirements and operator’s policy, the 5G system shall provide suitable and secure means to allow trusted third party to authorize the use of the digital assets (that belong to the third party enterprise customer) by a user. 
	[PR 5.16.6.2-2] Subject to regulatory requirements and operator’s policy, the 5G system shall provide suitable and secure means to allow trusted third-party to authorize the use of the digital assets (that belong to the third party enterprise customer) by a user. 
NOTE 2: 	In a typical example the user is an employee of the third party enterprise customer.
	

	[CPR-X-005]
	Subject to user consent, operator policy, and regulatory requirements, the 5G system shall support mechanisms to provide the information associated with the user to a third party according to the service invoked when a user accesses an application platform.
	[PR 5.13.6-3] According to the service invoked when a user accesses an application platform, the 5G system shall support mechanisms to provide the information associated with the user to a third party.
[PR 5.15.6-2] Subject to user consent, operator policy, and regulatory requirements, the 5G system shall support mechanisms to expose the information related to the avatars of a user to a trusted third party.
	

	[CPR-X-006]
	The 5G system shall support mechanisms to certify the authenticity of the information of a digital asset container associated with a user.
	[PR 5.13.6-4] The 5G system shall support mechanisms to certify the authenticity of the information of a digital asset container associated with a user.
	No change. 

	[CPR-X-007]
	The 5G system shall protect against spoofing attacks of the customer’s digital asset container.
	[PR 5.13.6-5] The 5G system shall protect against spoofing attacks of the customer’s digital asset container.
	No change.

	[CPR-X-008]
	The 5G system shall be able to collect charging information per UE for managing the digital asset container associated with a user (e.g. typically a human user with a certain subscription).
	[PR 5.16.6.2-3] The 5G system shall be able to collect charging information per UE for managing (e.g. register, store and update) the digital assets for an end user (e.g. typically a human user with a certain subscription).
	

	[CPR-X-009]
	The 5G system shall be able to collect charging information per application for managing the digital asset container for the third party (e.g. typically an enterprise customer having service level agreement with the operator).
	[PR 5.16.6.2-4] The 5G system shall be able to collect charging information per application for managing (e.g. register, store and update) the digital assets  for the third party (e.g. typically an enterprise customer having service level agreement with the operator).
	




Proposed changes

* * *Start of Change (All new text)* * * *

8	Consolidated Potential Requirements
[bookmark: _Toc355779204][bookmark: _Toc354586742][bookmark: _Toc354590101]8.x	Digital Asset Management
[bookmark: _Toc355779205][bookmark: _Toc354586743][bookmark: _Toc354590102]This clause provides potential requirements related to digital asset management. 
Table 8.x-1 – Digital Asset Management Consolidated Requirements
	CPR #
	Consolidated Potential Requirement
	Original PR #
	Comment

	CPR 8.x-1
	Subject to user consent, operator policy, and regulatory requirements, the 5G system shall be able to support a digital asset container to store the information associated with a user.

	PR 5.13.6-1
PR 5.15.6-1
PR 5.16.6.2-1
	

	CPR 8.x-2
	Subject to user consent, operator policy, and regulatory requirements, the 5G system shall support mechanisms to allow a user to securely register and update information in the digital asset container associated with this user.

NOTE: 	For CPR 8.x-1 and CPR 8.x-2, the user could be a human user using a UE with a certain subscription, or an application running on or connecting via a UE, or a device behind a gateway UE. The user could also be a third party, which is typically an enterprise customer having service level agreement with the operator and interacting with the 3GPP network via an application server.
	PR 5.13.6-1
PR 5.15.6-1
PR 5.16.6.2-1
	

	CPR 8.x-3
	Subject to user consent, the 5G system shall be able to authorize a trusted third party to retrieve the information of a digital asset container associated with a user.

	PR 5.13.6-2
PR 5.15.6-3
	

	CPR 8.x-4
	Subject to regulatory requirements and operator’s policy, the 5G system shall provide suitable and secure means to allow trusted third party to authorize the use of the digital assets (that belong to the third party enterprise customer) by a user. 

	PR 5.16.6.2-2
	

	CPR 8.x-5
	Subject to user consent, operator policy, and regulatory requirements, the 5G system shall support mechanisms to provide the information associated with the user to a third party according to the service invoked when a user accesses an application platform.

	PR 5.13.6-3
PR 5.15.6-2
	

	CPR 8.x-6
	The 5G system shall support mechanisms to certify the authenticity of the information of a digital asset container associated with a user.

	PR 5.13.6-4
	

	CPR 8.x-7
	The 5G system shall protect against spoofing attacks of the customer’s digital asset container.

	PR 5.13.6-5
	

	CPR 8.x-8
	The 5G system shall be able to collect charging information per UE for managing the digital asset container associated with a user (e.g. typically a human user with a certain subscription).

	PR 5.16.6.2-3
	

	CPR 8.x-9
	The 5G system shall be able to collect charging information per application for managing the digital asset container for the third party (e.g. typically an enterprise customer having service level agreement with the operator).

	PR 5.16.6.2-4
	



* * *End of Change * * * *
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