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Abstract: This contribution proposes the addition of new requirements for identity management and privacy awareness for regulatory services.
1. Proposal
It is proposed to agree the following changes to 3GPP TR 22.856 clauses 5.17.6 and 5.19.6 for requirements addressing identity management and privacy awareness for regulatory services.

* * * First Change * * * *
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[PR 5.17.6-1] The 5G system shall be able to authenticate a digital entity.
Editor's Note: Authentication of digital entities is FFS.
[PR 5.17.6-x] The 5G system shall be able to consider service settings and parameters specific to a digital entity in a user’s subscription data, when delivering a service to the digital entity.
[PR 5.17.6-x2] The 5G system shall be able to identify a digital entity accessing services of the network.
[PR 5.17.6-x3] The 5G system shall be able to identify the user who is the owner of a digital entity accessing services of the network.
[PR 5.17.6-x4] The 5G system shall be able to identify the user who is using a digital entity that is accessing services of the network.  This user may not necessarily be the owner of the digital entity.

Editor's Note: This requirement is FFS.

* * * Second Change * * * *

5.19.6	Potential New Requirements needed to support the use case
[5.19.6-1] The 5GS shall provide suitable means and service support to properly store, transit, and manage all regulatory life-cycle requirements of relevant real-time or near-real-time user location, movement, and environmental data in compliance with existing privacy and security regulatory requirements and industry best practices.

[5.19.6-2] The 5GS shall provide suitable guarantees that exposure of services associated with precise or approximate location in real time, near real time, or at an asynchronous rate will not allow third party services to access personally identifiable information outside of that agreed upon by the user. However, this requirement shall not affect the ability of regulatory services to access such information without consent of the user subject to national/regional regulatory requirements. However, this requirement shall not affect the ability of regulatory services to access such information without consent of the user subject to national/regional regulatory requirements.
Editor’s note:	The two requirements above should be revisited in order to make the language in the requirements clearer (and more SA1-ish).

* * * End Changes * * * *
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