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Abstract: This contribution describes the problem of KPI definitions about the false alarm related use cases and proposes several ways forward to address the problem of TR 22.837.
1. Discussion
Consolidated potential KPIs of sensing results specified in clause 7.2 includes false alarm rate, missed detection rate and refreshing rate. The terminology definition is described in clause 3.1 as
-
Missed detection describes the probability of missing to acquire a sensing result when the 5G system attempts to acquire a sensing result. It applies only to binary sensing results.
-
False alarm describes the probability of detecting a false sensing result that does not represent the characteristics of a target object or environment when the 5G system attempts to acquire a sensing result. It applies only to binary sensing results.
-
Refreshing rate: rate at which the sensing result is generated by the sensing system. It is the inverse of the time elapsed between two successive sensing results reporting to the application server.

And related use cases such as clauses 5.1, 5.2, 5.3, 5.7, 5.10, 5.12, 5.13. 5.14, 5.15, 5.20, 5.22, 5.23, 5.24, 5.25 all include related KPIs and have defined the possible value range specifically. However, there could be problems when considering those values in actual cases.
For example, for clause 5.1, the use case of intruder detection in smart home, the refreshing rate is <1s and the false alarm rate is <2%. This means the sensing system reports the sensing result to the application server at least 60 times per minute and those results have at most 2% possibility to be false alarm. Thus, on average, it is possible that when there is no intruder, the sensing system sends 50 result reports in 50 seconds to the application server and one of the results is false alarm. It means in the actual case, when a house is not intruded, the application server is likely to get notified falsely that it is intruded every 50 seconds. 
Taking the use case on pedestrian/animal intrusion detection on a highway in clause 5.2 as another example, the refreshing rate is ≤ 0.1s and the false alarm rate is ≤ 5%. This means the sensing system reports the sensing result to the application server at least 10 times per second and those results have at most 5% possibility to be false alarm. Thus, on average, it is possible that when there is no pedestrian/animal intrusion, the sensing system sends 20 result reports in 2 seconds to the application server and one of the results is false alarm. It means in the actual case when a highway is not intruded by pedestrians or animals, the application server is likely to get notified falsely that it is intruded every 2 seconds. 

It makes no sense to the application server because false notifications occur too frequently. In other use cases, there are similar problems.
Related use cases and actual problems are as follows.

2. Related use cases and problems
	Clause
	Related Use Case
	Related KPI and Actual Problem

	5.1
	Use case of intruder detection in smart home

	Refreshing rate: < 1s
False Alarm: <2%

Problem: When a house is not intruded, the application server is likely to get notified falsely that it is intruded every 50 seconds.

	5.2
	Use case on pedestrian/animal intrusion detection on a highway
	Refreshing rate: ≤ 0.1s

False Alarm: ≤5%

Problem: When the highway is not intruded, the application server is likely to get notified falsely that it is intruded every 2 seconds.

	5.3
	Use case on rainfall monitoring.


	Refreshing rate: 10min

False Alarm: ≤5%

Problem: When the weather is sunny, the application server is likely to get notified falsely that it is raining every 200 mins (about 3.3 hours).

	5.7
	Use case on sensing for railway intrusion detection
	Refreshing rate: ≤ 0.1s

False Alarm: ≤0.1%

Problem: When the railway is not intruded, the application server is likely to get notified falsely that it is intruded every 1000 seconds (about 0.28 hour).

	5.10
	Use case on UAV flight trajectory tracing
	Refreshing rate: 0.3~5Hz

False Alarm: ≤5%

Problem: Actual meaning is not clear.

	5.12
	Network assisted sensing to avoid UAV collision
	Refreshing rate: 0.5s

False Alarm: N/A
Problem: Actual meaning is not clear.

	5.13
	Use case on sensing for UAV intrusion detection
	Refreshing rate: [≤0.1Hz] (≤0.1s, the unit seems to be a typo)
False Alarm: [≤5%]
Problem: When the railway is not intruded, the application server is likely to get notified falsely that it is intruded by a UAV every 2 seconds.

	5.14
	Use case on sensing for tourist spot traffic management
	Refreshing rate: [≤0.1s]
False Alarm: [≤5%]
Problem: When the traffic is working well, the application server is likely to get notified falsely that it is congested every 2 seconds.

	5.15
	Use case on contactless sleep monitoring service
	Refreshing rate: 60s

False Alarm: 5%

Problem: When the sleeping status is fine, the application server is likely to get notified falsely that a breathing stoppage occurs every 20 mins.

	5.20
	Use case of Sensing for Parking Space Determination
	Refreshing rate: 1s

False Alarm: 5%

Problem:  An empty parking space is likely to be falsely detected as occupied every 20 seconds.

	5.22
	Use case of UAVs/vehicles/pedestrians detection near Smart Grid equipment
	Refreshing rate: ≥10Hz
False Alarm: [≤5%]
Problem: When the Smart Grid is not intruded, the application server is likely to get notified falsely that it is intruded by a UAV every 2 seconds.

	5.23
	AMR collision avoidance in smart factories
	Refreshing rate: ≥20Hz

False Alarm: 5%

Problem: An AMR moving in an open ground is likely to be notified falsely that there are obstacles nearby every second.

	5.24
	Use case on roaming for sensing service of sports monitoring
	Refreshing rate: 1min
False Alarm: N/A
Problem: Actual meaning is not clear.

	5.25
	Use Case on immersive experience based on sensing
	Refreshing rate: 0.25s

False Alarm: 5%

Problem: The user location may be wrongly detected and the equipment in the home may be wrongly turned on and modified every 5 seconds. 


It can be concluded from the table that the false alarm occurs too frequently under the current definition. 
3. Way forward proposal 
The KPIs definition of related use cases can be updated in several alternative ways:

· WF1: Update the false alarm rate with more stringent values to make sure the false alarm less occurs. 
· WF2: Reduce the refreshing rate and let the sensing system do more analytical work such as the results during a period that would be processed first before reporting to the application server. In this way, the terminology definition should be updated to clarify the result processing procedure.
· WF3: Let the application server do further processing to eliminate the effects of false alarm. In this way, more clarifications should be added and this would cause application layer dependence.
