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[bookmark: _Hlk118455153]Abstract: This contribution discusses updates to Clause 5.8.
1. Introduction
Introduce updates to Clause 5.8
2. Reason for Change
· Remove an Editor’s Note for the Table format. 
3. Conclusions
4. Proposal
It is proposed to agree the following changes to 3GPP TR 22.840, V1.0.0


* * * First Change * * * *
[bookmark: _Toc355779204][bookmark: _Toc354586742][bookmark: _Toc354590101][bookmark: _Toc355779206][bookmark: _Toc354586744][bookmark: _Toc354590103][bookmark: _Toc355779207][bookmark: _Toc354586745][bookmark: _Toc354590104][bookmark: _Toc355779209][bookmark: _Toc354586747][bookmark: _Toc354590106][bookmark: _Toc120722868]5.8.6	Potential New Requirements needed to support the use case
[PR.5.8.6-001] The 5G system shall be able to assist an Ambient IoT device with discovery and communication with 5GS entities that can provide location related information. 
[PR 5.8.6-002] Based on operator policy, the 5G system shall be able to support authorization of UEs communicating with an Ambient IoT device. 
[PR.5.8.6-003] The 5G system shall be able to support means to support RAN entities and authorized UEs to communicate with Ambient IoT devices and transfer related information to other 5G system entities (e.g., core network) / servers.
[PR.5.8.6-004] The 5G system shall be able to provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication with an Ambient IoT device.
NOTE 1:	This requirement refers to communication between Ambient IoT devices and 5G System entities (e.g., core network, RAN entities), application servers or authorized UEs.

[PR 5.8.6-005] The 5G system shall be able to support a UE to authenticate an Ambient IoT device.
[PR 5.8.6-006] The 5G system shall be able to support Ambient IoT devices with the following KPIs:
[bookmark: _Hlk120192478]Table 5.8.6-1:  KPI Requirements for “Finding Remote Lost Item” Service 
	Scenario
	Max. allowed end-to-end latency
	Communication Service Availability
	Reliability
	User-experienced data rate
	Message Size
	Device density

	Communication Range
	Service area dimension
	Device speed
	Transfer interval
	Positioning service latency
	Positioning service availability
	Positioning Accuracy

	Remote lost item finding (Indoor)

	>5s
	99%

(Note 1 )
	NA
	NA
	256 bits

(Note 2 )
	<750 devices/100m2 

(Note 3)
	10m 


	NA
	NA
	NA
	NA
	NA
	NA

	Remote lost item finding (Outdoor)

	>5s
	99%

(Note 1)
	NA
	NA
	256 bits

(Note 2)
	<750 devices/100m2 

(Note 3)
	100m


	NA
	NA
	NA
	NA
	NA
	NA

	Note 1: Service can be potentially provided by both multiple UEs and RAN entities.
Note 2: 64bits corresponds to 20 digits in decimal number. 20 digits is assumed for the length of tag ID. Additional 192bits were assumed for control and other data (e.g., location information, IP address of server).
Note 3: 100m2 space can be packed with about 250 large size baggage (with H=0.7m, W=0.5m). Assuming 3 layers of baggage stacked gives = 250x3 = 750


Editor’s note: Table format would be updated to align with the KPI format agreed on in the study.



* * * End of First Change * * * *

