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1. Introduction

Add an additional use case with new services for ambient power IoT devices. This use case consists of servicing an entire fresh food supply chain to provide both considerable safetly and efficiency advantage to the users.
2. Reason for Change

The suggested use case provides additional service requirements for ambient power IoT device deployment. These are critical for achieving cost-effective deployments by the costumers as well as offering a cost-effective service by the network operators. 
References were included to provide more background information on the use case.
A KPI table was added.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree to the following changes to 3GPP TR 22.840 0.2.0.
* * * First Change * * * *
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5.18
Use case on Fresh Food Supply Chain
5.18.1
Description

In the United States alone, food waste is estimated at between 30-40 percent of the food supply [16].
It is known that controlled environment for most of the fresh foods, like vegetables or meat, is critical for both the safety of the food [17] as well its shelf life expectancy [18-19]. 

In this use case, a large food supplier monitors its food supply chain by adding a simple and small form factor ambient IoT device (sticker) on to each of the Reusable Transport Item (RTIs) used for storing and transporting of the food. Example RTI can be seen in Figure 5.18.1-1. These RTIs are loaded with food at the post harvesting and packaging facilities. They are then transported to the fresh produce distribution center as seen in Figure 5.18.1-2. From there, the fresh products are routed to the local stores according to demand. After usage, these RTIs are either washed and sent back for more usage cycles or sent to a recycle center.
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Figure 5.18.1-1: Example of an RTI with an ambient IoT sticker device
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Figure 5.18.1-2: Distribution center facility for fresh food

At the harvester packaging facility, each RTI is attached with a simple, sticker form factor Ambient IoT device. The device ID is logged by the supplier using his internal records. The supplier can route the individual RTIs based on the combination of product expected longevity and real time demand from the stores. He can also use this data to alert transport company once temperature was compromised or once a specific RTI got mixed up. 
This cycle can be seen on Figure 5.18.1-3 
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Figure 5.18.1-3: The use cycle of the RTI
The tags can operate based on intermittently harvested energy with energy storage like capacitor. This energy storage can be charged by an RF harvesting. For example, from a -30dBm received RF power with a 33% harvesting efficiency.
Since normal use is a reading once every 15 minutes, in order for the stored energy to last for 1 reading, each reading from the device should take less than 1uW*900*0.33 = 0.3 mjoules - in this use case. This number includes all energy consumed by the calculations done by the tag (like encryption/decryption), by reception, transmission, calibration and sensing. 
The energy consumption of the tag in between readings is negligible. 
The devices come in a sticker form factor, low complexity, and massive quantities. To be effective, they are distributed to the supplier in groups of hundreds, and the supplier expects to activate them all within few seconds from uploading them to the sticking gun. An example for their low complexity is to have their clock calibrated from the network, and in addition, this clock is less stable than larger form factor devices with higher cost.
Supplier is not interested in his devices’ readings outside of the defined regions of operation (packaging facility, distribution center, stores, recycle center and the roads connecting them).
Location information is added as a meta-data by the network to the polling response as part of the service to the third party – the ambient IoT device is agnostic to this service.
Devices are expected to operate maintenance free - at least for a few years, until recycling the RTI. 
5.18.2
Pre-conditions

· The ambient IoT devices are manufactured on a reel containing hundreds of stickers. The devices on the reel are configured during installation or manufacturing with a group ID configuration.
· The ambient IoT devices reel is registered at the supplier cloud server to enable secure connection through the network. The exact number of stickers per reel is not known in advance and can vary from reel to reel, as well as the order of the stickers on the reel. So all the stickers need to be accessible on the time of first use of any sticker from that reel.    
· The group of ambient IoT devices are polled by the network once the server polls the network.
· Encryption and authentication of group of devices is used for the poll request and the replies.
5.18.3
Service Flows

1. Once in 15 minutes, the cloud server sends a polling request to the network with the group ID. 
2. In this example, upon receiving the polling request, the network sends wakeup signals to allow calibrations by the ambient IoT devices. 
3. Shortly after the wakeup signals, the network sends a polling request to the group of devices. It can either broadcast the request across its network or send it only to specific locations - based on operator policy. 
4. Upon reception of the polling request, each ambient IoT device replies with its ID and temperature readings.
5. Upon reception of the replies, the network adds meta-data (e.g. which base station received the reply, what was the received power, or direction of arrival), and then forwards to the cloud server of the supplier.
6. The supplier accesses its cloud server and performs 3rd party processes on it, to optimize and control its supply chain. 
7. Once RTI finished its usage, it is routed to the recycling center. In the recycling center, the ambient IoT devices are bulk deleted from the cloud server and logged out from the network. 
5.18.4
Post-conditions

By using the ambient IoT devices, the entire supply chain is monitored and controlled. The ambient IoT can be used to monitor the location of each RTI, but it can also monitor its temperature, humidity or even the ethylene levels. This way, food waste is reduced to the minimum and food safety is significantly improved.

5.18.5
Existing features partly or fully covering the use case functionality
TS 22.261 in clauses 6.4.2.2, 6.4.2.3 and 6.4.2.4 adds requirement to manage control and operate bulk IoT devices in an efficient way, while minimizing signalling.
TS 22.368 in clauses 7.1.2 and 7.2.14 defines requirements for network triggering of MTC devices and also group based features such as policing and addressing. 
5.18.6
Potential new requirements needed to support the use case
[PR 5.18.6-1] Based on operator policy, the 5G system shall provide means for an authorised third party to poll a group of multiple ambient IoT devices.
[PR 5.18.6.-2] The 5G system shall be able to provide ambient IoT service with following KPIs
Table 5.18.6.1-1 – Potential key performance requirements for the use of Ambient IoT devices for food supply chain
	Scenario
	Max. allowed end-to-end latency
	Service bit rate: user-experienced data rate
	Message

Size
	Device density
	Service area dimension


	Ambient IoT devices for food supply chain
	>1 minute
	<0.12 bit/s (Note 1)
	Typically 
< 100 bits

(Note 2)
	1.5 Million devices/ km2
(Note 3)
	30,000m2

	NOTE 1: Based on sending 1 message of 100 bits once in 15 minutes

NOTE 2: If more sensors are used, like humidity or ethylene level, then longer message is required.

NOTE 3: This is the highest density inside the distribution center and is based on 50,000 RTIs inside a 30,000m2 distribution center facility. See Figure 5.18.1-2
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