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2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …

	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item



2.2	Parent Work Item
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	N/A



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	



3	Justification
With the rapid development of 5G, internet of things, cloud computing, industrial Internet and other technologies, the amount of data has entered the stage of explosive growth. Massive data releases huge social and economic value and needs to be securely stored and shared. In recent years, there is a general consensus in the industry and academia that privacy computing will become an effective tool to balance data value mining and data privacy protection. 

For example, in the practice of financial risk prevention, the privacy computing technology is utilized in order to improve the accuracy of anti-telecom fraud. On the premise of not disclosing user private information, the association relationship of interactive accounts and telecommunication accounts is conducted for secure handover, which helps banks detect normal transactions, identify abnormal transactions, improve the level of anti-telecom fraud and protect customer funds safety.
[image: ]
Figure 1.Anti-telecom fraud scenario

The core value of data lies in connection and sharing. However, there are leakage risks and security risks of confidential data and personal privacy in the circulation process, which aggravate the concerns of MNO and 3rd parties on the data circulation. Thus, existing data sharing via network capability exposure is limited subject to the operation policy, business model and other aspects of MNO and 3rd party.

Privacy computing can help the data flow to establish an orderly and controllable sharing mechanism, and promote the vigorous development of data elements market. Inspired by the research and application progress of privacy computing, the 3GPP exposure capability can be further enhanced by supporting the customized abstracted data sharing based on the negotiated policy between MNO and 3rd party. 
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Figure 1.existing network exposure & enhanced network exposure 

With such exposure enhancement, the various data sharing requirements from 3rd parities can be fulfilled subject to MNO policy. Therefore, 3rd party and operator could achieve a win-win situation:
· 3rd party could deliver high-end, smarter and more convenient services to ends users with low cost;
· MNO could deliver more added-value services to 3rd parties; 
· MNO can operate networks more efficiently and deliver better communication service to end users.
4	Objective
[bookmark: OLE_LINK11][bookmark: OLE_LINK12]This work item proposes service requirements to enhance 5GS to support enhanced network exposure capability, including:
[bookmark: _Hlk114584688]-	Based on operator policy, the 5G system shall provide means to negotiate with a trusted third-party the policy for customized abstraction data exposure.
-	Based on operator policy, the 5G system shall enhance data exposure capability to expose customized abstracted data to 3rd party without data privacy exposure.
 -	Based on operator policy, the 5G system shall enhance data exposure capability to expose data analytics to 3rd party.
5	Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	
	
	
	
	
	




	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 22.261
	Requirements for enhanced network capability exposure
	SA#98
	New requirements in 22.261 to support enhanced network capability exposure.



6	Work item Rapporteur(s)
Yanchao Kang, vivo, kangyanchao@vivo.com

7	Work item leadership
SA1

8	Aspects that involve other WGs

9	Supporting Individual Members
	Supporting IM name

	vivo

	GUANGDONG GENIUS TECHNOLOGY CO 

	China Telecom

	Xiaomi
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